=Z%IN

EXIN
Privacy & Data
Protection
PIPL

FOUNDATION

Certified by
=\IN

it

202207 kA




=%IN

Copyright © EXIN Holding B.V. 2022. All rights reserved.
EXIN® is a registered trademark.

No part of this publication may be reproduced, stored, utilized or transmitted in any form or by any means, electronic,
mechanical, or otherwise, without the prior written permission from EXIN.

EXIN

Privacy & Data Z##4 EXIN Privacy & Data Protection Foundation based on PIPL 2

Protection

(PDPFPIPL.CH)




=%IN
=E

e 4
S 5
BEMET 27
I 69

Py £ ova #3814 EXIN Privacy & Data Protection Foundation based on PIPL

(PDPFPIPL.CH)




=%IN
izt isAB

A% 2 EXIN Privacy & Data Protection Foundation based on PIPL (PDPFPIPL.CH)#&$)%&
. EXIN FiUENERFZEI.

FAEH 40 ERTUEERARN. SEEFEESMNAN, EXEERHPRE—RIERSE.
FMABNEORE 40 7. BEENSHE 19, BFEIRE 26 DEl LB EE.
ZIXAIIE)9 60 5%,

IEN sy ey

Privagy & Data Z##4 EXIN Privacy & Data Protection Foundation based on PIPL

Protection

(PDPFPIPL.CH)




=%IN
HiHS

1740
BP—SRAEENAR (PABBRIFIE) BILIR?

Which type of handling activity is not regulated by the PIPL?

A) KEHEEEEZEIN, KERBENER

Collecting information from applicants when accepting visas at the embassy
B) NTEE%RE, CIBEVIHIRED

Creating a back-up of biometric information for security purposes
C) RIESHRERRMIBRSFTED

Editing photos of a meeting with friends before printing them

D) FNEEVMEBESEENESIHER

Listing names and addresses of people who donated to charity

2/40
HARET (MABRKRIFIE) NEZEERY?

What is not a main goal of the PIPL?

A) IEENARFARF

Enhancing the protection of an individual's privacy
B) {BHNAEESEFA
Promoting the rational use of personal information

C) FRIPPAEENE

Protecting personal information rights and interests
D) AEENAEEIEEDN

Standardizing personal information handling activities
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LUTIRERAR (PABEBRIFE) BRF?

Which type of information is not protected by the PIPL?

A) BERTAER
Personal information of a deceased person
B) ®IEAREKRITALGR
Personal information of a legal representative of an enterprise

C0) ERBHERTARR

Personal information that has been anonymized

D) EATFAINARER
Personal information that has been disclosed

4/40
RE (NABRRIFE) THB—IAETEENAGER?

According to the PIPL, what is not classified as sensitive personal information?

A) tTEER
An iris scan
B) JESRCHR
Criminal record
C) HRFEHEIHER
E-mail address
D) SLRMUEER
Real-time location
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5/40

(PAEBIRIFE) RN MRS MENA GBI RRERARIPEEET
5,

AL T A

The PIPL defines the responsibilities of one role as: “supervising personal information
handling activities as well as adopted protection measures”.

Which role is meant here?

A) IEEAFE
Designated representative
B) &EMAGERRIZITA
Entrusted person for entrusted handling of personal information
C) MAERRIFRE
Personal information protection officer
D) EXRMIEERI]
The State cybersecurity and informatization department

6/40
ATRIPPIABITAGE, PTAEREEEHANS?

What is an obligation of a personal information handler to protect an individual's personal
information?

A) EENBREIEEESANMAGERRIPFREA, KEPTAGCRE ST E
Designate the data management department of an organization as the entity in charge of
personal information protection to supervise personal information handling activities
according to the law

B) FIEABALENTAGRLZEIMNEMER, BERIPETAGERTHE, DiEReeSMRERNER
*h
Formulate and organize the implementation of emergency plans for personal information
security incidents to prevent the leakage of personal information and avoid post-remediation
after security incidents

C) ERLENABRLE—EHENZELIEEMMIEE—H, IBEMABRRIPRE
Require that the entrusted person who handles a certain amount of personal information shall
designate the person in charge of personal information protection, like a personal information
handler does

D) RIEMEER. MEAN. WNANGENATRER N, REUERAYEREIR N A GG EII S
Take corresponding measures to ensure the compliance of personal information handling
activities according to the handling purpose, handling method, and possible impact on
personal rights and interests
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7/40
(PABRRIFZE) RETHIENAGRNIBESE. ES. BEMERN,

BRFR B AT & 2 BRI TURN?

The PIPL stipulates that the handling of personal information should follow the principles of
legality, propriety, necessity, and sincerity.

Which situation adheres to all four principles?

A) REEREFFEFMIMENNTANEERRBRERE .
A company asks customers to update their existing personal information to make sure it is up
to date.
B) MRS, MESNEXRAFRESHIES.
A supermarket collects users’ ID numbers to give the customers points and discounts.
C) AppfERtIS MRIEKENAER.
An app frequently collects personal information in silent state.
D) M FEEXREMHFEBFRIAGER.

An online loan platform requires personal information of the loaner’s family and friends.

8/40
B—FRERER T (PABRERIFZE) rY BRIPRHIRER"?

Which situation violates the purpose principle in the PIPL?

A) BIFEBATKRERNT AGRERTSERSEXIRKAE.
A company declares that the personal information collected will be used for future purposes
related to its services.

B) BUFHIRE N ALEERBTIELIE.
A government agency uses information regarding someone’s location for anti-epidemic
purposes.

0) TAERLEEEKE N AEEEREEMRLS.
A personal information handler transfers personal information to another recipient due to
bankruptcy.

D) BHEXIEIABRIER & HHERE X,
Software offers the ‘general consent’ option for its users to agree to information handling with
a similar purpose.
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9/40
—RABEERIH IR ABERIRIFEER.

RFpMEIEIER T A FFERRRN?
A company is in the process of designing their personal information protection policy.
Which practice violates the principles of openness and transparency?

A) AFERETAppRENAAIERE N ABRRIFBER.
A user agrees to the personal information protection policy by default when they run an app
for the first time.

B) EEMILEINRENANEERIFBERGEE.
A website has included a link to the personal information protection policy on its homepage.
O TAGERAESIVRERER, TERPDHFRETA.
An individual will be informed of changes in the way of handling personal information when
this is changed.

D) SPGB AMSRIBESLARIIN AMNEERIFE,
The user is informed of the necessity of handling sensitive personal information and the
impact on personal rights.

10/ 40
(PABRRIFE) RELIENANERNISRETAGERRRE.

B—IARETRERNFINANERRERIEK?

The PIPL stipulates that the handling of personal information should ensure the quality of
personal information.

According to the quality principle, which item does not belong to the requirements for
quality of personal information?

A)
Accuracy

B) &Mt
Integrity

) wEH

Necessity
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(MABRRIFE) AEDTANENAGRINREZEREN, BN ARRERF AT TR
B9ALFI.

KR P ASERARN— AR,
R BRI A RIE R E N A SR ATMHAILIE?

The PIPL stipulates that individuals have the right to make decisions on the handling of
their personal information, but the right to make decisions is not absolute and non-
derogable.

Zhang Shan is a citizen in the People's Republic of China.
In which case has Zhang Shan the right to refuse the handling of her personal information?

A) BETFRHEZEBNENENAMEGRE

When a picture of her is used for the purpose of ensuring the public safety
B) JENAGEREEXBEEEMRIEPER

When her personal information was used in a critical information infrastructure
) ZETENAGEHHIHEFEEHERERN

When the mentioning of her personal information is based on her consent

D) ZHEEAES I REEEITATFINAGR
When the press wants to quote personal information that has been disclosed by herself

12/ 40
HPANEELTEAECHNIAGRE, AFTERENTABHAEKX?

When an individual wants to request their personal information from a company, what may
the company not require of the individual?

A) EBAEIRRBIESFEE
Demonstrate that their claims have legitimate interests

B) IERAESETANEHBEEMR

Prove that they are entitled to make this request

C) FHEERIEFHRERERIS

Send their application to a designated e-mail address
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13 /40
IK=RPEARHNESERNAR, tRAXTTEEETEN.

ERFPISH FAR BRI LUEEK=RIERIB?

Zhang San is a citizen of the People's Republic of China. He sends Company A a request to
exercise the right of correction and supplementation.

When may Company A reject Zhang San's request?

A) K=FKRARBRRTHAEN AEERIEIE T
When Zhang San asks Company A to complete the correction and supplementation of his
personal information as soon as possible

B) K=FKEIF*TAEZMITAER

When Zhang San asks to correct and supplement the personal information of his friend Li Si
C) K=FKREIEHTENEHIINAGR

When Zhang San requests to correct and supplement his inaccurate personal information
D) K=FXREFIFREATENPTARGE

When Zhang San requests to correct and supplement his incomplete personal information

14/ 40
AT —EN AR LN AIBKMBR?

Which personal information may individuals request to delete?

A) PAXFEBRBHFELAIRZER

Personal transaction information generated on an e-commerce platform last year
B) NAERLEEEHERHGIENENARGR

Personal information that the personal information handler has anonymized
C0) MALEEXREFE LRIPAGE

Personal information uploaded by individuals to a blockchain platform

D) MBI N ABITATFRITAGR

Personal information which is disclosed by the individual and handled by a company
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15/ 40
(PABRRIFE) 10 (BEREEEFRIPEG) PrIB—IRIRELIA?

What is similar in the PIPL and the GDPR?

A)

B)

9]

D)

XFRLEE A ERIENX

The definition of the role of the handler
KEFSTUHEIAER

The handling of personal information for household activities
i MW NSNS

The protection of personal information of deceased people
BRANNEERTEE

The scope of sensitive personal information

16 / 40
(MABRRIFE) 1 (BREERIPEN) AREXNAELEETAKE?

What is a difference between the PIPL and the GDPR with regards to the roles they define?

A)

B)

9]

D)

£ (EBREUERIPEAG) B, SIRCEETLIEAS— MRS, £ (PABRRIFE) &, XMER
FHLICLF,

According to the GDPR, a personal information handler is allowed to employ another personal
information handler. The PIPL defines this is not allowed.

£ (BRRFRFEGD) F, BERENMNAGERLEENGESNNAZLEE. (PAGRERF
%) PRET AERIEN.

According to the GDPR, a personal information handler is the one that mandates the purpose
and the means for handling. The PIPL defines the role of a handler differently.

£ (BREIERIPEN) ., SERMESSHEENASIRLR. ERHE. JENEE. (DAR
BRIFE) RET AEEN.

According to the GDPR, a personal information handling scene is composed of an information
subject, information controller(s) and information handler(s). The PIPL defines this differently.

£ (BREUERIPELD &, EREMMEERETNRERNXER. (PABRKRIFIE) MXNXEL
EX R HER.

According to the GDPR, the relationship of a personal information controller and its
information handler is employer and employee. The PIPL defines this relationship the other
way around.
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17 / 40
THIRFLIEN NMERIBFEXRBENATR?

Which situation requires individual consent for handling personal information?

A)

B)

9]

D)

REARTHELRMEEMER.

A company collects personal information to apply for social insurance for employees.
ERTIMESEFEV WS KR, EXEFEIC.

A financial institution requires the customer to register while establishing a business
relationship with a customer.

PMAEEBREENTE=ANSERZLETAGE.

A personal information handler handles personal information for the legitimate interests of
third parties.

RNRIKRA T HEICTREREEARIRELAHE, REBUESUSR.

The public security authority takes fingerprints to determine certain characteristics of the
suspect.

18 / 40
BRI TEENAGRILER (MAGRRIFE) S89?

In which situation is sensitive personal information being handled in compliance with the
PIPL?

A)

B)

9]

D)

EFREIREARIRBIRATAIERNFAL G, FRITRIApp I EH T REEEK,

A bank’s app asks the clients’ consent to its collection of facial recognition information as the
authorization for large cash transfers. After a client withdraws their consent, the app can no
longer be used for these transfers.

REESApp EfSFABEREIRIA 7 W ORERBHMKRIFESE, KIE/FARFPERAppHAERISARERT
SRR ERY,

In its user policy statement, a fitness app explains that it collects a user’s heart rate and
information of their family’s iliness history. Based on this, the state of well-being of the user
during their use of the app is determined.

HTEHERSREV R E, SREEEEFEE 7T PENY, BRKREEFISRKFE
l%‘o

The service manager of a bank sells a financial product to a high net-worth client. At the
transaction, the manager asks the client to sign a written agreement as consent to collect
information of the client’s financial accounts.

HEmhE) L BEFRNAFPRNFE, FRENSNIR, PRmEkEEERERFTIEVERES.
The users of a digital watch are mainly elementary school children. At the activation of the
watch, it explicitly asks users for their individual consent to collect information related to the
users’ location.
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19 /40
FAERFGEE (PABRRIFE) XTRBHERK?

What scenario is in accordance with the requirements of the PIPL regarding individual
consent?

A)

B)

9]

D)

RITRNET PEEENATCREEEZFPAGE.

The bank obtains written individual consent from customers when collecting their customers'
personal information.

ERFeflEEEE R RNF—FREHERSRSIE,

The e-commerce platform stipulates that consumers should apply for withdrawal of individual
consent in the first week of each month.

BREERRERT, RINTABRERSIEIERR.

The government does not inform the individual of the purpose of personal information
handling under normal circumstances.

ASERIRERER THENAEEREMIE BRI SHERE.

The HR department does not ask for the employees’ individual consent for each handling
purpose of the personal information.

20 / 40
B PAEBLENERT, NATURBHREA?

In which case of personal information handling is it not necessary to notify individuals?

A)

B)

9]

D)

—HARBEW RS ITFENEMERIR D NA BB TR,

A large enterprise needs to transfer part of personal information handled due to the division
of this enterprise.

— SRR WA E R T ERuG S HTAIIRSS .

A social networking site has changed their service provider for the analysis of their website.
—XEBFEREGFYIRATREMENEIIER.

An e-commerce platform synchronizes customers' information about purchased goods with
the logistics company it cooperates with.
ERAFANNERIIBHAI B EIRR G AR AT

The court publishes the written judgments involving personal information of parties of
lawsuits after de-identification.

EXIN
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21/ 40
NN ANERFEREZN ABENRED?

Should individual’s separate consent be obtained for the disclosure of personal
information?

A) FBE, IRAFANAGEESIHZEMRERN.
Yes, but only if the disclosure of personal information will affect the individual.

B) FE, EAIREMNAEERE, TAGELEEZERLATFENAER.
Yes, the separate consent must be obtained before the handler discloses of personal
information.

C) AFE, AARENANREPHRFEEHERERERELT.
No, because the absence of an explicit refusal means consent to disclosure.
D) AFE, REMAGRLEENEENAGRIREREGZEN.
No, not if the handler collects the personal information from a legitimate channel.

22 /40
—HKHEMEEZENEIFAR—RIHNBFEREEEEFEXTAESHRENEGREE, MEW
BT SRR BN AMEREIERR.

RIS S5 BT LATE Z B U B IR Bt 72

A consumer-oriented enterprise and a platform for electronic contract signing have an
entrusted relationship for dealing with personal information in place. The enterprise
delegates the completion of signing contracts with consumers to the platform.

Which action may be carried out by the enterprise after it makes this delegation?

A) HSEIRERIEREIEMEHER
Agree to a possible sub-entrustment in the future
B) HUTDABERGRIFSIIBITAYL
Execute a personal information protection impact assessment
C) RKEEHENHIBRE
Obtain consumers' informed consent
D) 5ZzFaRITEHIESH
Sign entrusted handling contract with the platform
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23/40
BiE (PABRRIFE) | WRFABNAGRHTEMMERER, EHMER T MASZERILLE
HiE4E?

According to the PIPL, in which scenario may the involved individual always object to the
use of their personal information for automated decision-making?

A) SERIEENAGEEEREMURR A EH TEHE XA
When their personal information is used for pushing marketing messages to the individual
using automated decision-making

B) HKIEENAGRNERBNER RS E FHEEAR AR ER
When their personal information is used for making decisions that have a significant impact
on the individual only using automated decision-making

O) BHKEENAGEESEERBREARNNHIREE RIS &
When their personal information is reasonably used to set differentiated trading conditions
based on automated decision-making

D) ZINMABREEATTEER B IRFRAIRNIRS
When a personal information handler discloses rules for automated decision-making about
their information

24 /40
RiE (PAGBRRIFE)  RUEEEEERNFERS. BFRHEEX. WEEEISFRNTAGEELE
&, NETETEINS.

XRAMBERFRIN SR A?

According to the PIPL, personal information handlers providing important Internet platform
services, that have many users, and whose business models are complex, shall fulfill several
special obligations.

What is a special obligation of these handlers?

A) BRI TN AGERRIFRIITTEG

Conduct personal information protection impact assessment when appropriate
B) MW MABERLITHRERE

Implement the categorized management of personal information

C) EHFELGENAERNENET
Conduct regular compliance audits on the handling of personal information
D) EBRAF AN AERIRIFHSEERS

Regularly and publicly release social responsibility reports on personal information protection

privacy B Data ZiX# 4 EXIN Privacy & Data Protection Foundation based on PIPL 16

Protection

(PDPFPIPL.CH)




=%IN

25/40
AMANERTERTZRRENTAER?

Which rule applies for personal information collected in public environments?

A) KESHEEFEIMATEHRAIRNERE.

The collection methods should be in line with the internal regulations of the local authority.
B) TREXI MA@ ImERI\FI7Tl.

The handling approach should have the lowest impact possible on the individual's rights.

C) WEBRINAPRTRICTEE.

The purpose of collection should be limited to arresting criminals only.

26 / 40
ENEERFFRINTAERETAIER, BIER?

What is a requirement when handling disclosed personal information?

A) NEELERIFI TN ANERRIFRIMITL,
A personal information protection impact assessment should be conducted before the
handling.

B) EX M ANEZEEATIE, ANETABE.
Individual consent must be obtained if the processing has a significant impact on individuals’
interests.

) WFSHETENALE, MATBHES,
Individuals may not refuse the handling if the handling is done within reasonable limits.

D) XM AERAMMERERIZ A,
Individuals should be informed when their personal information is handled.

EXIN
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27 /40
BFMER R EERTREN NERAFRIER?

What is in line with the special regulations of State organs for handling personal
information?

A) RENELBKER TERNEEEE, BTRHEHRITLR.
A medical bureau of a province collects patient information from its subordinate hospitals for
internal regular statistical reporting.

B) EWIFAEBEZENABLZE, BERHAZEBSVRARIRS.
A middle school requires facial recognition for anyone that enters their dormitories for the
sake of the safety of the students.

C) MBBAFRIFLIFIER, FURITERETUEESHRARMEEZIKS,
A tax bureau official displays their work identification at a bank and inquires savings account
information of a suspect in a tax case.

D) ITaREEMu LR MA TR E IR RBIEERENTAGR.
The administration for industry and commerce explains the personal information that needs
to be collected on the website, which is used to handle business licenses applications of
individual industrial and commercial households.

28 /40
HARR TREN AREXERRFERE T ANBERRET?

When should an individual's separate consent be obtained before collecting an individual's
fingerprints?

A) TEHRAEENREHTE

When the administrative organ collects fingerprints for publicity of its case
B) iABT AT ERERS4 LSS

When the court collects fingerprints for hearing a case

C) MERHXNT EmE=EAMIE

When the prosecution organ collects fingerprints for supervising a case

D) AZRHXATINERMATIE

When the public security organ collects fingerprints for investigating a case
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29/40
AIEREXRERMAGERIENNSS?

When do obligations regarding cross-border personal information handling apply?

A) EHERITHIBIDITRANBEER, SERWSHIEMRFH TEIERE.
When a Chinese bank deploys its branch systems abroad in China, and exchanges information
personal information with systems that run its domestic business.

B) FEAXFMEXELT, RIEEEIESEREXER T ABFEER.
When a Chinese company goes public in the United States (U.S.) and submits its users’
information under U.S. securities regulations.

C) JHTEEMIEE, FEREZERERERE AR FEETERRIERFES.
When a court in the United Kingdom (UK) requests a UK company to submit information
about a user stored in China to combat international crime.

D) EB/MNRESENFTERFESHHEEERN SRS LHTHIE,
When a foreign-brand automobile maker handles Chinese users’ driving information on its
cloud service which is located in China.

30/ 40
RiE (PABEBRIFE) . HATENEBREGENANERIINE?

According to the PIPL, what conforms with the provisions on cross-border handling of
personal information?

A) ERINERDAGEFFRHITOAGRRIPRIITHS,
A personal information protection impact assessment must be conducted before providing
personal information abroad.

B) MAARIMNEIE TN EERNSITEEA.
The notification to individuals about the cross-border handling of their personal information
does not need to include how to exercise their rights.

C0) MAGERALEERZREN ABERATLUESRIMERDNAER.
The personal information handler can provide personal information abroad if they obtain
personal consent.

D) ERIMEHN NEENHEEERMERRJARNZ 2T,
The provision of personal information abroad shall pass the security assessment organized by
the State cybersecurity and informatization department.
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31/40
MAEFEETIE N AGERRIFEME I HERN G EERE:

-FEANAREERER =S REMEHLT
-FEBAAENE T RBEFFR—IXEIE;
-FECANEHERITHERTLMENRERNEE;
-FEDINAEAFEHMEFR TR EHT.

B ERBEENS (DABRRIFE) ?

Four students have different understandings about the personal information protection
compliance audits:

- Student A believes that only a third party can be entrusted to carry out a compliance
audit.

-Student B believes that compliance audits only need to be conducted once.

-Student C believes that the results of the compliance audit can be used as evidence of
immunity.

-Student D believes that a compliance audit is the equivalent of a security audit.

Which student's understanding complies with the PIPL?

A) FHA
Student A
B) F4B
Student B
C) F4C
Student C
D) F4D
Student D

Privagy & Data Z##4 EXIN Privacy & Data Protection Foundation based on PIPL
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32/40
WF—EPAGRLIEES, FEFIFRMAGRRIPZIETEIE.

AMER TR B RS R TS ?

For some personal information handling activities, it is necessary to conduct a personal
information protection impact assessment in advance.

When is it not necessary to conduct such an assessment in advance?

A) EYRTFEREASRLENANSERRE

When a logistics platform will entrust a contractor to process personal information
B) EAISIFERI N AERHITIIEL RIS
When a video platform will encrypt the personal information
C) EHEBFERERIMEESRENANERIRHE
When an e-commerce platform will provide personal information to overseas partners

D) EERWIMBIEN ASRIKAER AR R

When financial institutions will collect information on financial accounts

33/40
—RKEWEMEBFP N NSRRI AT R 2K L,

RiE (PABBRIFE) . HABRRZEWEERNE TN NS ERIFERSEAIER IR N 2 ERAY?

A company found that its users' personal information was obtained by hackers and is
threatened to be disclosed to the public network.

According to the PIPL, what information should be included when notifying the department
fulfilling personal information protection duties and responsibilities?

A) EHRTRIRBRNERER

Contact details of the users affected by the incident

B) AIKERNNANERELZEEMH

Previous personal information security incidents
C) RMITRISRERAI*MNEHERE

Remedial measures that will be taken by the company
D) {VErHEIGAIR S EANXES

Security threats and risks faced by the company

Privagy & Data Z##4 EXIN Privacy & Data Protection Foundation based on PIPL
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34/40
MR ABELEN ANERHES IR T AR :

- AREEREN NERMERIM R REI TN AEBRIFEREAVER AN AR TSR
- BAEEKRZFES BN EEE T N AR RIFEREAYER T TS

- CAEREUEERE BB N ASRIMEE, SCRBREIT M AEERIFERERAIER )

- DREIRBURIEEMS. B, EEFPEAII AR TENEN

BRR N EHEEI T A S EEEAN SRR ?
Four companies have different ways of handling a personal information leak.

- Company A immediately informs the departments fulfilling personal information
protection duties and responsibilities and the individuals after the personal information
leak occurs.

- Company B requires the trustee to assist them in notifying the department fulfilling
personal information protection duties and responsibilities.

- Company C takes remedial measures to avoid other personal information leaks, so they
did not notify the department fulfilling personal information protection duties and
responsibilities.

- Company D notifies individuals one by one in writing by sending letters, e-mails, text
messages, etc.

Which company has problems fulfilling its obligation regarding the notification of the
personal information leak?

A) ARTE]
Company A
B) BH
Company B
C) CAHE
Company C
D) DAFE]
Company D

Privagy & Data Z##4 EXIN Privacy & Data Protection Foundation based on PIPL
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35/40
TR E T T AEERIFER AR IR 2 FEERATERER ?

What is not a responsibility of the department fulfilling personal information protection
duties and responsibilities?

A) AR AGRRIFEEHE
Conducting education on personal information protection
B) EXTPAGEEMESARIRE
Handling complaints on personal information leakage incidents
) HERILARMAGRIVETERMY
Investigating criminal cases that involve individuals' personal information
D) AL ANERRFATNIFE

Organizing the evaluation of personal information protection

36 /40
BTN NERRIFERE SR M MBYEN R A?

Which is an activity of the departments fulfilling personal information protection duties and
responsibilities?

A) T EEERNEIUEN NSRRI TSTEIAGE.
The Market Supervision and Administration Bureau shall conduct on-site inspections on banks
that collect personal information in violation of regulations.

B) ARRITUREIXRTERITFINAppEERENAERINTFR,
The People’s Bank of China receives a complaint about their banking app stating that it
overcollects personal information.

0 HRETWENEEMENAERAppIFF ABEREEHITEEFNERXILE.
The regulator searches through the residence of an app developer who illegally collected
personal information and detained relevant evidence.

D) RISDXIZRFHNAppENACRIIREH TIUTE, XHEREFH TEIRF T,
The State cybersecurity and informatization department evaluates apps regarding their
collection of personal information and publishes and removes violators.
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BT NERGRIFERSRRIERII AT —BNANERRIFZ 5.

ﬁi’,ﬂ ]f\_lxlux/Aﬁﬁ?

The department fulfilling personal information protection duties and responsibilities
discovers a personal information protection security incident.

What should they do?

A) HEBEXEER TGN ANERENIEH TITEETK
Cooperate with related regulatory departments to conduct administrative interviews on the
illegal handling of personal information

B) XEZMENANERISHICTERY, S THENAY TELLT
Give an administrative penalty to those who illegally handle personal information and are
suspected of committing a crime

() REREFHERSEFERINERSITIEECER SN
Revise and update relevant national and industrial data handling safety standards according
to safety events

D) XAF=ISZARIEMEITER, MARH TSR
Use the audit results from a previous compliance audit conducted by a third party instead of
conducting a new compliance audit

38/40
(MABRRIFE) PEXH—MBEBIREN: "REREMEN AR LFMMEXEEEET
&

LEALE X T B E?

The PIPL defines the responsibilities of one role as: “comprehensive planning and
coordination of personal information protection work and related supervision and
management work”.

Which role is meant here?

A) EEAFE
The dedicated representative
B) AMENAERRIZIEA

The entrusted person handling personal information

0 MAEBRIFRE

The personal information protection officer

D) EzMIEERI]

The State cybersecurity and informatization department
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ANEIRIER (PABBIRFE) e, BEEBIAGS, BEPTE.

POSERI T AT LA AR B EH IR T £17 7

Company A violated the PIPL and handled personal information illegally. The circumstances
are grave.

What kind of administrative punishment may be imposed on Company A?

A) LU E—FEENERS Z T30
A fine of 10% of the previous year's turnover
B) WANFIEEREARLSHITIIR
A fine of 50,000 yuan for the directly responsible person of Company A
C) BREXIIIBHARTEWHR
A natification to the relevant departments to revoke the business license of Company A
D) MARNBEFES
A warning to Company A
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MAEFEAETIE N AR RIPE AR EN G EERE:

-FEAASITRESRINZRNE, BEETHICNERASRE
-FEBANZHIETHEETWBITREATL T
-FECOANZHEAEARITEEER
-FEDINAEEREENANERITHEHILIRIC N EAEE

B ERBEENS (DABRRIFE) ?

Four students have different understandings when discussing the personal information
protection credit file:

- Student A believes that the violation can be recorded in the credit file according to the
regulations of the personal information protection department.

- Student B believes that the credit file can be published at the discretion of the regulator.
- Student C believes that the credit file must keep the public informed of illegal
information.

- Student D believes that all illegal processing of personal information may be recorded on
the credit file.

Which student's understanding complies with the PIPL?

A) FHA
Student A
B) 4B
Student B
C) ZF4C
Student C
D) 4D
Student D
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BP—SRAEENAR (PABBRIFIE) BILIR?

Which type of handling activity is not regulated by the PIPL?

A) KEHEEEEZEIN, KERBENER
Collecting information from applicants when accepting visas at the embassy
B) NTEE%RE, CIBEVIHIRED
Creating a back-up of biometric information for security purposes
C) RIESHRERRMIBRSFTED
Editing photos of a meeting with friends before printing them
D) NEETWIRIESEENESTIHILER

Listing names and addresses of people who donated to charity

A) EIR, WEBHEIAN NGRS,
Incorrect. Collecting is also considered to be a handling activity.

B) &R, FREEEMANTAGEERICIEEL.
Incorrect. Storage is also considered to be a handling activity.

C) . (MABRRIFZE) FMERTERECRANERLXBETEAARNARBRESRSLENAEG
B. (O8k: A, $B8E, HT72%)
Correct. The PIPL does not apply to the use of someone's own photos, because this is seen as
handling personal information for personal affairs. (Literature: A, Chapter 8, Article 72)

D) &R, MM ANTAGEERICIEEL.

Incorrect. Listing is also considered to be a handling activity.
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FARET (PABRRIFE) NEZERY?

What is not a main goal of the PIPL?

A)

B)

9]

D)

A)

B)

9]

D)

DR ABSFALRIF

Enhancing the protection of an individual's privacy
BN NEEEENA

Promoting the rational use of personal information
RPN AR

Protecting personal information rights and interests
NN EISUS D)

Standardizing personal information handling activities

IEf, (PABRRIFIE) BN AGRRIFHTEEASCAIREQEZSNAMRNILE, AR
FAMRIFE.  (OXEk: A, B1E, F15K)

Correct. The PIPL is a legislation that comprehensively regulates the protection of personal
information and has both a public and a private nature. It is not a law for privacy protection.
(Literature: A, Chapter 1, Article 1)

iR, RIE (PAGBERIFE) 5—F0E, (BETAGREENART (MABERIFE) NLER
rz—.

Incorrect. According to Article 1, promoting the rational use of personal information is one of
the main goals of the PIPL.

EiR. RIE (PABRRIFE) —FE, mPPAGEN@ET (PAGBRRFIE) RLEERIZ
Incorrect. According to Article 1, the protection of personal information rights and interests is
one of the main goals of the PIPL.

HiR, RIE (PAGERRIFE) F—F0E, WePABREEENET (PAGBRRIFE) NLEE
Nz—,

Incorrect. According to Article 1, standardizing personal information handling activities is one
of the main purposes of the PIPL.
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LUTIRERAR (PABEBRIFE) BRF?

Which type of information is not protected by the PIPL?

A)

B)

9]

D)

A)

B)

9]

D)

FEERITAGE

Personal information of a deceased person
PIEARTRITAGE

Personal information of a legal representative of an enterprise
ERUERTAGE

Personal information that has been anonymized
ELFHTARR

Personal information that has been disclosed

Hix. (DABRRIFE) B49ZTEERINASERIIEHE THIE,

Incorrect. Article 49 of the PIPL regulates the handling of the personal information of
deceased people.

iR, (PABREIFZE) PEXMNMAGBRR LEFHE ML RICRISERIEERBINE
RABRIIEMER", BWEARRINAGENETEARAANEXER, BEZ (PABRFRF
=) BIERIF,

Incorrect. The personal information defined in the PIPL is "all kinds of information, recorded
by electronic or other means, related to identified or identifiable natural persons”. Personal
information of an enterprise’s legal representative belongs to the relevant information of a
natural person, so it is protected by the PIPL.

IEf, (PABRRIFIE) PEXHTAGEABE BERULERIER". (L A, B15%4
&)

Correct. Personal information defined in the PIPL does not include "information after
anonymization handling". (Literature: A, Chapter 1, Article 4)

iR, (PABRERIFE) B2275NEATFINAGERIL R THIE.

Incorrect. Article 27 of the PIPL regulates the handling of personal information that has been
disclosed.
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RE ANABRRIFE) TB—IAET8ENAER?

According to the PIPL, what is not classified as sensitive personal information?

A)

B)

9]

D)

A)

B)

9]

D)

ITRR(ER

An iris scan
IBIRICR

Criminal record
HRFEHIIHE R
E-mail address
SNV RIS
Real-time location

iR, RIE (DAGBRRIPIE) B21H/\FHRE, BRNNERE—BHESEIREER, 558
BRAANABETZIREREAS. MFrLeZIRENITAEGR, IREEETEVRIEE—
M, EMETERANAER.

Incorrect. According to Article 28 of the PIPL, sensitive personal information is “personal
information that, once leaked or illegally used, may easily cause harm to the dignity of natural
persons grave harm to personal or property security”. Someone's iris scan belongs to
biometric characteristics and is a type of sensitive personal information.

BiR. IR (DAGBRRIFIZ) B21H/\FENE, BBANANERE—BMESEIELER, 5555
BRAANABETZIREREAS. MFrLeZIRENIAER, LHRCRBTIEFESMHI—,
EMmET8ENAGE.

Incorrect. According to Article 28 of the PIPL, sensitive personal information is “personal
information that, once leaked or illegally used, may easily cause harm to the dignity of natural
persons grave harm to personal or property security”. A criminal record is a specially
designated status and is a type of sensitive personal information.

IEffg. 1R1E (PABRRIFIE) B21H/\FHINE, RN AGRE—BMESEIREER, 5585
BRAANABETZIREREAS. MFrxeZRRENIAGR, MitEsSIREEREAEbiIER
—RASIERLLIABE. (Ol A, 528, 5285)

Correct. According to Article 28 of the PIPL, sensitive personal information is “personal
information that, once leaked or illegally used, may easily cause harm to the dignity of natural
persons grave harm to personal or property security”. The disclosure or illegal use of an e-mail
address generally does not cause this kind of harm. (Literature: A, Chapter 2, Article 28)

HiR, RIE (PAGBERIFE) 821H/\FANE, RN AERE—BEMESEINEER, 825K
BERAANABEZIREREAS. MFLeZIBENIAGR, PTAIHUEERETTHRNIE
ERR—, EMBETEHTARGE.

Incorrect. According to Article 28 of the PIPL, sensitive personal information is “personal
information that, once leaked or illegally used, may easily cause harm to the dignity of natural
persons grave harm to personal or property security”. A person’s real-time location belongs to
individual location tracking and is a type of sensitive personal information.
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(MABRRIFE) FENA—IMERIAEA: AR AGRCEENAN REARIFEESH T

HAER
mEo.

LA E L TR MR E?

The PIPL defines the responsibilities of one role as: “supervising personal information
handling activities as well as adopted protection measures”.

Which role is meant here?

A)

B)

9]

D)

A)

B)

9]

D)

EERE

Designated representative

SEEP AEERIZFEA

Entrusted person for entrusted handling of personal information
MANERRIPRE

Personal information protection officer

ElZMEER)

The State cybersecurity and informatization department

HiR, APABRRIFIE) BSEFAEEEARE TP EARKNESRERRERSMMENAEERE
KEEREMR,

Incorrect. Article 53 of the PIPL stipulates that a representative is someone “within the borders
of the People’s Republic of China to be responsible for matters related to the personal
information they handle".

IR, (PABRRIPE) E59FMELENNERINZIEA NSRBI ENEXEE, 1TBIENN
ME, REWEREBREMGCENNAGENZE, AU NAGRAEEBITAREIMENNS .
Incorrect. Article 59 of the PIPL stipulates that the entrusted person accepting entrusted
handling of personal information "shall, according to the provisions of this Law and relevant
laws and administrative regulations, take necessary measures to safeguard the security of the
personal information they handle, and assist personal information handlers in fulfilling the
obligations provided in this Law".

=R ((AM SRIFE) B52FEMENNERRIFARRARE "IN A GBI ERLN RERIRIF
EEEHITRE" . (O A, $5E552K)

Correct. Artlcle 52 of the PIPL stipulates that a personal information protection officer is
responsible for "supervising personal information handling activities as well as adopted
protection measures, etc.". (Literature: A, Chapter 5, Article 52)

iR, (DPABRKRIFIE) BOFMEERMEERIRTR"ZENE T AGRRIF LIFEXREE
TF"

Incorrect. Article 60 of the PIPL stipulates that the State cybersecurity and informatization
department is responsible for "comprehensive planning and coordination of personal
information protection work and related supervision and management work".
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ATHRIPPARNAGBR, MAGRLEEEHANS?

What is an obligation of a personal information handler to protect an individual’s personal
information?

A)

B)

9]

D)

A)

B)

9]

D)

EEAARRNESIEEET AN AGERRIFAEA, KBTI AGRLIEENHTINE

Designate the data management department of an organization as the entity in charge of
personal information protection to supervise personal information handling activities
according to the law

HEARLALENACERREIHNSINER, BERIETAGERME, ERTeSHRERNER
3

Formulate and organize the implementation of emergency plans for personal information
security incidents to prevent the leakage of personal information and avoid post-remediation
after security incidents

ERMENM A GRIAE—EHENTITHEENNEE—F, BEMNEEHRIPGRE

Require that the entrusted person who handles a certain amount of personal information shall
designate the person in charge of personal information protection, like a personal information
handler does

RIEGIERR. IS5 D ANGERIRTRER N, SREMBRAOERERRGR N A SRR EIEMIE
Take corresponding measures to ensure the compliance of personal information handling
activities according to the handling purpose, handling method, and possible impact on
personal rights and interests

iR, TABRRIFREALRZEERA.

Incorrect. The person in charge of personal information protection must be a natural person.
iR, PTAERLEENHEA BRI NAGEZEEMNEME, AN PTAGERTHE. B =
RITAREHNEEE.

Incorrect. The personal information handler shall formulate and organize the implementation
of the emergency plan for personal information security incidents, and immediately take
remedial measures for the leakage, tampering, and loss of personal information.

HiR, ZEARRINMAGRHLEE, A5 TAGEREERRNSS. (O A, 358, %
59%%)

Incorrect. The entrusted person is not the personal information handler and does not have the
same obligations as the personal information handler. (Literature: A, Chapter 5, Article 59)

IEffs, NAGEREENRENAGRNGERR. &85, MABRIFMSELRIG N AR
., ATREFENRENESE, REGENATEERER N AGEMIEENFEER. TEENIINE. (X
B A BT, $FI%)

Correct. The personal information handler shall take corresponding measures to ensure that
the personal information handling activities comply with the provisions of laws and
administrative regulations according to the handling purpose, handling method, type of
personal information, impact on personal rights and interests, possible security risks, et cetera.
(Literature: A, Chapter 1, Article 9)
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(PABRRIFZE) RETHIENAGRNIBESE. ES. BEMERN,

BRFR B AT & 2 BRI TURN?

The PIPL stipulates that the handling of personal information should follow the principles of
legality, propriety, necessity, and sincerity.

Which situation adheres to all four principles?

A) REEREFFEFMIMENNTANEERRBRERE .
A company asks customers to update their existing personal information to make sure it is up
to date.
B) MRS, MESNEXRAFRESHIES.
A supermarket collects users’ ID numbers to give the customers points and discounts.
C) AppfERaiS MAIRWENAGE.
An app frequently collects personal information in silent state.
D) M FEEXREMHFEBFRIAGER.

An online loan platform requires personal information of the loaner’s family and friends.

A) EFtfs. (MABERIFE) AELENAGENISRENAGRHNREE. BHUEHRTAGEENEHE
KAFPNMAGRRYTA, NERLAREN, (OEt: A, B1E, $B5K)
Correct. The PIPL stipulates that the handling of personal information shall ensure the quality
of the personal information. Therefore, the act of requesting the user’s personal information
on the grounds of updating personal information does not violate any of the principles
mentioned. (Literature: A, Chapter 1, Article 5)

B) &R, LR, MESNHEKAFEHEBMIESER 7T IESMERN,
Incorrect. Asking users to provide ID numbers to give out points and discounts violates the
principle of propriety.

C) $HiR. AppEREiNES FEBIURIEN AMERIER 7 HEMSRN,
Incorrect. It is against the principle of necessity for the app to collect personal information in a
silent state.

D) &R, MERFEEREHEZARERRIINTAGERER T IEAMEREN.
Incorrect. It violates the principle of propriety for online loan platforms to require the personal
information of the loaner’s family and friends.

EXIN
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B—MERER T (PAGBERIFE) Ry BaIRREIRR"?

Which situation violates the purpose principle in the PIPL?

A)

B)

9]

D)

A)

B)

9]

D)

AW FERRRTNERRI N AER BT SEIRS B XAFEKAIE,

A company declares that the personal information collected will be used for future purposes
related to its services.

BUFHNRE N ANEERBTIELIE,

A government agency uses information regarding someone’s location for anti-epidemic
purposes.

MAEBIEE RN A EREREE MRS,

A personal information handler transfers personal information to another recipient due to
bankruptcy.

A EIR I BRI RIS & AR R AT,

Software offers the ‘general consent’ option for its users to agree to information handling with
a similar purpose.

IEffg, ZAAPMIENAGRRNBERNAER, FE (PABRRIFE) PRy BRIEN",  (3ZH:

A, F1EH6FK)

Correct. The purpose of the handling of personal information is not clear and does not comply
with the purpose principle in the PIPL. (Literature: A, Chapter 1, Article 6)

Hik. ERVNXEBEEEFRPIINANEEEBRTREERRLIEEGAAN. EAMMSIEN.
Incorrect. It is lawful, legitimate, and rational for government agencies to use the personal
location information obtained by communication operators for anti-epidemic purposes.

iR, TABRLEEE BN AGERERERMERKIT BT SIEER.

Incorrect. When a personal information handler goes bankrupt, it is a reasonable purpose to
transfer the personal information to other recipients.

iR, FHHAUBRRGCERE MERE FaRELERN, BRFLURE N AGXAIRIE,
Incorrect. Offering the general consent option to agree with information handling with a
similar purpose will not make the purpose ambiguous for its users and can reduce the burden
on its users.
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—RABEERIH IR ABERIRIFEER.

RFpMEIEIER T A FFERRRN?
A company is in the process of designing their personal information protection policy.
Which practice violates the principles of openness and transparency?

A) BFPBEXETAppIBUAAIERIE N AERRIFEER.
A user agrees to the personal information protection policy by default when they run an app
for the first time.
B) EEMILEINRENANEERIFBERGEE.
A website has included a link to the personal information protection policy on its homepage.
O TAGERAESIVRERER, TERPDHFRETA.
An individual will be informed of changes in the way of handling personal information when
this is changed.
D) EXIARFAIEEIRAN NMERRIBEM LRGN AR EAIFAE,
The user is informed of the necessity of handling sensitive personal information and the
impact on personal rights.

A) IFfa. RPEMEERIE T i E SRR RS AREERP T AGERIFEER.  (O0H:
A, B1E, FBIFK)
Correct. When a user registers or runs the product for the first time, the user shall be
prompted to read and tick to agree to the user's personal information protection policy.
(Literature: A, Chapter 1, Article 7)

B) iR, MTAGERIFBERNATIARMBEZ TR, flgl, EMLGER, BahERMNEREFRZER. L
REAEHRITERBEMNEIRENRE.
Incorrect. The personal information protection policy should be publicly published and easily
accessible, for example, by setting up links in prominent places such as the website
homepage, mobile Internet application installation page, and interactive interface or design.

0 #HiR. (PABEREIFE) S, MTAGEELAESIAETERN, NSEEELDSHMNA,
Incorrect. The PIPL stipulates that if there is a change in the handling of personal information,
the individual shall be notified of the change.

D) iR, (PABRKRIFIE) ME, LESFENAGER, ERLGEERNSFNASILESRNAGER
A EMELAR I AR EEAIFNE.
Incorrect. The PIPL stipulates that when handling sensitive personal information, information
handlers shall also inform individuals of the necessity of handling sensitive personal
information and the impact on personal rights and interests.
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(PABRRIFE) RELENANERNISFRETAGERHIRE.

B—IAETRERNFH T AEERRENEK?

The PIPL stipulates that the handling of personal information should ensure the quality of
personal information.

According to the quality principle, which item does not belong to the requirements for
quality of personal information?

A) R
Accuracy

B) &Mt
Integrity

C) wEMH
Necessity

A) iR, ERERRERNPHNEEREKRZ—.
Incorrect. Accuracy is one of the quality requirements in the quality principle.
B) iR, TEMUERRERNFHREEERZ—.
Incorrect. Integrity is one of the quality requirements in the quality principle.
C) IEfa. LEMARTRERNFRIREER, (Xit: A, F1EH8FK)
Correct. Necessity does not belong to the quality requirements in the quality principle.
(Literature: A, Chapter 1, Article 8)
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(MABRRIFE) AEDTANENAGRINREZEREN, BN ARRERF AT TR
B9ALFI.

KR P ASERARN— AR,

MBS ARIEEH I E N A S S ATMHAILER?

The PIPL stipulates that individuals have the right to make decisions on the handling of
their personal information, but the right to make decisions is not absolute and non-
derogable.

Zhang Shan is a citizen in the People's Republic of China.

In which case has Zhang Shan the right to refuse the handling of her personal information?

A)

B)

9]

HHETFAHZEBNENEN ANMEIGRSE

When a picture of her is used for the purpose of ensuring the public safety
HENMAGEREEXREREMIRETER

When her personal information was used in a critical information infrastructure
SETENAGEEaEEEEHERERN

When the mentioning of her personal information is based on her consent

D) ZHEEAES I REEEITATFINAGR

A)

B)

9]

When the press wants to quote personal information that has been disclosed by herself

iR, HTFAHZ2BRFHAI N ABGREST N NRERF=ERSE.

Incorrect. Image acquisition of individuals for the purpose of public security will restrict the
right to make a personal decision.

HiR, KBEREMRIERERIN M AGERRNET N NREN LRSI,

Incorrect. Personal information used in critical information infrastructure will restrict the right
to make a personal decision.

IEff. PABUREREIEZBIAMIHAIERRE, BIREAMENNRENIIRESEEN. (S
A, BAEFEAAR)

Correct. An individual has the right to withdraw prior consent to handling of personal
information, and the decision is not within the restrictions of the right to make a personal
decision. (Literature: A, Chapter 4, Article 44)

D) &R, SIHCERMIEBITATFINASEHARHAELERIFHIEREGEN AMEESTI P NREN

FrAERRE,

Incorrect. Handling self-disclosed personal information within a reasonable scope or handling
personal information in news reports that are of public interest will restrict the right to make a
personal decision.
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HPMANEELTEABCHNAGRE, AFTEARENTABHAERX?

When an individual wants to request their personal information from a company, what may
the company not require of the individual?

A) AR BIESFE

Demonstrate that their claims have legitimate interests
B) IERFESETBINHBEER

Prove that they are entitled to make this request
C) ASERIEFHRFEIRL RIS

Send their application to a designated e-mail address

A) Efa. (PABRGRIFZE) RIEASEFNRITERERY, MEERDAILBREGIESHAIEIR
T, FRATHEEASHN. Ok A, $4E, F455%)
Correct. The PIPL does not set up requirements for the exercise of the right to access and
copy, and individuals shall not be required to prove that they have legitimate interests before
exercising the right to query and copy. (Literature: A, Chapter 4, Article 45)

B) {HIR. MRNMNERLEEREHTIASHKIE, TREHIIHEEEARNNTAIBFERBEANAGR
AIIER.

Incorrect. If the personal information handler does not conduct personal identity verification,
there may be situations in which individuals who are not the involved individual illegally
obtain the personal information of others.

0) iR, MTAERLEETLUENAGRLCERNPMEAE, EXETISENE FHRERLEBIS,
Incorrect. The personal information handler may make an agreement in the personal
information handling rules, requiring the request to be submitted through the designated e-
mail address.
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IK=RPEARHNESERNAR, tRAXTTEEETEN.

ERFPISH FAR BRI LUEEK=RIERIB?

Zhang San is a citizen of the People's Republic of China. He sends Company A a request to
exercise the right of correction and supplementation.

When may Company A reject Zhang San's request?

A) K=EBKRARBIRRTHAEN AEERIEIE T
When Zhang San asks Company A to complete the correction and supplementation of his
personal information as soon as possible
B) K=EXEFFHRZFMHITAGE
When Zhang San asks to correct and supplement the personal information of his friend Li Si
C) K=FKREIEHTENEHIINAGR
When Zhang San requests to correct and supplement his inaccurate personal information
D) K=FXREFIFREATENPTARGE

When Zhang San requests to correct and supplement his incomplete personal information

A) R, PABKELE. #FENMAGER, MTAGERMEENIXNENABRFLMZE, HRIJEIES
*hFE,
Incorrect. Where an individual requests to correct or supplement his personal information, the
personal information handler shall verify their personal information and correct or supplement
it in a timely manner.

B) IFffs. MABERBENENANERIEK BEIES# T, FREEXKEESHRMEANAGR, BASRE
b ARIGIENEE. (38R A, 5845, 5H46%%)
Correct. Personal information can only be corrected or supplemented by the corresponding
individual. Other people's personal information cannot be requested to be corrected or
supplemented, as it will damage the legitimate rights and interests of others. (Literature: A,
Chapter 4, Article 46)

0) R, NTARMENNEERNERHERTEN, BUEKTAGRAEEELE. 3.
Incorrect. If an individual finds that his personal information is inaccurate or incomplete, they
have the right to request the personal information handler to correct or supplement it.

D) #EiR. TARMENAGEENEREERTEN, BRI AGRLEEELE. #75.
Incorrect. If an individual finds that his personal information is inaccurate or incomplete, they
have the right to request the personal information handler to correct or supplement it.
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LATB—EN AR LN AIEKRBER?

Which personal information may individuals request to delete?

A)

B)

9]

D)

A)

B)

9]

D)

MAEFEEFTFE LNRSER

Personal transaction information generated on an e-commerce platform last year
PMAERLEEEMERHHIENENAER

Personal information that the personal information handler has anonymized
PMALEERRFEFE FRATMAER

Personal information uploaded by individuals to a blockchain platform
EAETMERI P ABTTRFINAGE

Personal information which is disclosed by the individual and handled by a company

fix. (BFBE%E) YEBFE LN ARSERNETHERREFHRADT=5F.
Incorrect The E-Commerce Law stipulates that the retention period of personal transaction
information on an e-commerce platform shall not be less than three years.

HiR. ERUMERNAGRLEERTEMNMNYSHN—HMEEFR, BEERHAENNAGEARABER
MAEEPRRAILIZR.,

Incorrect. Anonymization is a legal means for personal information handlers to fulfill their
deletion obligations. The anonymized personal information is no longer bound by the right of
deleting personal information.

IR, MBRXHYE ER N AERBETHEA DELSSIER, TESHFEMBREK.

Incorrect. Deleting personal information on blockchains is technically difficult to achieve and
the deletion request cannot be supported.

IEff, SITFPABTAFRPNAGE, PATLUTHERIRSEN, BXRGEZERHTAGERLEE T
bR, (OZBk: A, SB4E, F47%R)

Correct. For personal information disclosed by individuals themselves, individuals can exercise
their right to delete, which requires the personal information handler handling the
information to delete it. (Literature: A, Chapter 4, Article 47)
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(PABRRIFE) M (EREEEFRIPEG) PO —IRIRELIA?

What is similar in the PIPL and the GDPR?

A) WHEERBINENX

The definition of the role of the handler
B) HKEFEFHLENAER

The handling of personal information for household activities
C) XENASERIRF

The protection of personal information of deceased people
D) BN AERHIEE

The scope of sensitive personal information

A) R, (MABERIFE) 1 (BREIRFRIPEG) NHEBENENFERE.
Incorrect. The PIPL and the GDPR have different definitions of a handler.
B) IEffs. (PABRKRIFIE) 1 (BREERIFEN) HWEIENBAARRESZSLENTAGRHERA
ER. (OZ@k: A, S8E, F72%K)
Correct. Both the PIPL and the GDPR declare that they are not applicable to natural persons
handling personal information during household activities. (Literature: A, Chapter 8, Article 72)
0) iR, (PABRRIFZE) # (BREUERIPEA) MHIEN AEBRIRIFEEARRE.
Incorrect. There are differences between the PIPL and the GDPR in the protection of personal
information of deceased people.
D) #iR. (PABEMRIFZE) M (BRFERIFELD SRR ANEERERTEEFEARRE,

Incorrect. The scope of sensitive personal information in the PIPL and the GDPR is different.

EXIN
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(MABRRIFE) 1 (BREERIPEN) AREXNAELEETAKE?

What is a difference between the PIPL and the GDPR with regards to the roles they define?

A) £ (BREIERIPFEN) F, SEMEETIIERS—MEEE. £ (PAGBRIFZE) B, XiER
T,
According to the GDPR, a personal information handler is allowed to employ another personal
information handler. The PIPL defines this is not allowed.

B) £ (BRIUERIFEA) ®, BERENMAGRLAEBIFGESHNA ZLIEE. (PAGERE
%) PRET RERIEN.
According to the GDPR, a personal information handler is the one that mandates the purpose
and the means for handling. The PIPL defines the role of a handler differently.

C) 7= (EREUERIFEA) B, #IRMIESIPEEDALIELIR. SUEEFIE. BENEE, (PAR
BRIFE) RET AEIEN.
According to the GDPR, a personal information handling scene is composed of an information
subject, information controller(s) and information handler(s). The PIPL defines this differently.

D) £ (EFEUERIFEA) B, EHEMEERREEMERNRR. (PABRRIFE) XN KRERAY
E X RIEFHER.
According to the GDPR, the relationship of a personal information controller and its
information handler is employer and employee. The PIPL defines this relationship the other
way around.

A) IR, (PABRKRIFZE) TEEMEERSKERESE, FRARETEMGESEIMF]. Om:
A, BI1E, $125%, HB8E, H73K)
Incorrect. In the PIPL, a personal information handler is also a personal information controller.
A personal information handler can employ or engage another personal information handler.
(Literature: A, Chapter 1, Article 12 and, Chapter 8, Article 73)

B) &R, (BRZUBERIFFKAE) F, LIBEHNEREHIZERINIEBNFIGESAMES. OE: A,
F1E, 5125, $H8E, F73%K)
Incorrect. In the GDPR a personal information handler must abide the mandate of the
controller as for its handling purpose and means. (Literature: A, Chapter 1, Article 12 and,
Chapter 8, Article 73)

C) . (MABRRIFE) AROEUREHEMEUEGIEE. OUk: A, $B1E, F12%, H8E, 5
73%%)
Correct. The PIPL does not distinguish personal information controllers and personal
information handlers, while the GDPR clearly defines both. (Literature: A, Chapter 1, Article 12
and, Chapter 8, Article 73)

D) &R, (EREERIFELD &, LEBEZRRTHIBZGIEIENENR. OB A, F1E, $12%,
F8E, F73%K)
Incorrect. In the GDPR, a personal information handler is a natural or legal person, public
authority, agency, or other body which handles personal information on behalf of the
controller. (Literature: A, Chapter 1, Article 12 and, Chapter 8, Article 73)
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THIRFLIEN NMERIBFEXRBENATR?

Which situation requires individual consent for handling personal information?

A)

B)

9]

D)

A)

B)

9]

D)

REARTHELRMEEMER.

A company collects personal information to apply for social insurance for employees.
ERTIMESEFEV WS KR, EXEFEIC.

A financial institution requires the customer to register while establishing a business
relationship with a customer.

PMAEEBREENTE=ANSERZLETAGE.

A personal information handler handles personal information for the legitimate interests of
third parties.

RNRIKRA T HEICTREREEARIRELAHE, REBUESUSR.

The public security authority takes fingerprints to determine certain characteristics of the
suspect.

HiR. ERKEHENSHAES B EETISERSESEA DK REEYE, TERETAR
=

Incorrect. Individual consent is not required for the implementation of human resources
management in accordance with the labor regulations formulated in the law.

iR, NI, BITOANMEA—LZEANEREMWE, TEBETARR.

Incorrect. Individual consent is not required for creating a contract in which the individual is a
party.

IEf, WMEREABT IAGRLENEEERE. (OBt A, 5825, $H13%)

Correct. This situation has no lawful basis for the handling of personal information. (Literature:
A, Chapter 2, Article 13)

iR, ABITEEIRERE EENSHYE, TENENTARE.

Incorrect. Individual consent is not required if it is necessary for the performance of a legal
duty or legal obligation.
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BRI TEENAGRILER (MAGRRIFE) S89?

In which situation is sensitive personal information being handled in compliance with the
PIPL?

A)

B)

9]

D)

A)

B)

9]

D)

EFHEREARRB AT AEEEKRAATL IS, FIRITRIApp AT TAEEEK.

A bank’s app asks the clients’ consent to its collection of facial recognition information as the
authorization for large cash transfers. After a client withdraws their consent, the app can no
longer be used for these transfers.

REESApp EfRFABEREIRIA 7 WS ORERBHMRIFRSE, KIELIFARFERAppHAERISARREERT
SRR ERY,

In its user policy statement, a fitness app explains that it collects a user’s heart rate and
information of their family’s iliness history. Based on this, the state of well-being of the user
during their use of the app is determined.

HFTEHERSREV R E, SREEEEFEE 7T PEMNY, BRKEEFISRKFE
l%‘o

The service manager of a bank sells a financial product to a high net-worth client. At the
transaction, the manager asks the client to sign a written agreement as consent to collect
information of the client’s financial accounts.

HEmhE) L BEFRNAFPRNFE, FRENSNIR, PRmEkKEEERERFOTIEVERES.
The users of a digital watch are mainly elementary school children. At the activation of the
watch, it explicitly asks users for their individual consent to collect information related to the
users’ location.

HixR, NMERRERSMELREMREIRS. O A, $25, 16%)

Incorrect. Personal information handlers may not refuse to provide products or services on the
basis that an individual does not consent to the handling of their personal information or
revokes their individual consent. (Literature: A, Chapter 2, Article 16)

iR, EFEREEERTHRNAGE, FERT A BRMAHERZENERIRERE. (B A, 5
28, 29%%)

Incorrect. Information related to health is sensitive personal information. Its collection requires
separate consent. (Literature: A, Chapter 2, Article 29)

IEffs, ERMKPERBTHRANAGE, NIERREEPEES. O A, 528, 29%)
Correct. Financial account information is under the category of sensitive personal information
and requires separate consent or written consent. (Literature: A, Chapter 2, Article 29)

HiR. THUZLITREFEARNAGRLETENESHIFARR. OO A, 3828, 31FK)
Incorrect. Handling personal information of minors under the age of 14 requires the individual
consent of the minor's guardian. (Literature: A, Chapter 2, Article 31)
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FAERFGEE (PABRRIFE) XTRBHERK?

What scenario is in accordance with the requirements of the PIPL regarding individual
consent?

A) RITRESITPESRNGIREEZFIAGR.
The bank obtains written individual consent from customers when collecting their customers’
personal information.

B) EETFaNlEHEEREERNE—EREBERSAIRIE.
The e-commerce platform stipulates that consumers should apply for withdrawal of individual
consent in the first week of each month.

C) BRFELERBRT, RINTAGEERSLERR.
The government does not inform the individual of the purpose of personal information
handling under normal circumstances.

D) ASEHINRBRERIENAGESMIEBRINSHER.
The HR department does not ask for the employees’ individual consent for each handling
purpose of the personal information.

A) Fia, SREREBTHRERE, TEPENSERER. (Ol A, 328, F14%K)
Correct. Financial information is sensitive and requires the individuals’ separate written
consent. (Literature: A, Chapter 2, Article 14)
B) iR, TABLMERREERER. (O8t: A, 3828, $15K)
Incorrect. Individuals have the right to withdraw their consent at any time. (Literature: A,
Chapter 2, Article 15)
C) HiR. ABAXRARSESEMF, HRFEAANEGRRNUFLZEMBM, T ARNETATE.
(X@k: A, 582F, H13%K)
Incorrect. Only in emergencies and only as a necessity to protect natural persons' life, health,
and property safety, individual consent is not required. (Literature: A, Chapter 2, Article 13)
D) {#iR. RTHELIRNTABBER, EUFLEGRS, YEEERGEBNNRTIHRTER.
(3Z#Ek: A, 525, $B13%)
Incorrect. Employee data involves sensitive personal information. In the necessary handling
scenarios, the explicit consent of employees for relevant handling purposes must be obtained.
(Literature: A, Chapter 2, Article 13)
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B—FPAGEBRENER T, DARTLURBHRER?

In which case of personal information handling is it not necessary to notify individuals?

A)

B)

9]

D)

A)

B)

9]

D)

—HRABEWR ST HREGEL BRI AGRRHTER.

A large enterprise needs to transfer part of personal information handled due to the division
of this enterprise.

— SRR MuAE R T ARG S ARG,

A social networking site has changed their service provider for the analysis of their website.
—XEEFERESFNYRASRLEMENEIIER.

An e-commerce platform synchronizes customers' information about purchased goods with
the logistics company it cooperates with.
WRABANNERIIBHAI B IR G E R AT

The court publishes the written judgments involving personal information of parties of
lawsuits after de-identification.

iR, TAGRLEERSUMEEEBRTAGEN, FERANMASHEESHRFREE GRMERERT
.

Incorrect. If a personal information handler needs to transfer personal information due to a
division, the handler must notify individuals of name and contact information of the receiving
party.

HiR, BEMIEDTTIRSEETRENNAGELEERETE, A PAGRLEERETE, NIK
IHEERA.

Incorrect. Replacing the service provider for website analysis is a change of personal
information handler. When a personal information handler changes, the individual must be
notified of this change.

iR, MENWEEEXERNBTHIMY. BT PAEA—TLEEANESEMYTE. 1ZELZAIENE
BIrAEE.

Incorrect. The customer's shopping information is not necessary for concluding and fulfilling
the contract in which the individual is a party in this case. This synchronization is subject to
individual consent.

IEff, WRIABANAGERRIRAXBLATFBTRE (MABRRIFER) "FHRESHABRE. (8
A: 28, H18%K)

Correct. The disclosure of written judgements involving personal information of parties of
lawsuits belongs to situations where handlers “are permitted not to notify individuals "
according to the PIPL. (Literature A: Chapter 2, Article 18)
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NN ANERFEREZN ABENRED?

Should individual’s separate consent be obtained for the disclosure of personal
information?

A) FE, IRAFNNEERESXNZEMIERFN.
Yes, but only if the disclosure of personal information will affect the individual.
B) FE, EAIREMNAEERE, TAGELEEZERLATFENAER.
Yes, the separate consent must be obtained before the handler discloses of personal
information.
C) AFE, AARENANREPHRFEEHERERERELT.
No, because the absence of an explicit refusal means consent to disclosure.
D) AFE, REMAGRLEENEENAGRIREREGZEN.
No, not if the handler collects the personal information from a legitimate channel.

A) iR, TIELAFNAGERESNERENERF, BENEHER.
Incorrect. An individual's separate consent is required regardless of the disclosure of personal
information will affect the subject.
B) IFffi. NAGEMBEEEATFEAMENNAGE, YRNENANEREE, BUAREAT. (OEk:
A, 28, F25FK)
Correct. A handler must obtain the individual's separate consent to disclose the personal
information it handles, otherwise it cannot be disclosed. (Literature: A, Chapter 2, Article 25)
0) EiR. REPHRRREELIEREREATT.
Incorrect. The absence of an explicit refusal may not be treated consent to disclosure.
D) iR, FEWERIREREEG X REATFEANTAGR, MOBUSERER.
Incorrect. An individual's separate consent must be obtained for the disclosure of personal
information, regardless of whether the channel of collection is legal or not.
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—HKHMBEHEENELAA—RIMNBEFERSEEEFEXTAESHEENSREE. WEW
B T ESLHM BN NMEREERAR.

BRIEESS BT LATE Z B U B Bt T2

A consumer-oriented enterprise and a platform for electronic contract signing have an
entrusted relationship for dealing with personal information in place. The enterprise
delegates the completion of signing contracts with consumers to the platform.

Which action may be carried out by the enterprise after it makes this delegation?

A) HSEARNEREEMEER
Agree to a possible sub-entrustment in the future
B) HUTHAERRIFRIRAS
Execute a personal information protection impact assessment
C) FEHBRERNNIBRE
Obtain consumers' informed consent
D) S5zFaEi & THIESH
Sign entrusted handling contract with the platform

A) IFtfi. PAERAENZEARTUREERFHENRR, aLEZFEAGESESIREPELHR
B, AXFERT, EWaLSZIAIEHEERFEaA LI TR TERE. (O A, 552
g5, $21%K)

Correct. The assignor of personal information handling can either give prior consent to the
sub-entrustment or give consent during the trustee's handling. In this case, the enterprise can
give their approval for a possible sub-entrustment immediately or later to the platform.
(Literature: A, Chapter 2, Article 21)

B) ${HIR. (PABRRIFE) E5S5FMETIENAGRNBERNERFR NSRRI RImITE,
Incorrect. Article 55 of the PIPL stipulates that during entrusting personal information
handling, the personal information handlers shall conduct a personal information protection
impact assessment in advance.

0) #HiR. ZTHENMAGRHER, BT (MAGRKRIFZE) B14KXREFNNMAGRLELSRNESE,
MERTEE N ARIRIIERIE.

Incorrect. In case of handling of personal information as part of a delegation, the prior
consent of individuals shall be obtained.

D) iR, EELENMAGRIER, NELBITETNIESE,

Incorrect. In case of handling of personal information as part of a delegation, an entrusted
handling contract shall be signed in advance.
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BiE (PABRRIFE) | WRFABNAGRHTEMMERER, EHMER T MASZERILLE
HiE4E?

According to the PIPL, in which scenario may the involved individual always object to the
use of their personal information for automated decision-making?

A)

B)

9]

D)

A)

B)

9]

D)

SEIEEN AEEEREMNUARRGD I EH TEHER X

When their personal information is used for pushing marketing messages to the individual
using automated decision-making

SERIEEN AGEERB MR RS B B ER AR ER

When their personal information is used for making decisions that have a significant impact
on the individual only using automated decision-making
HREENAGESEERAEMRRA T HIREERUIR 5 54T

When their personal information is reasonably used to set differentiated trading conditions
based on automated decision-making

SEPNERLEELATIEEE B IRRAIRNIRS

When a personal information handler discloses rules for automated decision-making about
their information

IE, (PABRKRIFZE) PR BEEMMURRADNENARTEREE. BWEHE, NIFENE
HAFIENNFERNER, SERMARMERAVERSI. (S8 A, 525, $24%)
Correct. The PIPL stipulates that "those conducting information push delivery or commercial
sales to individuals through automated decision-making methods shall simultaneously
provide the option not target to individual’s characteristics or provide the individual with a
convenient method to refuse it". (Literature: A, Chapter 2, Article 24)

IR, BRIMRRGEEEN N ANGEEAMAOREN, MTABEENE (N BIBMR
RO FHIZRRE.

Incorrect. When decisions made using automated decision-making have a significant impact
on personal rights and interests, individuals have the right to refuse that personal information
handlers make decisions solely through automated decision-making.

AR, TNTARBGHEREMERRNEIRENFASENERFE,

Incorrect. Individuals can only refuse unreasonable differential treatment set by automated
decision-making.

HiR, EEMEEATFHBEMURRANZEXN N AGERRERERNAIELA, HEAZMRRILIR,
Incorrect. Information handlers' disclosure of their automated decision-making rules is a
response to the principle of transparency in personal information handling, which is not
constrained by individuals.
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BiE (PABRRIFE) | RHEEEERNTEIRS. ARHEERX. WHERESHRIMAGRLE
&, NETETEINS.

XRAMBERFRIN SR A?

According to the PIPL, personal information handlers providing important Internet platform
services, that have many users, and whose business models are complex, shall fulfill several
special obligations.

What is a special obligation of these handlers?

A) BTN ANERRIFRIITE
Conduct personal information protection impact assessment when appropriate
B) XYM ABRLITHRER
Implement the categorized management of personal information
C) TEEHIFRGENAGEEHNEHEHLT
Conduct regular compliance audits on the handling of personal information
D) EHIAFH AN AGERIPHSRERS

Regularly and publicly release social responsibility reports on personal information protection

A) EIR, XEDMAGBLEENEMNS.
Incorrect. This is a generic obligation of personal information handlers.
B) iR, XRNMAGRLEENENNLS.
Incorrect. This is a generic obligation of personal information handlers.
0) iR, XEMAGRAEENEMNS.
Incorrect. This is a generic obligation of personal information handlers.
D) IFff. XRUENMAGRLEBEAERING. (STER: A, $55, H58%)
Correct. This is a special obligation of these personal information handlers. (Literature: A,
Chapter 5, Article 58)

EXIN
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AMANERTERTZRRENTAER?

Which rule applies for personal information collected in public environments?

A) KESHEEFEIMATEHRAIRNERE.

The collection methods should be in line with the internal regulations of the local authority.
B) TREXI MA@ ImERI\FI7Tl.

The handling approach should have the lowest impact possible on the individual's rights.

C) WEBRINAPRTRICTEE.

The purpose of collection should be limited to arresting criminals only.

A) EIR, EAHZMRENAGETEREREGXINE, MAREL/TEHIXBEITHEN 4 MEEMR
iE.
Incorrect. Collecting personal information in public environments needs to follow the relevant
national regulations, but not necessarily the internal regulations formulated by the local
authorities.

B) IEff, KIEERIBRFIRN, AMEEATIZATKNERN N AGERFERB N ARG InGRI5. (X
Bh: A, 5B2E, F6%)
Correct. According to the principle of purpose limitation, handling of personal information
that is collected in public environments needs to be carried out in a way that has the lowest
impact possible on the rights and interests of individuals. (Literature: A, Chapter 2, Article 6)
0) iR, EAHEMKRENANBERAMURERTIUELRESF. TERKEREEEMTHIF TR
e
Incorrect. Personal information collected in public environments may be used for more than
just arresting criminals. Personal information collection is always allowed to maintain public
safety.
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ENELXKRFNTAERRITIEN, BREX?

What is a requirement when handling disclosed personal information?

A)

B)

9]

D)

A)

B)

9]

R BELLERTH T DA S BRIFETE,

A personal information protection impact assessment should be conducted before the
handling.

EXNNANBEERN, AEARE.

Individual consent must be obtained if the processing has a significant impact on individuals’
interests.

MNTRESEERRILE, DPAREHEE,

Individuals may not refuse the handling if the handling is done within reasonable limits.
PSRRI ER/RERTZ A

Individuals should be informed when their personal information is handled.

HiR, LEEEZATINABRAETEHTIAGRRIPEImITME. OOk A, 858, $555%)
Incorrect. A personal information protection impact assessment is not required before
handling the personal information. (Literature: A, Chapter 5, Article 55)

IEffe, SNRGEEFIREATFHIINABBASEINTANGEEARBRYES], TEZEENREES
ERCEER, HMNIBEMABE. (O A, $28)

Correct. If personal information handlers use publicly available personal information to
engage in activities that significantly affect the rights and interests of individuals, individual
consent should be received, regardless of whether the handling activity is within a reasonable
scope. (Literature: A, Chapter 2)

HiR, BEEELATNNAGRLAANENANER, BRENABBESLN, MAGRLEENA
B, RNELLMMERESEATEER.

Incorrect. If the individual clearly refuses, the personal information handler may not handle
the personal information even if the handling is within reasonable limits.

D) iR, MFEATFHINTAGE, RN LRTMEHABS N ARSI LB TEIELEN, XBFT

(BHERARaISFIA.

Incorrect. For personal information that has been disclosed, in principle it is possible to
reasonably handle it without informing and obtaining the consent of the natural person,
which facilitates the flow and use of information.
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BFMER R EERTREN NERAFRIER?

What is in line with the special regulations of State organs for handling personal
information?

A) RENELBKER TERNEEEE, BTRHEHRITLR.
A medical bureau of a province collects patient information from its subordinate hospitals for
internal regular statistical reporting.

B) EWIFAEBEZENABLZE, BERHAZEBSVRARIRS.
A middle school requires facial recognition for anyone that enters their dormitories for the
sake of the safety of the students.

C) MBBAFRIFLIFIER, FURITERETUEESHRARMEEZIKS,
A tax bureau official displays their work identification at a bank and inquires savings account
information of a suspect in a tax case.

D) ITaREEMu LR MA TR E IR RBIEERENTAGR.
The administration for industry and commerce explains the personal information that needs
to be collected on the website, which is used to handle business licenses applications of
individual industrial and commercial households.

A) iR, (PABRGRIFZE) FROEZNMKSIEEFRNKAITAGERLIETH, BXNXRAFEFEET
BRIBREIREN. (SZBkA, 5828, 344%)
Incorrect. The PIPL does not differentiate between State organs or not State organs when
handling personal information. The State organ shall also obey the principle of purpose
limitation. (Literature: A, Chapter 2, Article 34)

B) {HiR, EEEEAHEYIRRALMEN ANERUIKE (PABREFIFZE) . FRUKE (PABR
RIFIE) WIEFE (BERNEA) HTARBR. OUBLA, 3828, 37FK)
Incorrect. The handling of personal information by organizations with the function of
managing public affairs must be in accordance with the PIPL. The school shall comply with the
PIPL when handling students’ (also minors) personal information. (Literature: A, Chapter 2,
Article 37)

C) HR. EFNXLM™EIKERER. TEEMNENRER, ERRSSENAGRRIEER. (X
BLA, 5828, 34%K)
Incorrect. State organs shall implement personal information handling activities in strict
accordance with the procedures stipulated by laws and administrative regulations and within
their authority. (Literature: A, Chapter 2, Article 34)

D) IEffi, EFMAXABITECIRRLENAGR, NIBITERNS. (OULA, $28, 355K)
Correct. State organs shall fulfil the duties to inform when handling personal information.
(Literature: A, Chapter 2, Article 35)
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HARR TREN AREXERRERE T ANBERRET?

When should an individual's separate consent be obtained before collecting an individual's
fingerprints?

A) TEHRAEENREH TS
When the administrative organ collects fingerprints for publicity of its case
B) iABr/ T ERIERS4TIMIES
When the court collects fingerprints for hearing a case
C) HEHXNT mERGMWE
When the prosecution organ collects fingerprints for supervising a case
D) ALK TINERMMKE
When the public security organ collects fingerprints for investigating a case

A) IEfa, TBHKA T PHRNEEHIFBITEEIMN, TR AR AGR, flniss, T
BOANRERER, (O A, $358, $33. 3470135%)

Correct. Publicity is not performing a statutory duty or responsibility, so the administrative
organ must obtain the individual consent of the person to handle sensitive personal
information, such as fingerprints. (Literature: A, Chapter 3, Article 33, 34 and 35)

B) f&iR. FHMXAT EITHERMHNEEIRNEIUAREN ABRLENARNBBENAGER, FlaiEsL.
Incorrect. For performing statutory duties regarding the hearing of a case, the judicial organ
does not need to obtain individual consent for handling sensitive personal information, such
as fingerprints.

0) iR, MBENXATITEETEERGIECIANTUARAEN NEELEN AR AER, FIaiE
z,

Incorrect. For performing statutory duties of supervising a case, the prosecution organ does
not need to obtain individual consent for handling sensitive personal information, such as
fingerprints.

D) $HIR. ALK T BITMERGIEEINATLUAE N ABENENANSRNAER, FIRHESL
Incorrect. For performing statutory duties of investigating a case, the public security organ
does not need to obtain individual consent for handling sensitive personal information, such
as fingerprints.
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AIEREXRERMAGERIENNSS?

When do obligations regarding cross-border personal information handling apply?

A)

B)

9]

D)

A)

B)

9]

D)

HPERITHBIDITRANESEER, SERSHNEMRFHTEIERE.

When a Chinese bank deploys its branch systems abroad in China, and exchanges information
personal information with systems that run its domestic business.

PEAREEELT, RIEEEIESEREREIMNBFER.

When a Chinese company goes public in the United States (U.S.) and submits its users’
information under U.S. securities regulations.

JHTEERRCTE, EREERERERE AR FEETERRIIERFER.

When a court in the United Kingdom (UK) requests a UK company to submit information
about a user stored in China to combat international crime.

Higohmh S ER P ER P SRR N SRS LR TR,

When a foreign-brand automobile maker handles Chinese users’ driving information on its
cloud service which is located in China.

IEff, BIMIITRFEEIENEN S LR TIRIMMEE. (XA, SB3E, 5$38%K)

Correct. The overseas branch banking system is categorized as a personal information handler
outside the territory of China in terms of personal information handling obligations.
(Literature: A, Chapter 3, Article 38)

iR, TAGRLEERWVSHE, HRINEHDIAGEN, FHEERMEIRIIANEK, (SHEA,
3T, F38K)

Incorrect. Where a personal information handler needs to provide personal information
outside the territory of the People’s Republic of China due to business or other needs, it shall
meet requirements by the State cybersecurity and informatization department. (Literature A,
Chapter 3, Article 38)

HiR, IFEHEEENXAE, MABRLEERNERINERESE NETWIHRHEE T RERRAN
MNER.  (MERA, 338, F415)

Incorrect. Without the approval of the competent authority of the People’s Republic of China,
a personal information handler shall not provide the personal information stored within the
territory of the People’s Republic of China to judicial or law enforcement agencies outside of
the territory of the People’s Republic of China. (Literature A, Chapter 3, Article 41)

iR, XTMIRAERERETEGE, (XEA, F3F, $38%K)

Incorrect. This scenario does not involve cross-border personal information handling.
(Literature A, Chapter 3, Article 38)

EXIN
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BiE (PABRRIFE) | HAFFENBIRLENANERRIRIE?

According to the PIPL, what conforms with the provisions on cross-border handling of
personal information?

A) EIEINEHN AGERFFRIHIT O AGRRIPRIITE,
A personal information protection impact assessment must be conducted before providing
personal information abroad.

B) MfAEHRIMNEIE I TENFIAERE KIS EER.
The notification to individuals about the cross-border handling of their personal information
does not need to include how to exercise their rights.

0) TAERLEERENENABEHMTUMRINERDAGE.
The personal information handler can provide personal information abroad if they obtain
personal consent.

D) EEIMEENAERNSEEERMWEER JERNZ 2.
The provision of personal information abroad shall pass the security assessment organized by
the State cybersecurity and informatization department.

A) Efa. FRIMEHENABRET (PABEBRIFE) hXTHESEIHTHAGERIPBTHEAIBTZ
— (3Z#k: A, 5855, 5B55%)
Correct. Providing personal information abroad is one of the situations in the PIPL that
requires an impact assessment on personal information protection before handling the
information. (Literature: A, Chapter 5, Article 55)

B) iR, TAGELIEEMEINEEIAGER, NIAENASHNNASTEREN ABRINERETTTERE
AENAIRY TS TRER.
Incorrect. When a personal information handler provides personal information abroad, the
individuals must be informed about the content including the ways and procedures for the
individual to exercise the rights stipulated in this law to the abroad recipients.

0) iR, PABRLEEFRINEHNMAGEMBEREMANER, MESR RRER", RNEE
IMRIEN A BRI REZHI TR,
Incorrect. Personal information handlers not only must obtain the individual’'s consent, but
also "separate consent" to provide personal information abroad. At the same time, providing
personal information abroad may also be subject to other conditions.

D) $#HiR. (PAGBERIFE) (MET XREREMRIEEEE. LENAGRXZERMEER INEE
ENNMAGRE. WENAERENERNHEHARINMERIAGRE, NMBTERMNERR 1ERN%

21,
Incorrect. The PIPL only stipulates that critical information infrastructure operators, handlers
who handle personal information reaching quantities provided by the State cybersecurity and
informatization department, and State organs handling personal information that should truly
be send abroad shall pass the security assessment organized by the State cybersecurity and
informatization department.
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MAEFEETIE N AGERRIFEME I HERN G EERE:

-FEANAREERER =S REMEHLT
-FEBAAENE T RBEFFR—IXEIE;
-FECANEHERITHERTLMENRERNEE;
-FEDINAEAFEHMEFR TR EHT.

B ERBEENS (DABRRIFE) ?

Four students have different understandings about the personal information protection
compliance audits:

- Student A believes that only a third party can be entrusted to carry out a compliance
audit.

-Student B believes that compliance audits only need to be conducted once.

-Student C believes that the results of the compliance audit can be used as evidence of
immunity.

-Student D believes that a compliance audit is the equivalent of a security audit.

Which student's understanding complies with the PIPL?

A) FHA
Student A
B) F4B
Student B
C) F4C
Student C
D) F4D
Student D

A) HIR, PAERLEERTLUEEE=SHESMHLT, WA LIBRARSARIMIRER IR TS ML,
Incorrect. Personal information handlers can ask a third party to conduct compliance audits or
they can have their internal departments conducting compliance audits.

B) &R, SHEITNAEHFRE, FEX—REMEIE, NABETZNS.

Incorrect. Compliance audits should be carried out on a regular basis, and this obligation
cannot be terminated after only one compliance audit.

C) IFfh. REKEZEHTENEMHT, BIAGRLGEZERTIHECKETEINERILE (X
BR: A, SB5EF, $545%)

Correct. Conducting regular compliance audits in accordance with the Law is important
evidence for personal information handlers to prove that they are not at fault. (Literature: A,
Chapter 5, Article 55)

D) iR, BMFITEMMENAGRETIERE. TEEMBERE TN, EEATREHit.
Incorrect. A compliance audit is an audit of the handling of personal information in
compliance with laws and administrative regulations, and its scope is larger than a security
audit.
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WF—EPAGRLIEES, FEFIFRMAGRRIPZIETEIE.

AMER TR B RS R TS ?

For some personal information handling activities, it is necessary to conduct a personal
information protection impact assessment in advance.

When is it not necessary to conduct such an assessment in advance?

A) EYIRTFEBETAEHLEN ANEEAIRHE
When a logistics platform will entrust a contractor to process personal information
B) ARSI N AERHITINELIRAIRT R
When a video platform will encrypt the personal information
C) EHEBFERERIMEESRENANERIRHE
When an e-commerce platform will provide personal information to overseas partners
D) EERIUIRIEN ASRIKFE2AIETR

When financial institutions will collect information on financial accounts

A) R, YRTFERTAEBLERFERETERAENAGR, NIFFHTMAGRRIPEIT
1,
Incorrect. When a logistics platform entrusts a party to handle user information, it is entrusted
with handling personal information, and a personal information protection impact assessment
should be conducted in advance.

B) IEff, URFEN N AR TINELIERASIINANGDEEARMN, THEERHITTAGRRIFRID
HE. (38R A, 355, 555%)
Correct. The encryption of personal information by the video platform will not have a
significant impact on personal rights and interests, and there is no need to conduct a personal
information protection impact assessment in advance. (Literature: A, Chapter 5, Article 55)

O) iR, BEFTFaaRIMSESRHBFPERETRRIMERTIAGR, NIASFHITIAGS RPN
T,
Incorrect. When personal information will be sent abroad, a personal information protection
impact assessment should be conducted in advance.

D) iR, ENASHKAEEBETHESRBNAGR, NIAFRHT T AGEERIPEIEITL.
Incorrect. Handling information about someone’s financial accounts is handling sensitive
personal information. Therefore, a personal information protection impact assessment should
be conducted in advance.
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—REWEMEBF N NGB RZIREF R AT R AR L,

RiE (PABRRIFE) | FAGEERZEWEENE T AGERRIFERSRAIER IR N S ER8Y?

A company found that its users' personal information was obtained by hackers and is
threatened to be disclosed to the public network.

According to the PIPL, what information should be included when notifying the department
fulfilling personal information protection duties and responsibilities?

A) EHFTIMARNERKRER

Contact details of the users affected by the incident
B) AIRKEMNANERZEEMH

Previous personal information security incidents
C) 1EMVItRIRENAI*MNEIETE

Remedial measures that will be taken by the company
D) VRrHEIGEIZR S RANXES

Security threats and risks faced by the company

A) iR, ZEWFSNNEZSMHERMABIE, mIEEEKREIT.

Incorrect. The company must inform the number of users affected by the incident, not their
contact details.

B) IR, WRAIRENNANERRZESH AL EIESHEIT M ANERRIFIREER RS F.

Incorrect. Previous personal information security incidents do not need to be included when
notifying the department fulfilling personal information protection duties.

C) IEfA. ZEWIHHIRRAHNGEIER TR RS SESMAERIIAS. (Xt A, $558, H57F)
Correct. The remedies that will be taken by the company fall within the requirements what
must be included in the notification. (Literature: A, Chapter 5, Article 57)

D) iR, ZEWAHIGHNZEEIMXEAYE SESHEIT N AERRIFIREER RS F.

Incorrect. The security threat and risk faced by the company do not need to be included when
notifying the department fulfilling personal information protection duties and responsibilities.
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MR ABELEN ANERHES IR T AR :

- AREEREN NERMERIM R REI TN AEBRIFEREAVER AN AR TSR
- BAEEKRZFES BN EEE T N AR RIFEREAYER T TS

- CAEREUBIEREEER N ABRIME, #CRBREIT > AEERIFERERAIER]

- DREIRBURIEEMS. B, EEFPEAII AR TENEN

BRR N EHERE T A S S BRI EAN SRRl ?
Four companies have different ways of handling a personal information leak.

- Company A immediately informs the departments fulfilling personal information
protection duties and responsibilities and the individuals after the personal information
leak occurs.

- Company B requires the trustee to assist them in notifying the department fulfilling
personal information protection duties and responsibilities.

- Company C takes remedial measures to avoid other personal information leaks, so they
did not notify the department fulfilling personal information protection duties and
responsibilities.

- Company D notifies individuals one by one in writing by sending letters, e-mails, text
messages, etc.

Which company has problems fulfilling its obligation regarding the notification of the
personal information leak?

A) ARTE]
Company A
B) BH
Company B
C) CAHE
Company C
D) DAFE]
Company D

ABER7e, ETF—R
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A)

B)

9]

D)
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IR, REFETRRENAGERE. EX. EZXN, MAGRGMEENISIZANBENETTABER
FERERAYERI IR A

Incorrect. Where a personal information leak, distortion, or loss occurs, personal information
handlers shall notify the departments fulfilling personal information protection duties and
responsibilities and the individuals.

HIR, RENMAGEHESME, SHEANASHBEIEABRNE TN AGEERIFEREAYER .
Incorrect. In the event of a personal information leak, the trustee shall assist the client to
notify the department fulfilling personal information protection duties and responsibilities.

IEff, DAEEIEE RSB EXEREEMEE. BEX. ERERBEEN, MABRLEETLL
NERDA, BUERET T AGERIFERSERIER .  (X#k: A, 355, H57FK)

Correct. If the personal informatlon handler takes remedial measures to effectively avoid the
harm caused by information leaks, distortion, or loss, the personal information handler is not
obliged to notify the individual but they must notify the departments fulfilling personal
information protection duties and responsibilities. (Literature: A, Chapter 5, Article 57)

iR, FULE, PAGEBREENSRIREES. BT, BESFPBESI AR TENMER,
Incorrect. In principle, personal information handlers should notify individuals one by one in
writing, such as by sending letters, emails, and text messages.
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TR ET BT AR IRIFER SRS I 24 EERATERES ?

What is not a responsibility of the department fulfilling personal information protection
duties and responsibilities?

A) AR AGRRIFEEHE
Conducting education on personal information protection
B) EXTPAGEEMESARIRE
Handling complaints on personal information leakage incidents
) HERILARMAGRIVETERMY
Investigating criminal cases that involve individuals' personal information
D) AL ANERRFATNIFE

Organizing the evaluation of personal information protection

A) iR, ((AME WRIFIE) BT —FNER T AGERIFIASRNEN IN LB TR AGRRIFE
eH8E, 155, WERYERE.
Incorrect. Article 61 of the PIPL regulates that departments fulfilling personal information
protection duties and responsibilities shall conduct education on personal information
protection.

B) iR, (PABERIFZE) FAT—FAEE T ABRIRIFIASAERINSETER. LESTMARE
BIRIPEXIR. S RAVERE,
Incorrect. Article 61 of the PIPL regulates that departments fulfilling personal information
protection duties and responsibilities shall handle complaints related to personal information
protection.

C) IEfs. BITMANERGRIFIRSRIRIIEBETIRES, RNEFENAERISHICTER, NARA7x
RNENRMGELTE,  (OBk: A, 56E, 5645%)
Correct. Where departments fulfilling personal information protection duties and
responsibilities discover in the course of their duties discover unlawful handling of personal
information that is suspected of constituting a crime, they shall promptly transfer the matter
to public security authorities for processing according to the law.. (Literature: A, Chapter 6,
Article 64)

D) Hix. <</|\M§,$ RIFIZE) BAT—FNERIT O AGEERIFERSRAIER I S E TR N RS
NERRIPIERH TIUIFAIBRES.
Incorrect. Article 61 of the PIPL regulates that departments fulfilling personal information
protection duties and responsibilities shall organize evaluations of the protection of personal
information.
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BTN NMERRIFERE SR N MRYENR M A?

Which is an activity of the departments fulfilling personal information protection duties and
responsibilities?

A)

B)

9]

D)

A)

B)

9]

D)

iz & EEREHEIEN AME R RITEREIUAGE.,

The Market Supervision and Administration Bureau shall conduct on-site inspections on banks
that collect personal information in violation of regulations.
ARRITREIXRTFERITFNApp T EREN AEERIDFR,

The People’s Bank of China receives a complaint about their banking app stating that it
overcollects personal information.
HETWIRITEEMREN NMERAppRIF R EIMEEH TEEFNBEEXIHE.

The regulator searches through the residence of an app developer who illegally collected
personal information and detained relevant evidence.

RIETIIT R EFANAppIE N NERIIRERA TG, XENEHTERAI T,

The State cybersecurity and informatization department evaluates apps regarding their
collection of personal information and publishes and removes violators.

IR, MALBEEERARRITITWAIEESN]. (CLH: A, 56E, F60RK)

Incorrect. The Market Supervision and Administration Bureau is not the regulatory body of the
banking industry. (Literature: A, Chapter 6, Article 60)

iR, TAGRRIPIEXIOFEMEDZE, (OO A, $6E, F655%)

Incorrect. Complaints related to personal information protection shall be handled by the State
cybersecurity and informatization department. (Literature: A, Chapter 6, Article 65)

HixR, WEINENLENFIOERAERETUEEAREE. (XE: A, 56E, H635%K)
Incorrect. The right of the regulator to conduct on-site inspection does not mean that citizens'
residences can be searched. (Literature: A, Chapter 6, Article 63)

IEffe, REIMEABIT O ANERIRIFERERRIERN], WE. MEBEENAGERIEER. (K A, 5$
6%, 5615)

Correct. As the department fulfilling personal information protection duties and
responsibilities, the State cybersecurity and informatization department investigates and deals
with illegal personal information handling activities. (Literature: A, Chapter 6, Article 61)
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BT ANEREFEIFIRENENAI—EBIAGERRIFRES M.

ANz B A2

The department fulfilling personal information protection duties and responsibilities
discovers a personal information protection security incident.

What should they do?

A) HEBEXEER TGN ANERENIEH TITEETK
Cooperate with related regulatory departments to conduct administrative interviews on the
illegal handling of personal information

B) XEZMENANERISHICTERY, S THENAY TELLT
Give an administrative penalty to those who illegally handle personal information and are
suspected of committing a crime

() REREFHERSEFERINERSITIEECER SN
Revise and update relevant national and industrial data handling safety standards according
to safety events

D) XAF=ISZARIEMEITER, MARH TSR
Use the audit results from a previous compliance audit conducted by a third party instead of
conducting a new compliance audit

A) IEtf. BITOAERRIFERERAER I LU ERISRIIIE R AR EENEEARAREE
RBABTAR.  (OHk: A, FE6E, F645K)
Correct. The department fulfilling personal information protection duties and responsibilities
may conduct a talk with the personal information handler’s legal representative or the main
person responsible according to regulatory powers and procedures. (Literature: A, Chapter 6,
Article 64)

B) iR, TAGELGEESHICTEN, FMELUTEBATIRNERBEARIIR. (Ut A, 565, 564
%)
Incorrect. If a personal information handler is suspected of committing a crime, an
administrative penalty cannot replace transferring the matter to public security authorities.
(Literature: A, Chapter 6, Article 64)

C) R, RELRETIME. Ok A, $65, $64%)
Incorrect. This is not an activity the department fulfilling personal information protection
duties and responsibilities must do. (Literature: A, Chapter 6, Article 64)

D) iR, AERRENANGRZESHIBERT, BT AGERRIFIRSEAITUER N ANEELIEE
ZEZANMEN AEEMIESNFHITENET. (OB A, 56E, 5H645%)
Incorrect. When a personal information security incident has occurred, the department
fulfilling personal information protection duties and responsibilities can require personal
information handlers to entrust specialized institutions to conduct compliance audits of their
personal information handling activities. (Literature: A, Chapter 6, Article 64)
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(MABRRIFE) PEXA—MERIAEN: "ARRAENENAGERF TP IEXEEEET
",

LA E L TR MR E?

The PIPL defines the responsibilities of one role as: “comprehensive planning and
coordination of personal information protection work and related supervision and
management work”.

Which role is meant here?

A)

B)

9]

D)

A)

B)

9]

D)

EERE

The dedicated representative

LISENEISENEEZEN

The entrusted person handling personal information
WNEISITSRES

The personal information protection officer

EER I

The State cybersecurity and informatization department

iR, (DPABRRIFIE) ESB3FAEEEARE TP ARKNESERRERSGMENAEERE
REE"MIEMR,

Incorrect. Article 53 of the PIPL stipulates that a dedicated representative is someone “within
the borders of the People’s Republic of China to be responsible for matters related to the
personal information they handle”.

HiR, (PABRRIFE) F595NELENANBERNZFEAN NAKRBARENERER. (TBUERRY
ME, RRCEREEREMMENNAGENZE, FHENAGRLCEERTARENEINS".
Incorrect. Article 59 of the PIPL stipulates that the entrusted person handling personal
information "shall, according to the provisions of this Law and relevant laws and
administrative regulations, take necessary measures to safeguard the security of the personal
information they handle, and assist personal information handlers in fulfilling the obligations
provided in this Law".

HIR. ((AM.:.,U TRIFIZE) B52FMENANBRIRIPFRE ARE T NAEBIEERLAS RE IR
BhieEH TIRE".

Incorrect. Article 52 of the PIPL stipulates that personal information protection officer is
responsible for "supervising personal information handling activities as well as adopted
protection measures, etc.”

IEff.  (MABRRIFE) %60 HEEZRMEER AR RENENAGERPF TFIEX R EEE
T, (Z#k: A, 6%, 5560%)

Correct. Article 60 of the PIPL stipulates that the State cybersecurity and informatization
department is responsible for "comprehensive planning and coordination of personal
information protection work and related supervision and management work". (Literature: A,
Chapter 6, Article 60)
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ANEIRIER (PABBIRFE) e, BEEBIAGS, BEPTE.

POSERI T AT LA AR B EH IR T £17 7

Company A violated the PIPL and handled personal information illegally. The circumstances
are grave.

What kind of administrative punishment may be imposed on Company A?

A)

B)

9]

D)

A)

B)

9]

D)

LA E—FREWE S Z 305K

A fine of 10% of the previous year's turnover

MWANBIEEREARS BT

A fine of 50,000 yuan for the directly responsible person of Company A

BIRE RSP IRHANTE AR

A natification to the relevant departments to revoke the business license of Company A
SHARBEETES

A warning to Company A

Hix. BREN, Rt E—FEEWVERS 2B,

Incorrect. If the circumstances are serious, only a fine of not more than 5% of the previous
year's turnover may be imposed.

iR, BOEENEETA, NEEAREEARMEMERESRFEARL AT E—BHATLAT
Ko

Incorrect. For grave circumstances, the directly responsible person in charge and other directly
responsible personnel shall be fined not less than 100,000 yuan but not more than 1,000,000
yuan.

s, MFBTHFENEETH, JURSEHERXISHEFEWER, BREXEERIBERXIL
SrAEEREEUHRR. OOk A, B7E, $665%)

Correct. For serious illegal acts, it may be ordered to suspend relevant business or suspend
business for rectification, and notify the relevant departments to revoke business licenses.
(Literature: A, Chapter 7, Article 66)

iR, BOATENEETA, TALGETES,

Incorrect. A warning can only be given for minor violations of the law. In this case, the
circumstances are grave.

privacy B Data ZiX# 4 EXIN Privacy & Data Protection Foundation based on PIPL 66

Protection

(PDPFPIPL.CH)



=%IN

40/ 40
MAEFEAETIE N AR RIPE AR EN G EERE:

-FEAASITRESRINZRNE, BEETHICNERASRE
-FEBANZHIETHEETWBITREATL T
-FECOANZHEAEARITEEER
-FEDINAEEREENANERITHEHILIRIC N EAEE

B ERBEENS (DABRRIFE) ?

Four students have different understandings when discussing the personal information
protection credit file:

- Student A believes that the violation can be recorded in the credit file according to the
regulations of the personal information protection department.

- Student B believes that the credit file can be published at the discretion of the regulator.
- Student C believes that the credit file must keep the public informed of illegal
information.

- Student D believes that all illegal processing of personal information may be recorded on
the credit file.

Which student's understanding complies with the PIPL?

A) FHA
Student A
B) 4B
Student B
C) ZF4C
Student C
D) 4D
Student D

MBR7E, ETF—R
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A)

B)

9]

D)
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iR, WFEETH, RERBEXER. TEERNECNERERR.

Incorrect. For illegal acts, they can only be recorded in the credit file in accordance with the
provisions of relevant laws and administrative regulations.

HiR. WICNERARRNEETHNANTR, NEKRBEE, TEEMAINIEHT, FERRETWE
1TRTE.

Incorrect. Publicizing illegal acts recorded in the credit files should be carried out in
accordance with the provisions of laws and administrative regulations and cannot be decided
by the regulatory agency on its own.

I, ZHEATLERSARREERUAFRREEER. Ok A, B7E, F67%K)

Correct. The credit file enables the public to know relevant illegal information in a timely and
effective manner. (Literature: A, Chapter 7, Article 67)

iR, KIBEXER. [TEENAMECNEREEATFUATEREHIEEER (MABRRIF
=) REATAEEIC N EAEEATLAAT.

Incorrect. Recording something in the credit file and making it public in accordance with the
relevant laws and administrative regulations does not mean that all illegal acts that violate the
PIPL must be recorded in the credit file and made public.

EXIN
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WTREAFEFRNIERSR, HEEERA.

5 BE A5 BE
1 C 21 B
2 A 22 A
3 C 23 A
4 C 24 D
5 C 25 B
6 D 26 B
7 A 27 D
8 A 28 A
9 A 29 A
10 C 30 A
11 C 31 C
12 A 32 B
13 B 33 C
14 D 34 C
15 B 35 C
16 C 36 D
17 C 37 A
18 C 38 D
19 A 39 C
20 D 40 C
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