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B—IE A B HERMLR?

What is an advantage of a public blockchain?

A) NBERAERTAEXRRNE=FRIFEKRESE, BAMES5EEE8ETFE,
It does not use disinterested third parties to secure blocks, as all participants have a vested
interest.

B) ABHEEEEAKMEENERS, EAEEMREKET ARGTHE,
It is more resilient against fraud, because it uses federated nodes to combat fraud.
C) AEHENEHFRBAFR, LHRIFAIFHRINEK,
It is open to everyone in the world without permission and licensing requirements.
D) NEHMEHEFIM TR, WNENERIZTHEATRE.
Its networks are built by for-profit companies and the working of the network is guaranteed.

2/40
HARKRGE?

What is a blockchain?

A) —FhEFIHIEE, FREMETR LERZICRITE.

A centralized database that holds a subset of all transactions on all nodes.

B) —fh=F-IRESHEIEE, MERNFET RGBTSR,

A client-server database existing on a limited number of nodes at the same time.
C) —MERTERIR ZICREMFEENS LIS TV EUEE.

A distributed database with a record of all transactions on the network.
D) —MUTIE{TEIERE, AZ N D RIFEEMENHERZICR.

A standalone database with history of all transactions on various nodes.

3/40
XRGER &P REVTIRE R A?

What is the function of a lightweight node within a blockchain network?

A) B REFHENE LBERZNTERLICR.

It stores a complete history of every transaction on the network.
B) BT RARKREEMESAIHEFEWSTRIINE .,

It stores purchased cryptocurrency for users of a blockchain network.
() BETRBIERETRIIIERIGIERS.

It verifies transactions by piggybacking on the work of full nodes.
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4740
H—IABF T =AYZEE?

What is not a classification for a node?

A) &=
Full node

B) B=
Lightweight node

C) Hm/RT/m
Merkle node

D) ¥ IT
Miner node

5/40
— I e AT (X R T o Z TR 1

VA ERAYEI—MESE?
A bearer instrument used to transfer value between two parties over a blockchain network.
What is this instrument?

A) DApp

A DApp
B) 5%

A hash
0 T

A node
D) @ik

A token

6 /40
NEBRIORBSRENA?

What is a key characteristic of a public blockchain?

A) RIFRAFEFETRGERRS

Allowing a user to elect nodes to process transactions
B) I HIASSXRGENLSE

Allowing anyone to participate in the blockchain network
C) RIFEFHIZSSHEARURS SR

Allowing control over who can participate and at what level
D) {XFiFrlEro R FE X ERGE

Allowing only trusted parties to operate their blockchain

i #5 EXIN Blockchain Foundation (BLOCKCHAINF.CH)
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B—I/E FE A X RiERI R FAZE51?

What is an example of the use of cryptography in a blockchain?

A)
B)
0

D)

(ERFASHIDIORA B s B S 5t

Accessing private or hybrid blockchains by using a private key
BRI LI EIZH T AV R

Creating cryptocurrency as a reward for mining nodes

(RIF KRR SR 2T Y5 1 % L.

Keeping blockchains secure from 51% attacks by corrupt nodes

WRIEZEZBINEREDNR 2R

Securing transfers of cryptocurrency between recipients

8/40
XIRGENAIRI FIFASRRN A SRINEE?

How do blockchains use private and public-key cryptography?

A)

B)

9]

D)

gxﬂ%ﬂn%ﬁﬁ?ﬁiiﬁ%ﬂu&‘%ﬂﬁE%%ZE’A%Ho e, BRETTASENABLNREFERESTNE
Asoymmetric encryption allows a sender to transfer cryptocurrency to a public key. The
recipient can then access these funds with their private key and hold it in their wallet.
FERRINES, — NIRRT ZHATINENIRE. RESERLERAXINZRT, MmiEKTTY%
BERERRFINER

In public-key cryptography, one key is used to encrypt and decrypt transaction. The sender
uses this key to send cryptocurrency and the recipient’ s wallet holds it after decryption.
XFRIIERFREE RSB — N EAERINELT. AfF, BRESEFIIEFBIEENE, #i5a
LUBEEES,

Symmetric encryption allows a sender to transfer cryptocurrency to another user. The
recipient can then access their funds when the sender grants access to their private key.
}EgﬁiﬂlﬂE’\J%;‘H%ﬂ\%ﬁ%Dﬁ%ﬁbﬂ@‘#ﬁﬁﬁﬂﬁﬁﬁ}@jE’\J%@EF% Ria, APEE ZHuOSERREEE
oG

The algorithm in the blockchain encrypts and stores private and public keys to all user's
wallets. The user then accesses their funds through their twenty-word passphrase key.

9/40
SRR RIS 1 %L ?

How do hybrid blockchain networks combat 51% attacks?

A)
B)
0

D)

BE—hREHEE, BRNEFENMTRANZE

Through a central controller ensuring the security of each node in the network
BE—1TERIER (PoW) &%, R LIRIFNEZE

Through a Proof of Work (PoW) algorithm, which allows miners to secure the network
BT, 7 LIEdRRNETEMIXEED

Through incentivization, where miners receive currency for securing the network
BEETRR, RITFNESEESERIESRE—TMEHRXR

Through Merkle tree roots, that allow the network to restore itself to its last valid block

Zi{ 8% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 7
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10/ 40
RGN IKA— AR ER?

How do blockchains function like ledgers?

A) XIR{HREB T ML ERENMBERZAVICR.

They hold a record of all transactions that have ever occurred on a network.

B) XIRIBGARERZHIERFRFA—DPREERE,
They hold vast amounts of transaction data as a centralized database.
C) XEEHEHRXREFE M EEIMERT,

They periodically update all balances of each wallet to the blockchain.

11/40
XIRGEMEHT TAHESZHA?

What is the task of miners in a blockchain network?

A) T IEABR—IE=ITRKEICR, FEIY TIREBRMESRASE.
Miners act as a single third party to aggregate records and provide trust in the network by the
miners’ authority.

B) & TERAIFHRIXREATTEN, MR RESERFRIRKE.
Miners are computers that allow access to the blockchain, ensuring the number of corrupt
nodes will stay low.

C) o ITREIIHEIERIFENEIRMRZ Z MR R,
Miners are nodes that compete for a reward by calculating the correct nonce to make a
transaction possible.

D) & TREMEFAITIRMN, FEXLEAN B THBT T,
Miners determine the consensus rules that should be followed and interfere when these rules
are broken.

Zi{ 8% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 8

EXIN Blockchain



=%IN

12 /40
BR—IUEAMRUF S TR (PoW) HREE?

Which description fits only the Proof of Work (PoW) consensus algorithm?

A) —MIMETLRER, BHIENAIKFHATIRIE.
A collaborative consensus algorithm, where approved accounts do the validation.

B) —FERREHEMIMMELRER, MMIRHIHENRRNRT, F2ZM/I08E,
A collaborative consensus algorithm that is facilitated by farmers, who offer leftover memory
of their computer to make transactions possible.

C) —MHRER, WENRXZMEHTIONE, SEAEWELUIRRZ BT,
A consensus algorithm, where the validation is done for the entire transaction flow, including
not only the correctness, but also the sequence of transactions.

D) —MMERARIRERE, TREBFAINEEDLUBRZZHT.
A low-cost and fast algorithm, where a node needs to deposit cryptocurrency to guarantee
the transaction.

E) —MIERFMEHREL, WIERIEET AT, MEET AEINEEMARR—MEIE, TfIAX it
I R AT EH AL,
A noncompetitive consensus algorithm, where validation is done by elected nodes, which
send cryptocurrency to an address, from which it cannot be retrieved.

F) —MigRiDEIEREE, thEIGERIHRZINGERIGIEERT.
An algorithm that involves collaborative validation, performed by validators, which are chosen
outside of the consensus.

G) —MEx, UHEAGEHITINEFIIE, FIERRZKERIETE.
An algorithm that works in a trusted execution environment and proves the time when the
transaction has taken place.

H) —fSREESRNESFUERE HEPXRiE RSN D REMEEERFNIMIHREIRGX R,
An intensive and expensive, competitive algorithm where each mining node on the blockchain
is competing to secure blocks.

13740
—FHE A IR E AR X R LA B ER G E BT K.

LA ERA R —MhRELR?

A competitive consensus algorithm that was developed because blockchains had difficulty
meeting the transaction speed demands.

Which consensus algorithm is this?

A) RRSIERGIERAHE] (DPOS)
Delegated Proof of Stake (DPoS)
B) MANEIERE
Proof of Burn
C) MESIERE (PoS)
Proof of Stake (PoS)
D) T/{E=ukB8 (PoW)
Proof of Work (PoW)

Zi{ 8% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 9
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14/ 40
BR— MR ARATEE?

Which consensus algorithm is the least energy efficient?

A)
B)
0

D)

AR EBGIERAHE (DPoOS)
Delegated Proof of Stake (DPoS)
RUEAERR (PoA)

Proof of Authority (PoA)
ZS|EJIERE (PoSpace)

Proof of Space (PoSpace)
TEEIEBE (PoW)

Proof of Work (PoW)

15/ 40
(EFIERAE ARTERERR (PoET) XMIHREIEMAR LRI (PoW) BHAMR?

What is an advantage of using the consensus algorithm Proof of Elapsed Time (PoET)
instead of Proof of Work (PoW)?

A)

POETIEHELLPOWERZWATIFFAHE, EAPOETHESRARRKISET RILRZE.
POET can often be used in a permissionless blockchain more easily than PoW, because
PoET’ s lottery system for node selection is secure.

B) PoETHIRRZAAABE(RTPoW, EAEMEINEHLPoOWSENIEHA,
POET has generally lower transaction costs than PoW, because the hardware needed is more
generic than the hardware needed for PoW.

C) POETLYPoWZ£15%, HJIPoETIEE A3 Z N LA ERSSIFEIITIAG (TEE) |
PoET is much more secure than PoW, because PoET supports the trusted execution
environment (TEE) by time-stamping the transactions.

D) PoETi@HLLPOWER, EASPoWiELL, RREIENTIREL, REZPoETHUIAET R,
POET is usually faster than PoW, because fewer nodes compete for validation than in PoW,
since PoET randomly selects the nodes.

16 /40

WEENERAXRENRZZHE, LMEREEEREIEEINE S HRIX.
WEERAEMAISERRMTA?

An attacker tries to corrupt the transaction history of a blockchain to be able to spend a
token or a cryptocurrency twice.

What is the most likely thing this attacker did?

A)
B)
0

D)

WEEEN T TR LR ZHEMESPERE,

The attacker changed the transaction on his node and propagated it in the network.
WEERE T BN, RETREENINERED.

The attacker edited the smart contract and recovered investor’ s cryptocurrency.
BEEES 7 MRS 51 %R B EE

The attacker gained control of more than 51% of the network’ s computing power.

WA XS MEF 1T 78D XFF O T Fa X R pERI L,
The attacker hard-forked the network and created a new blockchain network.

EXIN Blockchain
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17 / 40
XERHEPIEE S 2251 %I,

PR R B B AR AR ?

Blockchain networks are vulnerable to 51% attacks.

Which network would incentivize hackers most to break the network?

A)
B)

9]

o =03
Bitcoin
Fabric
Fabric
R
Ripple

18 /40
R BFFTE IR AR — B3R INEFRIBTMET.

XM NEFH BB O R EHAER?

One of the greatest threats to the blockchain community is the narcissism of small
differences.

What is the result of this narcissism of small differences?

A)

B)

9]

D)

— MBI/ NER LSS — ML, BSEEARISE.

One community group makes fun of another community group over small differences,
resulting in greater collaboration.

HRER DA S NRRINRHATT ER BRI NESR.

The community cares about and works to resolve small differences that cannot be perceived
by outside groups.

HHELFARTIFZRUNIE, XEHERMNIEZERMERS.

The community has developed many similar projects and these fight with one another over
small differences.

HRFRIGEMEE, FHUUMMERIS NS ERRERIRIE.

The community has grown closer and works together in a collaborative fashion to solve
common problems.

Zi{ 8% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 11
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19 /40
HFE IR EEIRE?

How do fraudsters use a Ponzi scheme?

A)

HREIRIRZ EANLUGKEEERARAM .

A fraudster convinces a victim to pay for receiving something of greater value later on.

B) EUEEHICRE, AEMERZTENEIE, FhizHnk.

A fraudster finds investors, then dumps the tokens of the investors to crash the market.
C) HEEGERREUSHENRSRVIRIREESIIRE.

A fraudster pays dividends to initial investors using the funds of subsequent investors.
D) ENFETGEER FHBEWXSHK. Bmelr.

A fraudster steals credit cards and uses them to buy money, goods or property.
20/ 40

XIRGEM AP MSERIRSEEEIRIFIER?

Which characteristic of a blockchain network is also its protection?

A)

B)

9]

D)

21

FTERUTRNSERS, BIAKRIETEHIEIMERERA,

The greater the number of full independent nodes, the harder it is to compromise the data in
the blockchain.

XIRGEFT TROEMD, (RIFNEZENOHES.

The lower the number of miners in the blockchain, the higher the incentive is for securing the
network.

XERFERTIEHEINGE S, (RIFEURZ £FEESRERVFRIME K.

The more centralized the control of the blockchain is, the harder it is to secure the data and
avoid fraud.

TEEIERR (PoW) BEiZHESR, RIFMNEZERIREIHZ.

The more complicated the Proof of Work (PoW) algorithm is, the more rewarding it is to
secure the network.

/40

IMAEX RGP RIMER R 2?

How can information be secured in a blockchain?

A)
B)
0

D)

FBHANNE (P2P) MK, BEFEAHZEER

By using a closed peer-to-peer (P2P) network, sharing information across platforms
BN T LRERIINZE Eh o i

By using a distribution of cryptocurrencies over miners through the network

(EFA A SAFIFATRZE AR EXIFRINEE AR

By using asymmetric cryptography, consisting of a public and private key

MRS HIKARA (DLT) , HRLIERRS,

By using distributed ledger technology (DLT), which records transactions at the source

Zi{ 8% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 12
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22 /40
XRGELUAFS TR AR IIE?

In what way do blockchains use a public witness?

A) HFEREREBERIARLIE, FHRERUMSE,
A digital courthouse or library acts as a public witness to store information to reference.

B) XP4EMLE FRYTI RIERRE B R ERMFIESIM,
A node on a blockchain network attests to the accuracy and truthfulness of information.

C) —PABIT—NMRHERMBEEE—NRS, (FARRIERTLERGEH.

A person sends a transaction over a public network to earn rewards as a public witness.
D) AILUER—NEIET RIS R R/ ER IR SO,

A preferred node can be elected to attest to the accuracy and truthfulness of information.

23 /40
XRELH B ENSD.

XERFEUNAIEX—?
Blockchain enables self-sovereign identity.

How does blockchain do this?

A) BEROHRE=HrEBREZ TEBMEIISHER.

It enables centralized third parties to offer easy-to-use and valid identity information.
B) BN AFTULI2E eSSk, M-S0,

It enables each person to have exclusive control of their money, property and identity.
C) EEBITREBEMMIIRSFEFERSD.

It enables governments to effortlessly issue identities with advanced digital certificates.
D) BXAITEENATHRMHER—RNZE N ASHTEFHEEE.

It enables only internet companies to offer world-class secure personal identity repositories.

24/ 40
NEREAFZEXRIHRIFNE R E,

X2 AE?

Public blockchains give an incentive to encourage users to mine blocks and secure the
network.

What incentive is this?

A) ABHEATFRFAEBIEFE_ KTz LHE.
Public blockchains allow users to create tokens to sell on secondary markets.
B) NEHEARMEE, EABNEFRAY,
Public blockchains do not offer rewards, because they are open source.
C) L BHENEITEN DRIBHIIERH.
Public blockchains offer cash rewards for running mining nodes.
D) ABEHELAINZE MR ZURMISE R,

Public blockchains offer rewards for mining in the form of cryptocurrency.

Zi{ 8% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 13
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25/40
—MALH IR ETT R BT XBREERARNEREESY. ZEALNEAFTELLR TREEFRXIRER SR
=R

AR KB A RIEGIZER?

An organization wants to develop smart contracts, based on blockchain technology. The
organization does not wish to burden employees with maintaining the security of the
blockchain.

What blockchain technology fits the organization best?

A) BGiE
A hybrid blockchain
B) FAHiiE

A private blockchain
C) Ak
A public blockchain

26/ 40
BREAWEHNRETREMA?

What is a key characteristic of the Hyperledger network?

A) ER—MAHEXRERNLE, BRBE2009FLKESERIMELZ—,
It is a public blockchain network and one of the oldest networks, existing since 2009.
B) BEfE. FFRN, AETMARSHIUKASA (DLT) .
It is private, open sourced and can run everyone’ s own distributed ledger technology (DLT).
C) SRANELEMIEAERIE, NMREMEREM,
It utilizes cryptocurrency as a reward mechanism, which makes the network more secure.
D) BRI (PoS) HREXMFNTEREIEIE.

It utilizes the Proof of Stake (PoS) consensus algorithm as its main security measure.

27 /40
BREEYINRIEEREAIRMA?

What is the best use case for smart contracts?

A) FERAIZERE (Al) BEEEEARDNEEREFHCMBI
Digitalize and automate legally binding contracts using artificial intelligence (Al)
B) (ERNNELEHAEEERIRPERNHIITES
Enforce the execution of contracts in the legal system using cryptocurrencies
O) BRI ELPRITIE T NESEHRR BN
Ensure automatic payments by predetermined actions or events in insurance contracts
D) BRERIERELFE, AEHXRIE REISESIE

Extend the Bitcoin blockchain, the best-known smart contract platform, to the judicial system

Zi{ 8% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 14
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28 /40
ERFER T, SEReaIRRARERRITZR?

In which scenario is a smart contract the best solution to the problem?

A) —NBERBBITIEINZ MR EIA B BRI BT IRA 25,
A bartender wants to force customers to pay for their drinks by transferring cryptocurrency to
his wallet.

B) —(IEFEVSEREMAIE SEFREMAISIEKEEN A IAYR BT BN,
A chief financial officer wants her smart watch to notify her when her partner enters their front
door.

C) — M EERA IR EEMISAREERITBaIESLE .
An energy company wants to automatically buy power when the price reaches a
predetermined rate.

D) —MRIEADHFEEETRLBANRENER FAREMA,
An insurance company wants to pay out a farmer whenever the case manager feels it is best
to do so.

29 /40
DAppHIFEIEEITA?

What are DApps designed to do?
A) IR N R AR E R S RITE RS LY

Execute smart contracts with the business logic in the front-end of a standalone application
B) (NEENNZELM, THERRGEXREAMHITRAIUIRERSE
Manage cryptocurrencies only, without any embedded voting system for governance of the
blockchain
C) EXFEMLEE (P2P) LiETRMAER, BERSHONEREEY REIEBAIMNMBERERLS
Run applications on a peer-to-peer (P2P) network expanding smart contracts beyond simple
value transfer
D) XIFHESNMHREHBE LETHNARER, ERHIHNEEFIEE
Support applications that run on multiple public cloud providers avoiding any vendor lock-in
and fraud

30/40
EPMEBEIRBRDAORHERRHA?

What is the role of a DAO (decentralized autonomous organization)?

A) BEERERANRHTIMERRARTAT KRR ET- B RS
Address the principal-agent dilemma with collaboration and acceptance of actions within
agreed rules
B) AR ABIEARNAEEZERRAZ RENELEREHN
Embed regulated online smart contracts with the current judicial system, using public
blockchains
C) REUEFNELEREEN, THRIBEBIAAIRIE%E™
Offer complex online smart contracts without any link to tangible and intangible offline assets
D) RHt—IFABRELNTR, AFRFYUELFE BEiTEAELNRRER
Provide a private blockchain contract platform on which users can run their online
applications

Zi{ 8% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 15
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31740
KRG AT T B RIP B D8RR £?

How can blockchain technology best help securing identity data?

A) BEERFRS = LR EIEFERRRE=TTNTA

By eliminating third parties through providing secured-data storage at a user’ s server

B) BATERREURRIDHRFENG. IRFHEH

By encoding all the health data and save it on a private and permissionless blockchain
C) BEERINEEERIFEEERMN _ERAAVEEE

By protecting data that has been submitted on the internet using a cryptographic algorithm
D) SR ABUR(S BT BB BB EL B SE SR

By providing information personal data without disclosing the actual data that proves it

32/40
BXRGERZSYEN (1oT) EaRINMERHA?

What is the value of using blockchain networks with Internet of Things (loT)?

A) RIFXREERFIRFEAISE BESISE

Allowing blockchain users to follow self-driving cars and access these cars

B) {ERFEEXRGE LRI ESDBREFIIRIE

Avoiding a spoofing attack using the secured identity that is stored on a blockchain
C) ERFUBTRENRY, TEHEALTIRRERE

Enabling software that programs itself to solve problems without human intervention
D) EREARKAFabrictzl fRBRMEFIITE

Solving expensive and complex calculations using Hyperledger Fabric mining

33/40
KIRGERASTIL 7 EFIME 7.

ERMEHIREAFAL?
Blockchain technology has made decentralized marketplaces possible.

What is a benefit of a decentralized marketplace?

A) BETHIREA, BLERRTHEERE.
It is based on open-source technology, so it can be used without any investment.

B) BELRMBINFINERAILIEE, EETLSEIEFNEE,

It is not under a paid license to operate and therefore it is managed better.
C) RfEAINZLET, SRIANENNRK, MEIFEEZHA.

It is relatively cheap due to the use of cryptocurrency and is very accessible.
D) BT EREEYN, CEBMENTIE, MXAse], KEEE.

It is tamper-proof, resilient to being shut down and trustworthy due to smart contracts.

Zi{ 8% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 16
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34/40
XIRGEAN RIS E R 5% ?

How does blockchain improve supply chains?

A) BIBERBIENTTZ AR Z MY

By automatically creating trade agreements between two parties
B) B flEZefNEP Tz TERR S

By creating safe centralized marketplaces to trade goods on
C) BEBEREEXERNAELED

By stabilizing the national currencies of the countries involved

D) BT RAEFBEILATEIR

By transferring tokenized ownership through a software system

35/40
FINESREER (MAS) SXHMEATIRIGTE.

W HEBUE T HARE?

The Monetary Authority of Singapore (MAS) and blockchain company R3 partnered
together.

What did they achieve together?

A) Bl T ERESLIMIRED
The creation of smart contracts and stable coins
B) {&it 7IRITIEIEREES
The facilitation of interbank transmission of messages
C) AEZEXREIRYEIRE TS
The first interbank payments without limitations of time zones
D) &RfmRRAINZRAREIC

The launch of wire transfers using cryptography

36 /40
HAREEEFEM?

What is digital fiat currency?

A) KF—TERMBEESHEDREF
A digital form of currency, that represents a country’ s financial reserves
B) —fheIEERETERRSHIZHIEFEEm
An e-currency, that creates a transparent and borderless debt market
C) —MEHIRITIKFRIET TR ZHIEL RS
An online system, that enables making transactions without a bank account

i #5 EXIN Blockchain Foundation (BLOCKCHAINF.CH)
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37/ 40
RGN ARG L 5 ?

How does blockchain technology benefit the insurance industry?

A) B TEREETINEGRUER, N> THHE

By avoiding compliance requirements of national authorities, which reduces overhead
B) R T EURAYERIERSSIVNGURIG Bat, MMPEE T A

By ensuring accuracy of data and automating micro insurances, which reduces costs
C) SINTEFPXIRIEAIREE, MNMIEINFIE

By introducing flexible premiums to be paid by customers, which increases profits
D) RETHFIFAI, NiE 7 EE

By setting up a digital mode of payment, which simplifies claims settlement

38/40
XRGERAIAEE B ERIFRIIR AR (IP)?

How does blockchain technology help to protect intellectual property rights (IP)?

A) ERFBFPEIPARZEIEESREEYNH,

It allows a user to include IP transactions in smart contracts.
B) ERFAFICREMHEATELZ,

It allows a user to record an event and establish the timeline.
C) ERFEFIERREEItIE,

It allows a user to record the creation of software packages.
D) ERFRARRERZTREIPATEN.

It allows a user to send a transaction and receive IP ownership.

39/40
WBp— T/ T U R (Rt X BR 5% A FR RS (51 ?

What is an example of how a government is actively promoting the use of blockchain?

A) FEEETMREDVE, RIHMIETEEXKRESY PRI, FEIESBERINER
China has created a regulatory sandbox that allows them to closely monitor the experiments
in blockchain mining and create their own cryptocurrency.

B) EZ/VEIHRHEEFEREIN ( e-Residency) i, tHFR HHIEEBEM_EFARREREREERIWAIAED
ATLAEES.
Estonia offers e-Residency software, which is available to anyone in the world interested in
operating a business online and from within the European Union.

C) FIEEMEER(MAS)EAEFERS HIUKARAR(DLT) AR TES AT e R T8 =5
Singapore’ s Monetary Authority (MAS) is creating central bank digital money for payments
between banks using distributed ledger technology (DLT).

Zi{ 8% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 18
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40/ 40
P 2B X SSERIA AN B B S EERRA?

Why is blockchain described as the technology that adds a layer of trust to the internet?

A)

B)

9]

D)

XEREBAVFNAFRA—RITE, MAGEEEESEIINE.
It allows individuals and groups to work together without having to trust each other or
establish authority.

XEREBCIEM S S Z BRI ERMNE (VPN) BB, LA T,

It creates a dedicated virtual private network (VPN) tunnel between two or more parties to
carry out online fund transfers.

XRGERM T —FE, BRI LRI E CHEESF R E LR,

It provides mechanism for the government to create their own digital fiat currency as a
replacement of physical currency.

XEBRIM T ZERSHWIE, T LS ENERIIZEMRZZICR,

It provides multifactor authentication to create and update records of cryptocurrency
transactions securely.

EXIN Blockchain
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What is an advantage of a public blockchain?

A)

B)
0

D)

A)

B)

9]

D)

NERNMEBALAEXRRNB=SRIFKREE, BARES5EHEEEEH .,

It does not use disinterested third parties to secure blocks, as all participants have a vested
interest.

AEREEEEAKEENERS, EAEERRKET RRGTHE,

It is more resilient against fraud, because it uses federated nodes to combat fraud.
NEENEHFRBEAFN, THERITAIFENEK.,

It is open to everyone in the world without permission and licensing requirements.
NEEMEREFNEATITE, MEHIERIZTHTIRE.

Its networks are built by for-profit companies and the working of the network is guaranteed.

iR, UERANEIFIHDRINA. TS REEcAELMIFE X RERARRNFAENE, K%
%%%Bﬁk@ﬁ%ﬁﬁ . WIRBRENEST. B, RELNEXENFE=T]. KRIRXZHENS5EL
#,

Incorrect. This is an advantage of permissioned blockchain nodes. Permissioned blockchain
nodes are private networks that use some blockchain technology but not all. Most do not
incorporate mining and do not have a native cryptocurrency. Thus, there are no disinterested
third parties. The blocks and transactions are processed by known participants.

Hix. BRETRAUGEET AEMFAEXEES, AHXREDAILEREERENER Mt KER
BRE, WIMREASRIAR, &EFETRMIERZIEIER.

Incorrect. Federated nodes can exist in both public and private blockchains. Public blockchains
can also exist without federation. Federation is when the system, or rather the user of a
system, elects nodes to process transactions.

IEffs, XELABEN—MIE. 2BREHA HEHI—NSEMEINEIATN, REZEMENEE
k9. BEEFIEBIRIPRE. (SXERA, 5B1.15)

Correct. This is an advantage of public blockchains. Public blockchains are open to anyone in
the world to participate in the functions of the network, only limited by their access to the
internet, hardware, and electricity. (Literature: A, Chapter 1.1)

BiR. RIEEX, ABIEFEHBEUFTIE (FlsApacheSiMITIFRNIE) . AEE HENE, TFHME
HAIAEKRIFE, RIRBIFIZE,

Incorrect. Public blockchains are by definition held in an open license such as the Apache or
MIT license. There are no gating mechanisms, no one to ask permission and no licensing fee.
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What is a blockchain?

A) —FfhER{EIEE, FHEMETRLEMBERZICRITFE.
A centralized database that holds a subset of all transactions on all nodes.
B) —MEF-RBEHUEE, $IERNFETEREENTRF.
A client-server database existing on a limited number of nodes at the same time.
C) —MEFrBEINRZICREPFEENSE LIS U EUERE.
A distributed database with a record of all transactions on the network.
D) —MIMIEITEURE, HEN P REEEFENHERZIER.

A standalone database with history of all transactions on various nodes.

) EIR. XBRER—FEFOMEAINE (P2P) 2HXEIRE, BT REESMEXRZNICR.
Incorrect. Blockchain is a decentralized, peer-to-peer (P2P) distributed database where every
node holds record of all transactions.

B) i8R, XHU4EHP2PH R EURELERL.

Incorrect. Blockchain consists of P2P distributed databases.

) Eﬁﬁ% XPGER—FT A RIERIP2PO N EUERE, FME T NE LRENFMERZICR. (OJEk:
A, E115)

Correct. It is a P2P distributed time-stamped database that holds a record of all transactions
that have ever occurred on the network. (Literature: A, Chapter 1.1)

D) #HiR. KPUEREBMERBALICRNEFIMEP2PL A EIRE.

Incorrect. Blockchain is a decentralized, P2P distributed database with history of all
transactions.

3/40
R &P REITIRE R A?

What is the function of a lightweight node within a blockchain network?

A) BURFENE EBERZNTEH ISR,

It stores a complete history of every transaction on the network.
B) BT RAKREMESAIHEFEWSIRIINE .

It stores purchased cryptocurrency for users of a blockchain network.
() BETRBdERETRIIIERIGIERS.

It verifies transactions by piggybacking on the work of full nodes.

A) iR, PRA—EFENSE LBERXZTERERICR., XNEBTETR.
Incorrect. A node does not necessarily store a complete history of every transaction on the
network. That is only true for a full node.

B) &R, TRASHAFMEINELT, EEFHEESMERBICRIIXIR,
Incorrect. A node does not store cryptocurrency itself, but it stores blocks that contain a
record of all transactions.

C) . BoRBIERETRNIFEREIERS. (Xik: A, $1.15)
Correct. Lightweight nodes verify transactions by piggybacking on the work of full nodes.
(Literature: A, Chapter 1.1)
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W
A)
B)
0

D)

A)

B)

0

D)

hat is not a classification for a node?

Egsl=

Full node

Zarl=l
Lightweight node
e CVING E) =1
Merkle node
FITs

Miner node

HiR, ETRmemafiRZIcR. BIREMEXHRL, KELEERE— ME—HNKRAESE
— M XRAIEHE. IEXLHEETRITER, SH5AXETE.

Incorrect. Full nodes need all new transaction records. They keep all block headers. Block
headers identify a unique block and contain a hash of the previous block. All this data adds up
and takes up a lot of room.

iR, BORBYERSTRIIIERRIERZ. BORINTERIEXRL, AEFBRAEEZTR
iE (SPV) RIRGFHOERS.

Incorrect. Lightweight nodes verify transactions by piggybacking on the work of full nodes.
They only download the headers of all blocks and then check transactions utilizing a system
called simplified payment verification (SPV).

IEff, BREMRARTORAIERS]. BER—MEH, RIFRERENEZINENREERE—IE
MR, (Ot A, 81.18)

Correct. Merkle tree root is not a node classification. It is a hash that allows a hybrid
blockchain to restore itself to its last known valid block in case its network is attacked.
(Literature: A, Chapter 1.1)

fix. I Le—MEiKRMIZZHTR, § TBIHEERS, HRASRINFRE, mESHE
— N REXRANF), 8N TEERBEARRL, WIRIER, WSERINEET.

Incorrect. A miner is a type of node that is adding transactions to new blocks. Miners compete
to win the right to create a new complete block by solving a complex mathematical problem.
Each miner will write their answer in the block header and if they are correct, they are then
rewarded with cryptocurrency.

#i2t#£% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 22

EXIN Blockchain



=%IN

5740
— IO o A i X R I T Z [ B

LA B 2 —FERE?

A bearer instrument used to transfer value between two parties over a blockchain network.

What is this instrument?

A)
B)
0

D)

A)

B)

9]

D)

DApp
A DApp
4%

A hash
TR

A node
1Bk

A token

$EIR, DAppsEIEEXEMLEE (P2P) MAFRNRSR LIZTHNAER., DAppsEHEREaLIEE, (B
EERAEMRS (PlilE2BER) , AEBEAITLIRMENS SEEAENNEFIHITRZE,
Incorrect. DApps are applications that run on a peer-to-peer (P2P) network instead of a single
system. DApps are built with smart contracts but use other services such as secure messaging
and often allow an unlimited number of participants to interact within a given rule set.

Hiz, ERERMATRIFRZERAGAEHENRZS2. BHEE— T HFIENGEY, ZIEeIE—HE
ERERHFFE,

Incorrect. A hash function is used to secure all the data in a block of transactions. A hash is the
output of this mathematical process that creates a string of numbers and letters of a fixed

size.

HiR. TREERTIXREMNENTEN. TRETMERG, BEENSKERERIIRMTR, R
FERRBEER,

Incorrect. A node is a computer that is connected to a blockchain network. It runs the software
for the network and keeps the network healthy by transferring information across the network
to other nodes.

IEff, BIER—FLICRRE, TBEXRENZERSZEERMNE. (@ A, $1.1F)
Correct. A token is a bearer instrument used to transfer value between two parties over a
blockchain network. (Literature: A, Chapter 1.1)
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What is a key characteristic of a public blockchain?

A)
B)
0

D)

A)

B)

0

D)

FFRFISET RGER S

Allowing a user to elect nodes to process transactions
FEHHTAS S KIRGEM LS

Allowing anyone to participate in the blockchain network
FIFEHSENERUNR S S5

Allowing control over who can participate and at what level
(RFCVFEI S R EE K SRE

Allowing only trusted parties to operate their blockchain

Hix, RERTSUIUEREETAGRMMERS, KERIERE, WItRERANAR, #HEH
FRMIER ZETRIEI.

Incorrect. Federated blockchain nodes can exist in both public blockchains and private
blockchains. Federation is when the system, or rather the user of a system, elects nodes to
process transactions.

IFffi. NBERATHHTASSRINES, RETLUEANEERN, B0, (OEt: A, $1.15)
Correct. Public blockchains allow anyone to participate in the network as long as they have
access to the internet, hardware and electricity. (Literature: A, Chapter 1.1)

Hix. BAEREHSSHNERURITFEN D RIBENSE5HR5,

Incorrect. Hybrid blockchains control who can participate and at what level of participation
each node is allowed to operate.

HiR. FARIHXAITR S R FREXRE.

Incorrect. Private blockchains only allow trusted parties to operate their blockchain.
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What is an example of the use of cryptography in a blockchain?

A)
B)
0

D)

A)

B)

0

D)

SERFARIERA B R S HE

Accessing private or hybrid blockchains by using a private key
BRI LI EIZH T AV R

Creating cryptocurrency as a reward for mining nodes

(RIF IR SR 2 AT RAT5 1 %1

Keeping blockchains secure from 51% attacks by corrupt nodes
iRESE ZEIIEEMNT %%

Securing transfers of cryptocurrency between recipients

Hix. BDEEGERFAAIILNIE, BEFEARARNERESIEEFAGE.

Incorrect. Cryptography is not used to enter hybrid or private blockchains, even if they use
private and public keys.

Hix, —LXPUENERIIFEDRMIZE TR, A, XAEZEFEATHN.

Incorrect. Some blockchain networks reward mining nodes with cryptocurrency. However, this
is not what cryptography does.

Hix. BERFETRIFXREE, BA—ERERZ51%E.

Incorrect. Cryptography helps secure blockchains, but not necessarily against a 51% attack.
IET:%% XEREERAZAIARITRINE R RIEE R INE S MG ENE, AttATETE. (O
A, FE21E)

Correct. The asymmetric encryption blockchain technology uses, allows a sender to transfer

cryptocurrency to the recipient without someone else being able to steal it. (Literature: A,
Chapter 2.1)
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How do blockchains use private and public-key cryptography?

A)

B)

9]

D)

A)

B)

9]

D)

IFITRMBAIFRXEBINEEMEBEQR. RE, BRETRSENMEHIRSHERESFANE
.

Asymmetric encryption allows a sender to transfer cryptocurrency to a public key. The
recipient can then access these funds with their private key and hold it in their wallet.
FELAINES, —ERRTURBHITINEN RS, RESERLERRXENZST, MmUY
BERERIRFIIEEM,

In public-key cryptography, one key is used to encrypt and decrypt transaction. The sender
uses this key to send cryptocurrency and the recipient’ s wallet holds it after decryption.
MFRINZERIFRIEE RS —NEAERINERLT, AE, BRESEFXIEFABIGERES, #5e
LUBBEAS,

Symmetric encryption allows a sender to transfer cryptocurrency to another user. The
recipient can then access their funds when the sender grants access to their private key.
%ﬂ&’ﬁ%ﬂlﬂE’ﬂ%ﬁﬂ%ﬁ%ﬁ%D’A%ﬁﬂﬂﬂfﬁ"‘#ﬁﬁﬁﬂﬁﬁﬁﬁﬁ)ﬂE’ﬂ%%@tlﬂo 2E, BFRBEE - HUASERHIE
"L,

The algorithm in the blockchain encrypts and stores private and public keys to all user's
wallets. The user then accesses their funds through their twenty-word passphrase key.

IEH, AEXIFRINZ SR AR ARIRBINEER, mINEZHE S ReeERYE ARIFATRIEEY,
IEXIFRONEE SOVFRIE TS WS GRS, MEMATETN. XEEMIAFESEAEIREEM
BEMEIX—R. RERESHREREGHINNE, MaLlBEAENERD. CHEEA, $28)

Correct. Asymmetric cryptography allows anyone to encrypt a message using the recipient's
public key, whilst the encrypted message can only be read using the recipient's private key.
Asymmetric encryption allows a sender to transfer cryptocurrency to the recipient without
someone else being able to steal it. It allows them to do this without having met or
exchanged information. As long as the sender has the public key of the recipient, they can
send them cryptocurrency. (Literature: A, Chapter 2)

Hix. NIAMEFERRNER, —MRIBIN—1FAH, HERFTUEAIXINE S HRIE SR8y
FARERBHER, ARBEAEEINGE, Bitbit, RE, BRABERMINNFAANERILES.
Incorrect. Public-key cryptography uses two keys, a public and a private key. Users that wish
to send cryptocurrency to a new address would sign the transaction with their private key and
then send it to the public key, known as the address. The recipient would then use their
private keys to access the funds.

HiR, KREAERXFRREANNE, FAXMEENNZERE—EH, APLERRES.
Incorrect. Blockchains do not use this type of encryption as there is only one key with this type
of encryption and the users will have to meet to exchange information.

V’aj;:e Eiﬁiﬁﬂﬁﬂﬂ%ﬁ‘fﬁﬂiﬁ’ﬂﬁﬁt&iﬁo FABHFTEEREREE. MIRMIBEKX, TLUMEREEREIEKR
'kﬁil\ Ho

Incorrect. Blockchains only have the public address for cryptocurrency. The private key is held
securely by the owner. Passphrases can be used to recover private keys if they are lost.
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How do hybrid blockchain networks combat 51% attacks?

A)

B)

0 &

D)

A)

B)

0

D)

BE— P hiuEEEE, BRNEFENTRNTS

Through a central controller ensuring the security of each node in the network
BE—TERIER (PoW) &%, R LIRIFMEZE

Through a Proof of Work (PoW) algorithm, which allows miners to secure the network
S, ¥ DESRRNEREMmIREET

Through incentivization, where miners receive currency for securing the network

BT ET/RIR, RIFNEEESTEREIESE— MERXR

Through Merkle tree roots, that allow the network to restore itself to its last valid block

iR, BOURMIRE—FMRIFBREMEBHDE, BT R RIEHIE,
Incorrect. Merkle Tree roots are a way to secure hybr|d networks. Hybrid blockchains do not
go through a central controller.

iR, MERHIEREXREEAT L8, AFETREME,
Incorrect. Encryption is a generic security functionality of any kind of blockchain and is not
specific to hybrid networks.

iR, AEWEINAEHEER, EXREHRIT.
Incorrect. An incentivization mechanism works well for public blockchains, but not for hybrid
blockchains.

IEffs, RSHEMEBE K /RMRINIEEEHTRERP, RTFMESERITMER MEESREEIES
[FERMBERMXKIR, (X#Ek: A, $1.15)

Correct. Hybrid blockchain networks are secured through Merkle tree root hashes, which allow
the network to restore itself to its last known valid block in case of corruption. (Literature: A,
Chapter 1.1)
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How do blockchains function like ledgers?

A)
B)

9]

A)

B)

9]

XEREERER T MK ERERFIBERZHNIER.

They hold a record of all transactions that have ever occurred on a network.
KRG ABRZZEERT A— P REUEEE.

They hold vast amounts of transaction data as a centralized database.
XERFEEHAE X RPN BITE R,

They periodically update all balances of each wallet to the blockchain.

IEff, XRERDH IZRAEKF, HIAZBTLIEEMEEHIFE AFImFARIZDNEERH
S, ALBEIEERZURZZ SRS, (OB A, $2.15)

Correct. Blockchains are widely distributed public accounts that let anyone see who has what
cryptocurrency and the full history of that coin over time. Every transaction can be found as
well as the parties involved in these transactions. (Literature: A, Chapter 2.1)

iR, KRR ZHD /KA, REFHERRINRZEE. EACIRSHNRY, UKNESZ
PREIRY, HE=FMEAXEEIEEAIERT,

Incorrect. Blockchain are widely distributed ledgers that hold a limited amount of transaction
data. The size limit is restricted because they are distributed, and it is impractical to share and
reconcile vast quantities of data.

IR, HREAMREMAIKE, HENXPGEIERTETE.

Incorrect. Wallets do not keep a private ledger. They pull in balance data from a blockchain.
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What is the task of miners in a blockchain network?

A)

B)

9]

D)

A)

B)

0

D)

T TEAR—NE=REEICR, BT TNESBEMEREEE,

Miners act as a single third party to aggregate records and provide trust in the network by the
miners’ authority.

I TRAVFHRIXREERGTEN, AR REVEE RIFRIEKTE,

Miners are computers that allow access to the blockchain, ensuring the number of corrupt
nodes will stay low.

i TREE R IERAIRET SRR Z MR FRMAIT <.

Miners are nodes that compete for a reward by calculating the correct nonce to make a
transaction possible.

i TRERGESFRITERAN , FHEXEARN 4 T AT T,

Miners determine the consensus rules that should be followed and interfere when these rules
are broken.

HiR, PAREREEYS I NKRIERARERE—RIE =77,

Incorrect. Needing a single third party was exactly what Satoshi wanted to avoid by
introducing blockchain technology.

Hiz. U TARRKRGERTENTGE,

Incorrect. Miners are not responsible for access to the blockchain.

IEff, & TIBES DU ERIECkEFRERE. (XK@t A, $1.1F)

Correct. Miners compete for a reward by trying to calculate the nonce. (Literature: A, Chapter
1.1)

HiR. 7 TAREXREFIGHIN. 7 TERRIKEFMUAIZER FEL.

Incorrect. Miners do not determine the rules in blockchain. Miners operate in the playing field
determined by the rules.
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Which description fits only the Proof of Work (PoW) consensus algorithm?

A)

B)

9]

D)

E)

F)

G)

H)

A)
B)
9]
D)
E)
F)
G)

H)

—FMERRER, HEIERAIIKF HUTIRIE,

A collaborative consensus algorithm, where approved accounts do the validation.

— TR EHESROMERER, IR ENRRNRT, F2ZM/I8E,

A collaborative consensus algorithm that is facilitated by farmers, who offer leftover memory
of their computer to make transactions possible.

—FEREE, WEBAIRZAEHTIRIE, SFEEmRYELINRZZINF.

A consensus algorithm, where the validation is done for the entire transaction flow, including
not only the correctness, but also the sequence of transactions.

—MEAAIRERE, TRBEFNINEEDLUBRRZZHT,

A low-cost and fast algorithm, where a node needs to deposit cryptocurrency to guarantee
the transaction.

—PIERFHELIREX, WIEREET RIAT, MEET REINEREMARRI—MElE, TiAX Bk
I R AT EH AL,

A noncompetitive consensus algorithm, where validation is done by elected nodes, which
send cryptocurrency to an address, from which it cannot be retrieved.

— M RINERAIEREE, HREIERINRZ INEERRIIEE AT,

An algorithm that involves collaborative validation, performed by validators, which are chosen
outside of the consensus.

—HMEX, FEREHITINESR I, FHEFHRERATE,

An algorithm that works in a trusted execution environment and proves the time when the
transaction has taken place.

—MEREESRNESFURZE, HEPXRiE FRESMET D REMEEERFNMIRREIRGX R,
An intensive and expensive, competitive algorithm where each mining node on the blockchain
is competing to secure blocks.

Hix. LAEEEGIERE (PoA) RITEN.

Incorrect. This is the definition of Proof of Authority (PoA).

Hix. LA LE2AEUE (PoC) FI=SENERR (PoSpace) HIEN.
Incorrect. This is the definition of Proof of Capacity (PoC) and Proof of Space (PoSpace).
HAR, IXHRBGOKAFabricRIRE Y.

Incorrect. This is the definition of Hyperledger Fabric.

Hixm. LA EENGEIEE (PoS) RIEN.

Incorrect. This is the definition of Proof of Stake (PoS).

Hix. A EEMBIERBRYE .

Incorrect. This is the definition of Proof of Burn.

Him. LA LR2ROIENGIERE (DPoS) HIEN.

Incorrect. This is the definition of Delegated Proof of Stake (DPoS).
Hix. LA E2RTFRIENERR (PoET) HIEN.

Incorrect. This is the definition of Proof of Elapsed Time (PoET).
1FHE, LALIERPOWHRIEN., (OZ#Ek: A, $3.18)

Correct. This is the definition of PoW. (Literature: A, Chapter 3.1)

EXIN Blockchain
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A competitive consensus algorithm that was developed because blockchains had difficulty
meeting the transaction speed demandes.

Which consensus algorithm is this?

A)
B)
0

D)

A)

B)

9]

D)

BADZRGIERAMNEI (DPoS)
Delegated Proof of Stake (DPoS)
WRJGEIERH

Proof of Burn

ERIERS (PoS)

Proof of Stake (PoS)

T{EEERE (PoW)

Proof of Work (PoW)

Hix. DPoSR—ImHMFI(F. MIERZHITIRGRIGEFAIRE. FImiEXENNERIREHIGIER S
FIEUEKIRAYIIEA.

Incorrect. DPoS is a collaborative effort. Nodes that are validating transactions are rewarded
equally. Stakeholders elect witnesses who will validate transactions and create blocks for the
network.

AR, MAIRIEBAR—M IS EHREE,

Incorrect. Proof of Burn is a noncompetitive consensus algorithm.

IEffs, PoSE—MmStRER, BTXRIBELIHERZEEER, ATLABHEEIPoWRIEN
i, PoSTRASIEMNES M. AR XREPHN—EINERTEANES. XEESAITRAPNE
78 "TiE . BCREREFFRERNFEELRARFAIMNEH T2 ZIE, INRAFKLE, BKE
s,  (XEk: A, 53.25)

Correct. PoS is a competitive consensus algorithm. It was created as an alternative to the PoW
because blockchains had difficulty meeting the transaction speed demands. PoS nodes do not
mine cryptocurrency. Users can put some of their cryptocurrency, from a blockchain, in a
retainer. This retainer allows the user to “stake” that they will process transactions honestly
and by the rules of the consensus system. If the user fails to do so, they will forfeit their
cryptocurrency. (Literature: A, Chapter 3.2)

HiR, POWE—MRgiREx, Xl CRS MY T REMEEERFNMIBREEREXIR, ©
AHHIASSHARBINRFEIEI4ER, ERFIEEHR. G TRAEEERFIFREMEED
L, WEBEITERIRSE. PoSHIBIEZEXPoWHEN, LIBKERSHNRZEEEK.,

Incorrect. POW is a competitive consensus algorithm where each mining node on the
blockchain is competing to secure blocks. It allows anyone to participate at any level in the
creation and maintenance of the system but is very competitive. Nodes that hope to be
competitive and be rewarded with cryptocurrency will need to operate specialized equipment.
PoS was created as an alternative to the PoW that required high transaction speed demands.
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Which consensus algorithm is the least energy efficient?

A)
B)
0

D)

A)

B)

9]

D)

AR EBGIERAHE (DPoOS)
Delegated Proof of Stake (DPoS)
RUEAERR (PoA)

Proof of Authority (PoA)
ZS|EJIERE (PoSpace)

Proof of Space (PoSpace)
TEEIEBE (PoW)

Proof of Work (PoW)

$51R. DPoSE—INHMELE, FEZHRAA+, WIERZHNTRIGKEESENR. BhikTee, 2
B ANEEE.

Incorrect. DPoS is a collaborative effort, and nodes that are validating transactions are
rewarded equally in this consensus system. It is energy efficient and does not burn electricity
when mining.

HiX, POARIRBEEHMELREE. HILRERT, RSFIXREABIEAIRAHITIRE. WIEATR
BITHRRE, RIFEERZRARR. ATRIEAKERR, FLEAFETEE.

Incorrect. PoA blockchains have a collaborative consensus algorithm. In this system,
transactions and blocks are validated by approved accounts. The validator nodes run
consensus software, allowing them to put transactions in blocks. Because of the limited
number of validators, it is energy efficient.

Hix, PoSpaceRIFBRIRATF, MABLEREN, KERZFRRIFRRER S, PoSpaceXIRIEAIEERE
FEEEMBXKIRGEE AT, EHRRILRE, B AT N AREFFERNE.

Incorrect. Instead of using processing power to compete to secure the blockchain, it uses
leftover memory. PoSpace blockchains may be a fairer and greener alternative to other
blockchains. They can be used to build applications and transfer value.

IEf, MR B, XMEZRGEARENAS. RS MIZ R E R B F B s ST
—&Bn. MEAREE—F, ERAMEEDATZITR, WTHRBREREEMBREIA SRR
BER—EBDRER. LA, 53.15)

Correct. This algorithm is, by design, energy intensive and expensive. The expense and
difficulty of obtaining bitcoins was an intentional part of the token economics. Much like
mining gold, it is not cheap nor easy to mine, and the difficulty and scarcity of bitcoins is
thought to drive part of the value of the asset. (Literature: A, Chapter 3.1)
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What is an advantage of using the consensus algorithm Proof of Elapsed Time (PoET)
instead of Proof of Work (PoW)?

A)

B)

9]

D)

A)

B)

9]

D)

POETIEHELLPOWERZHATIFFAIHE, EAPoETHESRARARERETDRILKRZ 2,

POET can often be used in a permissionless blockchain more easily than PoW, because
POET' s lottery system for node selection is secure.

PoETHIZRZ ZAkABEIRTPoW, EAEMFEIEEHLPoOWSEE NEHA,

PoET has generally lower transaction costs than PoW, because the hardware needed is more
generic than the hardware needed for PoW.

POETLYPOWZR 2152, EAPoETIEIT AR Z NN LRI EESSIFAEHITING (TEE) .

POET is much more secure than PoW, because PoET supports the trusted execution
environment (TEE) by time-stamping the transactions.

PoETEHELLPOWEER, E/SPoWELL, RFIGIERNTREL, [RERZPOETRENIEET .
POET is usually faster than PoW, because fewer nodes compete for validation than in PoW,
since PoET randomly selects the nodes.

Hix. POETEZRTIFAING, AATRREERINA, I, PoETESRAFEL IR,
Incorrect. POET is used mostly in a permissioned network as the nodes need to identify
themselves. Furthermore, PoET' s lottery system has security issues.

Hix. POETHIRZZRUAHASCRYE, BIREFIFEHER, FENPoETHEEREAFERIREM.
Incorrect. POET does have lower transaction costs, but the cause is not generic hardware as
PoET needs specific hardware.

Hix. POETHALLPOWEZE, AIERIERSE, BHBESRERAX, RAXMIERED RSN
MEEEIER.

Incorrect. POET is not more secure than PoW and even if it were, it would have nothing to do
with time stamping as this mechanism only works in an environment where the nodes are
known.

IEffs, BTFRFHITRED, FILAPOETHIEREER, (3X@k: A, 53.1713.58)

Correct. The lower number of competing nodes makes PoET faster. (Literature: A, Chapter 3.1
and 3.5)
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WEEHERIAXIREERIZZZ AL, LB EREIESIIZEhRmR.

WEERIEMAVSERREMTA?

An attacker tries to corrupt the transaction history of a blockchain to be able to spend a
token or a cryptocurrency twice.

What is the most likely thing this attacker did?

A)
B)
0

D)

A)

B)

9]

D)

WEEEN TR LR B HAERMEPER,

The attacker changed the transaction on his node and propagated it in the network.
WEERE 78R, RETIREBNMELED.

The attacker edited the smart contract and recovered investor’ s cryptocurrency.
WEEEH T MEHEIT5 1% ERES.

The attacker gained control of more than 51% of the network’ s computing power.
WEHEEXSWEHHT 718D XA CIE 7 HHI X RGERZE,

The attacker hard-forked the network and created a new blockchain network.

gk, HITRENESINRS, AACKEEEIBEIENNGE, REEN— T RILBEBNIZHE
880, FTiEIKERBAISIERE IR EIEBIAIE,

Incorrect. Other nodes will not accept this transaction because it would create a sidechain that
is shorter than the existing chain. The attacker does not have enough mining power with one
node to get enough mining power to create a longer chain.

HiR, BRENFAKTEHEEANR, BAREENERZEREENEIE.

Incorrect. It is not likely that a smart contract was hacked, because the attacker tries to spend
tokens twice.

IEf, XRUAAYZEMEZRNEITAENIER. WEEE— BT T, ARRTRXZHE. W
TE BB S 1% HRENRIMX—/R.  (X#k: A, $H10.15)

Correct. This is what happened in an attack to the Ethereum Classic network. The attacker was
a bad miner and rolled back the history of transactions. The attacker did this by gaining
control of more than 51% of the network’ s computing power (51% attack). (Literature: A,
Chapter 10.1)

HiR, WESRRERED R, EAMSHMMREAIRIE S,

Incorrect. No hard-forking of the network took place, because there was no radical
modification to the network’ s protocol.

EXIN Blockchain
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XERHEPIEE S 2251 %I,

PR R B B AR AR ?

Blockchain networks are vulnerable to 51% attacks.

Which network would incentivize hackers most to break the network?

A)
B)

9]

A)

B)

9]

o =03
Bitcoin
Fabric
Fabric
R
Ripple

IEffs, & TR B IR0t BRE DR DR LS ERNINELED, WR—IMNETBIITE
o, NERR THAT LA TSR LS, IXFMSFARERTRIRIR 51 %1E. S1%RNFSXR
REEIR R AT, IRMBTHRERYD, WUREKER, (Xt A, $10.1F)

Correct. Miners must use their computing power and electricity to generate new
cryptocurrency like bitcoins. If a network becomes too concentrated, criminal miners can
corrupt the network with impunity. This particular type of vulnerability is called a 51% attack.
51% is the number that creates a tipping point for many blockchains. If fewer nodes are
independent, a network will be rolled back. (Literature: A, Chapter 10.1)

Hix, BRIKAFabricRBNELRT. BFRETARATLUGN, BEIMIRENIERIRNLE,
Incorrect. Hyperledger’ s Fabric does not have cryptocurrency. With little to steal, hackers are
less incentivized to break the network.

Hix, WSHAZTERPEESINRMSE EREMDA, MinkmiENEMSEMFEESSERMER
FREFEEFDIAR. SRHHERDREEEMSERINAITE, MPTRIZERLEE, HIEIEA
FIRPHNEMT RASHIR, BIEBBEIZEMA. BTFEY T EEN—SSIEREE, X—M%
RAFIREERZ51 %K.

Incorrect. Unlike bitcoin, that does not require users to trust or know other individuals on the
network, the whole infrastructure of Ripple requires that all parties trust and know one
another to some extent. A financial participant must trust the issuers of assets it holds, and a
node operator must trust that the other nodes in its validator list will not collude to block
valid transactions from being confirmed. Since trust and aligned incentives for cooperation
are built in, this network is less likely to suffer a 51% attack.
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KRG BRFFTE IR AR — B R INEFRIBTMET.

XM NEFH BB R EHAER?

One of the greatest threats to the blockchain community is the narcissism of small
differences.

What is the result of this narcissism of small differences?

A) —MEEHNER LRSS —MIEE, BEHEXNEE.
One community group makes fun of another community group over small differences,
resulting in greater collaboration.

B) #HAFRUHSHBRINBEHAT EZR B NER.
The community cares about and works to resolve small differences that cannot be perceived
by outside groups.

C) HEELFRTIFERUIE, XEmMBRERMNIERMERES.
The community has developed many similar projects and these fight with one another over
small differences.

D) #HEFRBEMERE, FLMERIASR EIERRIEERER,
The community has grown closer and works together in a collaborative fashion to solve
common problems.

A) IR, BMEZEREEE. HEPHRR—ETEHEEE, XEEHH—BIR.
Incorrect. There is no collaboration. The rifts in the communities go all the way down to the
code and this has divided the community repeatedly.

B) iR, HEEESZEEINNES, XWNEELESEHR.
Incorrect. The communities are more likely to ridicule and mock one another and become
hypersensitive to small things.

C) IEfA. FUEMR. REBRHEHAESZRESHN. (8 A, 510.25)
Correct. Communities with adjoining territories and close relationships are more likely to fight.
(Literature: A, Chapter 10.2)

D) iR, BREFER. HERAESZERINIIESE, MASINEME.
Incorrect. The opposite happens. Communities are more likely to ridicule and mock one
another than collaborate.
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How do fraudsters use a Ponzi scheme?

A) HEEIRIRZE AR B EHAYRAAM Tk,

A fraudster convinces a victim to pay for receiving something of greater value later on.
B) EUEEHICRE, AEMERZTENEIE, FhizHnk.

A fraudster finds investors, then dumps the tokens of the investors to crash the market.
C) HEEGERREUSHENRSRVIRIREESIIRE.

A fraudster pays dividends to initial investors using the funds of subsequent investors.
D) ENFETGEER FHAEWXSHK. Bmelr.

A fraudster steals credit cards and uses them to buy money, goods or property.

A) iR, XE—FSZEIRE.
Incorrect. This is an advance fee scheme scam.

B) tHiR. XE—MENHIHRIIRSE
Incorrect. This is a market manipulation scam.

C) I, AEIRNEEKRET, RFEFERELURAENZERPRRAEMRE. CWE: A, 3
10.3%)
Correct. In old-school Ponzi schemes, the fraudster pays dividends to initial investors using
the funds of subsequent investors. (Literature: A, Chapter 10.3)

D) iR, LA LRAIZESH&EBMERERER.

Incorrect. This is an identity theft and credit card fraud scam.
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XIRGEM EHIBR- M ERIRSEEEIRIPIER?

Which characteristic of a blockchain network is also its protection?

A)

B)

9]

D)

A)

B)

0

D)

FTERUTRNSERSZ, BIAKRIETHIEIMERERA,

The greater the number of full independent nodes, the harder it is to compromise the data in
the blockchain.

XiRiEchE THOMEBD, (RIFNEZSRIEINMES.

The lower the number of miners in the blockchain, the higher the incentive is for securing the
network.

XERFERTIEHEINGE S, (RIFEUERZ £MERERVFRIME A,

The more centralized the control of the blockchain is, the harder it is to secure the data and
avoid fraud.

TEEIERA (PoW) EiEHER, RIFMEZEANRMMS,

The more complicated the Proof of Work (PoW) algorithm is, the more rewarding it is to
secure the network.

IEffs, TREDHERRREBTHNEEZEREZ—. (XELA, $1.15)

Correct. Distribution is one of the main security safeguards in a blockchain. (Literature: A,
Chapter 1.1)

iR, T LASNARKRENRE T,

Incorrect. The incentive for miners is not the security of the blockchain.

iR, PREFIRT BT RS2 EATRIIERERREENRZ S,

Incorrect. A central controller can create more security of the blockchain by working with only
trusted nodes.

Hix. POWHISRMNXRENZSHRERER.

Incorrect. POW complexity does not contribute to security of the blockchain.
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How can information be secured in a blockchain?

A) FEHARNSE (P2P) W4, BFAHERER
By using a closed peer-to-peer (P2P) network, sharing information across platforms
B) BIiIMEHITH LIBRIMNZELEH o E
By using a distribution of cryptocurrencies over miners through the network
C) (ERBAPFIFARERMAYIERIFRINZERIA
By using asymmetric cryptography, consisting of a public and private key
D) FIASHAMAIA (DLT) , EFELICRRZ.

By using distributed ledger technology (DLT), which records transactions at the source

A) fEiR. P2PREMAIIMNERE, BERABHAZLERENE.
Incorrect. P2P is the type of network being used, it is not a security measure in itself.

B) 3Hix. MNERMENRAUNME, BEFEMETLTE,
Incorrect. Cryptocurrency is the value that is being exchanged, it is not a security tool.

C) IEf. IEIMRINIERARIHEIAERAEHTHEINE, MIIZRHE RBeERERRIFATRHTIE
B, (X@k: A, 582.15F)
Correct. Asymmetric cryptography allows anyone to encrypt a message using a public key,
whilst the encrypted message can only be read with the correct private key. (Literature: A,
Chapter 2.1)

D) iR, DLTRXIRENGERA, EXRBHAZELEENE.
Incorrect. DLT is the overall technology of blockchain, it is not a security measure in itself.
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In
A)
B)
0

D)

A)

B)

9]

D)

what way do blockchains use a public witness?

AR EBERIAARIE, FEEELUHESE,

A digital courthouse or library acts as a public witness to store information to reference.
XtRiEm 4 _E AT RIERR(E SRS FIE M.

A node on a blockchain network attests to the accuracy and truthfulness of information.
—PABE—NRHNERIE—NRZ, (FEALRIIERTLASKERH.

A person sends a transaction over a public network to earn rewards as a public witness.
BTSSR — N ENE T mSRIE BB S B A R AN SO,

A preferred node can be elected to attest to the accuracy and truthfulness of information.

HiR, KRS ER—MFHEEE, Be(IAFE— R AR BB IER T A A IEWIL,
XETRAWER.

Incorrect. Blockchains are in essence a digital archive, but they do not need a separate digital
courthouse or library to act as a public witness. That is what the nodes do.

IEff, XEREENE FRBN T REENEERER. FETRESELENEN QR ERMFIEST
t, MEER. EREMEEERAMIBEERNMS, IMEES— M ERE#TeE 1, (X

LA, 5E245)

Correct. Each node on a blockchain network witnesses information. All nodes attest to its
accuracy and truthfulness at a later date, much like how court houses, libraries and archives
are places where people store information to reference at another point in time. (Literature: A,
Chapter 2.4)

iR, TRAIADNRIEMIETA. TRIFARRIEAANSEIRGER.

Incorrect. Nodes act as public witnesses, not persons. The nodes do not always earn rewards
to act as a public witness.

52, KRGS S PAEMEINEEE, TAXEEETA,

Incorrect. Each node on a blockchain network is witnessing information, not just preferred
nodes.
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RGN R —rR?

Blockchain enables self-sovereign identity.

How does blockchain do this?

A)
B)
0

D)

A)

B)

9]

D)

BEROMERISE =B REZ TEBME IS MHER.

It enables centralized third parties to offer easy-to-use and valid identity information.
EBFESN AT LUS2EF B Sk, U S5,

It enables each person to have exclusive control of their money, property and identity.
BEBATREBE MRS FEFIEBED.

It enables governments to effortlessly issue identities with advanced digital certificates.
BIXAITERMABRMHA—RNRE N ABHFERE.

It enables only internet companies to offer world-class secure personal identity repositories.

iR, SRR IR, AR IEEEN, XEESHIIEREEME. 20185,
FacebookERIE =T UHFDITATN =T 87002 5 BRI ASIEME L THELSE., XEEEHA
KB ABT A, ERNSEEMSAMESIRE TS ANSHMUSER.

Incorrect. Centralized systems can be compromised, and documents can be faked or changed,
making it difficult to verify identities. Facebook hit the news headlines in 2018 after it shared
the personal data of more than 87 million customers with Cambridge Analytica, which is a
third party. That information was then used to manipulate individual’ s behavior.
Convenience and ease of use has compromised many people’ s identities and financial
information.

IFff, XEREERAIT 7 BRIENRSHIEE. ERRTERENANECHEEK. WS HnE
BERNASEEMBEANAR ST Eam. OOk A, 56.18)

Correct. Blockchain technology has allowed for a shift in the concepts of self-ownership. It has
sparked new life into social movements around the moral and natural rights of each person to
have exclusive control of their money, property, and identity. (Literature: A, Chapter 6.1)

Hix. BREINNSHEHENATMARBE=REEN. —MAFTLUEBECS, MARKES=FE8
UERIESCHbATIE

Incorrect. A self-sovereign identity is one that is managed by an individual and not a third
party. A person would authenticate herself and not rely on a third party to validate and
corroborate her credentials.

Hix. AE—/I\EBD L EIREBEFINUGRZ SIEPRINR IR EEMISFELS D, XFPPOHEEAR
Egg)&%ﬂzﬁﬁﬁﬁ&%*ﬂ’ﬂﬂﬁ%ﬁﬁt, HEMEFERMIAGER. XERSHFTUMEHRLIEZES
s,

Incorrect. There is only a small group of companies that have control over issuing website
security certificates and curating and cultivating online identities. This centralization has
caused huge volumes of personal data to be housed on centralized servers for everyone who
uses the internet. These servers can and do get hacked.
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X2 ARE?

Public blockchains give an incentive to encourage users to mine blocks and secure the
network.

What incentive is this?

A) XBERERTRFPAIEBIEFE— KMz L EE,
Public blockchains allow users to create tokens to sell on secondary markets.
B) ABHEARMEE, EABMEFRAY,
Public blockchains do not offer rewards, because they are open source.
C) ABEHENEITIEY DRIBHIERH.
Public blockchains offer cash rewards for running mining nodes.
D) ABHELAINZEMAIR RIS &,

Public blockchains offer rewards for mining in the form of cryptocurrency.

A) iR, T IEEEEREINZRES,
Incorrect. Usually, miners earn cryptocurrency directly.

B) {HiR. REABMEETHANNIFENEERRR, BABHHIAREST &R,
Incorrect. Even though they are based on an open license and are open source, the public
blockchains still offer rewards for mining.

C) EiR. T THSRNEINZLT, MAREME
Incorrect. Miners are given cryptocurrency, not regular currency.

D) IFff. ~AEHEBESINEEMIENIZH RIRE. (SXE: A, $B1.15)
Correct. Public blockchains usually give cryptocurrency as a reward for mining. (Literature: A,
Chapter 1.1)
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—MALH IR ETT R BT XBREERARNEREESY. ZEALNEAFTELLR TREEFRXIRER SR
=R

AR KB A RIEGIZER?

An organization wants to develop smart contracts, based on blockchain technology. The
organization does not wish to burden employees with maintaining the security of the
blockchain.

What blockchain technology fits the organization best?

A)
B)

9]

A)

B)

9]

BatE
A hybrid blockchain
FAEE
A private blockchain
YN =L
A public blockchain

Hix, EESBRPIUEHEMTRIISE5RS. IRZEALFFEFNBRTRIFKRERZS, BAERE
BN ERIEERE,

Incorrect. For a hybrid blockchain the level of participation of each node can be controlled. If
the organizations do not wish to use its employees to secure the blockchain, this is not the
best option.

iR, WVEXREEGEEENS. MENRRIEENR, SRATLEN, SETREASSREHE
b, ElRMtTSH, Be(lifE MBI AR S a T,

Incorrect. Private blockchains are more like trust networks. The members of the network are
known, and contracts can be changed. They offer improvements compared to paper-based
business processes, but they do not have the same finality or enforceability as public
networks.

IEffs, AERERAREMPEHEENXRERERSAONTEN,. AFRNTEMGTOHRT, Bt
FFEZABLRRHAE. (OBt A, FE1ERE10.18)

Correct. A public blockchain minimizes the possibility to change the smart contracts in the
blockchain. The security of a public blockchain does not rely on a small number of employees
and therefore fits with the organization’ s wish. (Literature: A, Chapter 1 and 10.1)
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BRI BHIXBITRETA?

What is a key characteristic of the Hyperledger network?

A)
B)
0

D)

A)

B)

0

D)

B I aHEXHGENE, BRE2009FLISRELEENNEZ—,

It is a public blockchain network and one of the oldest networks, existing since 2009.
ERefAE. RN, JETMARNSHERKERA (DLT) .

It is private, open sourced and can run everyone’ s own distributed ledger technology (DLT).
EAANZEMEARIE, NMRESNEZEH,

It utilizes cryptocurrency as a reward mechanism, which makes the network more secure.
BRI (PoS) HIREAEATER SR,

It utilizes the Proof of Stake (PoS) consensus algorithm as its main security measure.

iR, BRKAARAEHENSE, BEHLinuxEES2T 20155271,

Incorrect. Hyperledger is not a public blockchain network and it was set-up in 2015 by Linux
foundation.

IEff, BREAZE— M ABEFRINMLE, FUTLIFSBATEIZECHIDLT, (3: A, $445)
Correct. Hyperledger is a private but open-sourced network and therefore helps people to
spin up their own DLT. (Literature: A, Chapter 4.4)

R, BRKAFHABINZ LIS RERRIIRTRIEZE M.

Incorrect. Hyperledger does not utilize the cryptocurrency mechanism as rewards and for
security.

IR, BRIKAAERPoSILREE,

Incorrect. Hyperledger does not use the PoS consensus algorithm.
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What is the best use case for smart contracts?

A)
B)
0

D)

A)

B)

9]

FRAAISRE (Al) BEGZEIRINSREFCBNL

Digitalize and automate legally binding contracts using artificial intelligence (Al)
FRAMZEHEERARPEEHNITEN

Enforce the execution of contracts in the legal system using cryptocurrencies

BRI S LFRITRE T B S HHBIR B s

Ensure automatic payments by predetermined actions or events in insurance contracts
BRERNERESLTS, AIEHRRE REISESE

Extend the Bitcoin blockchain, the best-known smart contract platform, to the judicial system

iR, BREAYBRARAREE, FAEIMREE,. NFMNEREFNT. 5—HmE, BEEEEAR
PEEZHREIPEIEARTERFITH. KSHERSLUREERARS. AINEEEATLI—E
M, BXARRIFAIAME.

Incorrect. Smart contracts are created by developers and enforced with Boolean logic,
mathematics, and encryption. A legally binding contract, on the other hand, is created by a
lawyer and enforced by a judicial system. Most smart contracts are not legally binding. Al and
smart contracts might be used together, but this is not the best use case.

iR, AESREBREERAEGNT, BII5EREEIEHEERE. NRERTEEANKAESR
<, BERERSFATS, BEUREERIARETEHALE, NERSTLUBIMNKFAPEE, %3
ENRE, THEINSER. FENSREEHEEEEFNAIAKERRN, ABEERE—MEELI,
MREHITIRHERERI, WEREFEFTEEEMNER,

Incorrect. Legal contracts are enforced by a judicial system; they do not have the same
limitations as smart contracts. If a court order to pay somebody is violated, even in a civil
lawsuit, it is possible to be charged with contempt and go to prison, or funds can be
automatically withdrawn from an account. Laws are more flexible, and software is more rigid.
Laws and contracts are interpreted by people who have legal options. Code is usually only
interpreted one way, and if it executes unexpectedly it means there is a bug that needs to be
fixed.

IEE%% RUEESLETURRENIRE S, NRSE FERIA T ER, RESEIRE. (CHm:
A, 3B515)

Correct. A farming smart contract can ensure insurance payments are made automatically. If
the temperature goes down and damages crops, the farmer will receive payment. (Literature:
A, Chapter 5.1)

D) $HiR. LUAFHXIRGERIERESLISAAN, ERIEHSTMNSEIARPETR T BiIaIelE. M

FHIEREELIERRIERTBER "B(F" (opcode) , XZEKEFEE (Peter Todd) fELUIFTAUHE
i (BIP) 65F5| \AY,

Incorrect. The Bitcoin blockchain is less known for smart contracts, but the white paper that
originally proposed the Bitcoin network alluded to their creation. Smart contracts on Bitcoin
use what is known as "opcode” , which was introduced by Peter Todd as Bitcoin
Improvement Proposal (BIP) 65.
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In

A)

B)

9]

D)

A)

B)

9]

D)

which scenario is a smart contract the best solution to the problem?

—NBEREIE TR R R bR B B RIB T IRR 2,

A bartender wants to force customers to pay for their drinks by transferring cryptocurrency to
his wallet.

—(IEEVSE R MRS RE R AIS R EFEN A IRYRTT BT EANYLE,

A chief financial officer wants her smart watch to notify her when her partner enters their front
door.

— RN BB EENMEIAEITUE S XA LB S,

An energy company wants to automatically buy power when the price reaches a
predetermined rate.

— MR A BEHEEEZLIBANRENBR FTAKELR.

An insurance company wants to pay out a farmer whenever the case manager feels it is best
to do so.

iR, EXMERT, EREaNFA2ER. e BER—HTRNAES.

Incorrect. This is not a scenario in which a smart contract would be useful. Smart contracts do
not force another party to release funds.

HiX, BRENEMAORSHZIENELN, EXMERT, REE "1, BEERESOFERTFHIRR
Hﬁo

Incorrect. A smart contract is a contract between two or more parties. In this scenario, there is
no second party and therefore a smart contract is not the best solution for this.

IEff, XIEREREALIEIFRI—MRIFIZRG. (OL8t: A, 35.15)

Correct. This is a good example of a smart contract being useful. (Literature: A, Chapter 5.1)
tix, SRESAHETCHENSMHRL. ARNNHERBHIEERERSINRESN, BAXTR
Sl aae =R

Incorrect. Smart contracts get triggered by predetermined events. The willingness of a
company to pay is not an optimal way to use a smart contract, because this does not
automatically trigger the code.
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What are DApps designed to do?

A)

B)

9]

D)

A)

B)

9]

D)

IS N PR PRI (E R SSIB B TE RS LY

Execute smart contracts with the business logic in the front-end of a standalone application
XEEINZET, TERIGEXIEATHIBRATIRERSR

Manage cryptocurrencies only, without any embedded voting system for governance of the
blockchain

EXIEME (P2P) LEiTNARER, KBEREENNEATEY RSN BRI

Run applications on a peer-to-peer (P2P) network expanding smart contracts beyond simple
value transfer

FHES N AR TR DTN RER, ERE N aiErntE

Support applications that run on multiple public cloud providers avoiding any vendor lock-in
and fraud

iR, BReAIERS, BERADAppH—/NES

Incorrect. Smart contracts are the backend and often only make up a small part of a DApp.
fHiR, DAppiRERINEED A=A 1) BEWSHDApp; 2) FIAVSEHTFEMBA (Fia0, I
X%) THFEERIDApp; 3) EIXERApp, GINRERS., BEEMARFRA "EROMEERRER" | &
FEEFRADAO

Incorrect. DApps are divided into three broad categories based on their function: 1) DApps
that manage money; 2) DApps that utilize money but are built for another purpose, such as a
game; 3) Apps for governance, such as a voting system. These governance applications are
called “decentralized autonomous organizations” which is normally just shortened to DAOs.

IE#, DApp &S YIRIER EEABIR T EERAIAZIBZ EIRIMER, DAppHERESLIMEE, B

ﬁﬁ%ﬁ%ﬂﬁﬁ% (Plinz£ER) , ARBEAITARSENS SEELEMNEPIHITRE, (X
L. A, 35.35)

Correct. DApps expand smart contracts beyond simple A-to-B value transfers. DApps are built

with smart contracts but use other services such as secure messaging and often allow an

unlimited number of participants to interact within a given rule set. (Literature: A, Chapter 5.3)

Hix. DAppEfsEP2PRBMAFRENRE LiZTHNARER. DAppdLIRTER. . HRLANE

AT LA E R AP SRR A,

Incorrect. DApps are applications that run on a P2P network instead of a single system. DApps

can be tools, programs, games, and more that connect users and providers directly.

EXIN Blockchain
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EHOMEBIRER(DAO)RIERRMHA?

What is the role of a DAO (decentralized autonomous organization)?

A) BIEEERN AR TIMERRART BT ARBREIT-REREER
Address the principal-agent dilemma with collaboration and acceptance of actions within
agreed rules
B) FRAABEERINEZZARAZ HENELE AN
Embed regulated online smart contracts with the current judicial system, using public
blockchains
C) RUAERNELERSY, THRIPEBINLAIBEE
Offer complex online smart contracts without any link to tangible and intangible offline assets
D) RH—IFABRELNTE, AFYUELTE LEiTEAELNRER
Provide a private blockchain contract platform on which users can run their online
applications

A) IEHi. SIEDAOESRATHREFFPAEN "SEEER" , ZEREEREE, Z— K
BA" RS —MEAMERE, (B2ZREBSAN I MHREIAIRERLE. "“REA"
ANEREEANIXG, EAhEhr EHAFRBRRENNKRA. Ok: A, $548)

Correct. The concept of a DAO was created to address what in economics is referred to as the
“principal-agent problem” . The principal-agent problem is a dilemma that occurs when an
"agent” can make decisions on behalf of another agent but is influenced by their own self-

interest. The "agent” may choose to take more risk, because they do not actually carry the

cost of that risk. (Literature: A, Chapter 5.4)

B) tHix. DAORIRHZFITNRERIZRMR N ABFIAREMAIRIE.

Incorrect. The code and capabilities of DAOs do not absolve individuals from complying with

regulations and laws.

C) iEiR. DAOBEIHERESNFRIBIIMNIZT. BMNx2EEIF, (EULEEBLE S, flnmsit
PR BARIR.

Incorrect. DAOs run through rules encoded within their smart contracts. They live completely

online but can govern assets that are offline, like real estate or natural resources.

D) #iR, ATE AR TDAO, HhafEttasm, LIKY). FactomZE, DAORMNRAHWE, Bfila]
AT EESMREIARER, NG, KERE, EEBA.
Incorrect. All public blockchains are DAOs. These include Bitcoin, Ethereum, Factom, and
others. DAOs can be more than public networks. They can be used to manage all types of
human organizations such as corporations, investment funds, or even governments.
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KRG AT T B RIP B D8RR £?

How can blockchain technology best help securing identity data?

A)
B)
0

D)

A)

B)

0

D)

BEAFIRS S IR LZ S HIRFERRIRE=SNTA

By eliminating third parties through providing secured-data storage at a user’ s server
BB RREIERISTHRFERAE. IFFaIfE

By encoding all the health data and save it on a private and permissionless blockchain

B FEANEE AR S RN R RAIEEE

By protecting data that has been submitted on the internet using a cryptographic algorithm
REN AR E B MAKE I AR B M AISCRREUE

By providing information personal data without disclosing the actual data that proves it

iR, EAPRSSHREAXRERNIREEN., KEENZE— TP MIUIKA.

Incorrect. It makes no sense to use a blockchain at the user’ s server. Blockchain is supposed
to be a distributed ledger.

iR, EIRTUR LN ASIERTRIEEAEN, RAIRTURNTEERE.

Incorrect. Encoding personal data at a permissionless blockchain makes no sense as a
permissionless blockchain is not well-enough secured for this.

IR, RIPEEEERM _ ERZAEEELEN, BANZEETEEERIA.

Incorrect. It makes no sense to protect information that has been submitted on the internet
before, as it might have been compromised already.

IEffe, IRAHEEMAKELREIEEXRENERIEEC—, (XBl: A, $6.18)

Correct. Providing information without disclosing the actual data is one of the important
functions of a blockchain. (Literature: A, Chapter 6.1)
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%
W
A)
B)
0

D)

A)

B)

0

D)

XRGERESHYIER (loT) SEERIUNMBERMTA?
hat is the value of using blockchain networks with Internet of Things (IoT)?

PR RGEFR P IRFERHIE B S 3A

Allowing blockchain users to follow self-driving cars and access these cars
(FRATAEE X RGE YRS 5B E IR T

Avoiding a spoofing attack using the secured identity that is stored on a blockchain
SRR BTz, RIABA L TFuf#iReRR

Enabling software that programs itself to solve problems without human intervention
FRBRIKAFabriciZH fRREBERMERATTTE

Solving expensive and complex calculations using Hyperledger Fabric mining

iR, XERENEREN, BifSSESaZIBFIRNEHESNE. SIS A8EEFAR
FAX HREEFRIP o TIREHIA,

Incorrect. This would be a dangerous situation where self-driving cars would be open to
spoofing attacks or hacks. There are many companies developing technologies that utilize
blockchain to protect loT devices.

IEffg, loTHLARIBX Ut SMHIILEFHIRKE, URBEhERA—a8RERERT, N5
RS R MREL. (OBt A, 556.38)

Correct. loT can utilize blockchain secured identity to prevent a spoofing attack where a
malicious party impersonates another device to launch an attack to steal data or cause some
other disorder. (Literature: A, Chapter 6.3)

IR, XEXREMESATERE (Al) SSHNME.

Incorrect. This is the value of using blockchain networks with artificial intelligence (Al).

HiR, BRWAFabrich NMFESH . FEMEARRM T —MBRSE, TSRS I 5854
BES., B FEENTERSOINNITAIN, FRETEREVNEE. RiElt. EEENIRet. B
PERIFEISH ENMmRER. EFXMARTE,

Incorrect. There is no mining in Hyperledger Fabric. Matrix Al is providing a solution that
makes it easy to combine machine learning and smart contracts. The platform modifies how
smart contracts are executed, and improves their speed, flexibility, ease and security. Matrix
uses its mining power to solve expensive and complex Al computations.
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XIRGERASEIL 7 =M.

EROMETHEEAEFLL?
Blockchain technology has made decentralized marketplaces possible.
What is a benefit of a decentralized marketplace?

A) BETHRERA, FEEERRTHEETRE.
It is based on open-source technology, so it can be used without any investment.
B) EEHTENFIEMAUEE, EalLASREFHERE.,
It is not under a paid license to operate and therefore it is managed better.
C) AFERAMZLET, BRRAEXNRIE, mMEIFESZE.,
It is relatively cheap due to the use of cryptocurrency and is very accessible.
D) BT ERESY, BEAMENRINEE, fiXxideeh, LIRAEHHE,

It is tamper-proof, resilient to being shut down and trustworthy due to smart contracts.

A) BiR. ERFRRATEHERERERA. Wi, FIFTERNKRGEERETFIRAT.
Incorrect. The use of open-source technology does not determine whether investment is
needed. Moreover, not all blockchains are based on open-source code.
B) f{HIR. FKE(IBHIFANEARERE - mIEIRFIA,
Incorrect. Being under a paid license does not determine whether a product is managed well.
C) iR, EPOUHIZRIAAA—ERTEM .
Incorrect. It is not necessarily true that decentralized marketplaces are cheaper than other
marketplaces.
D) IEE%% XIRHEATHREMAHZECHRANS, TER=LAREHMEERNZS. (0E:
A, 36.55)
Correct. The blockchain ensures that everyone is who they say they are and secures the
transfer of value, without the need for a third party. (Literature: A, Chapter 6.5)
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XIRGEAN RIS E R 5% ?

How does blockchain improve supply chains?

A)
B)
0

D)

A)

B)

0

D)

B Bah I ZBIRYER Z Y

By automatically creating trade agreements between two parties
BT eNEFU iz T M S

By creating safe centralized marketplaces to trade goods on
BERERXERNAEED

By stabilizing the national currencies of the countries involved

B RGBT AN

By transferring tokenized ownership through a software system

Hix. BRZMNARIENERSE), BEERXPREETECIZRZINN,

Incorrect. Trade agreements can be programmed into smart contracts, but blockchain does
not create these.

iR, XREERTLIEE IR Mg e, ERATERSEtIEES T,

Incorrect. Blockchain can help making decentralized marketplaces more secure, but it
definitely does not help to create centralized marketplaces.

iR, KPRGERBTREAREL.

Incorrect. Blockchain does not help stabilizing national currencies.

IEffs, XRGERTLUNBIS AR BB ESEIE AN (@ A, 87.15)

Correct. Blockchain can transfer value, or tokenized ownership through just a software system.
(Literature: A, Chapter 7.1)
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HINRERMEERRS (MAS) SREREATIRIG(F.

W HEEUG T ARH?

The Monetary Authority of Singapore (MAS) and blockchain company R3 partnered
together.

What did they achieve together?

A)
B)
0

D)

A)

B)

9]

D)

Bl T SRS LIFNIRE™D

The creation of smart contracts and stable coins

(R 7 IRITIEH RS

The facilitation of interbank transmission of messages

AEZR X RENEIREI TS

The first interbank payments without limitations of time zones
AR AINEZ AR

The launch of wire transfers using cryptography

Hix. EverexZ257EREANNIRENIR, LSHFEIAIFRIRITHIEF I,

Incorrect. Everex is involved in the development of smart contracts and stable coins to
support the digital currency initiatives of commercial and central banks.

Hix, RERITSRIEBENS (SWIFT) RSIKNEEM IR RASHERTIR, REIZMNER
¥wRe, EREHETRITEREEER, BRUATFRITHITERBE, WME 7 BRI,
Incorrect. The global network for the Society of Worldwide Interbank Financial
Telecommunication (SWIFT) became the entity responsible for most international payments.
Although it does not move money, the network facilitates the transmission of messages
between banks, effectively allowing banks to get in direct communication to make the
international money transfer process easier.

IEffs, MASSXBGEATIRIGIE, 20165FBXRERAT T EREITSZ Y. 1ZIMERA, RITH
DEXIERZHER, AEZHNEMEAERE. Ok A, $7.28)

Correct. The MAS partnered with blockchain company R3 and conducted the first interbank
payments using blockchain technology in 2016. The project showed that banks could transact
and settle round-the-clock and were no longer limited by time zones and office hours.
(Literature: A, Chapter 7.2)

HiX, PBEGLCSK (Western Union) BZfakfn THIC, HSIEEITRERME, SN ABSEARERY
TR, BRtHBERERBREREE. AKCRINAESAHSMNAL.

Incorrect. Western Union was founded, and they launched the wire transfer. This process uses
electronic funds transfer from one person or entity to another through its telegraph network,
effectively helping to move money within and across borders. Western Union still handles the
majority of personal remittances globally.

#i2t#£% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 53

EXIN Blockchain



=%IN

36 /40
AR EEHFEM?

What is digital fiat currency?

A) KFE—NERMBHEENEHROEFN

A digital form of currency, that represents a country’ s financial reserves
B) —Mel@iERRLER RS HIZRIEFED

An e-currency, that creates a transparent and borderless debt market
C) — MR IRITIKFRIET TR ZHIEL RS

An online system, that enables making transactions without a bank account

A) IEf, FEHFEDREFEEREMIETIE N, BFAEEMEBIERTMEE. OH: A, $
8.1%)
Correct. Digital fiat currency is defined as the representation in the digital form of a currency
of a particular nation and is issued and regulated by the competent monetary authority of the
country. (Literature: A, Chapter 8.1)

B) R, FEHFEMSHRSHIHLK.
Incorrect. Digital fiat currency has nothing to do with debt markets.

O) HiR. FEHFEMNERTHFERITKFNA. BFNHNRERECIRER, MAFTARZ.
Incorrect. Digital fiat currency works only for people with a bank account. It is aimed at
international payment balance, not individual transactions.

37 /40
KRER AR R 357

How does blockchain technology benefit the insurance industry?

A) BRTEREEIPINGAMEER, N> TFHE

By avoiding compliance requirements of national authorities, which reduces overhead

B) R 7 EURAVERRMEAISCIVNGYRIE Bt MTIRRET pA

By ensuring accuracy of data and automating micro insurances, which reduces costs
C) SINTEFPIIRIEAIREE, NMIEINFIE

By introducing flexible premiums to be paid by customers, which increases profits
D) RETHFFION, MiEH 7R

By setting up a digital mode of payment, which simplifies claims settlement

A) iR, XRGEEHNBIETIEFEE.
Incorrect. Blockchain activities must comply with legislation and regulations.
B) IEffs, XIRERAGREATREGEAMENETFRHESMNE. OOk A, $838)
Correct. Blockchain technology enables insurance companies to provide more value to the
contacts they already have. (Literature: A, Chapter 8.3)
C) HiR. XRBFHFRENEFRE.
Incorrect. Blockchain does not define the premium for customers.
D) iR, XBUEHREX ARG ATHITRAITTT.

Incorrect. Blockchain does not define the mode of payment to the insurance company.
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XRGERAUTEE BHRIPATRFR(IP)?

How does blockchain technology help to protect intellectual property rights (IP)?

A)
B)
0

D)

A)

B)

0

D)

ERITFRFEIPRZEETEEESAF.

It allows a user to include IP transactions in smart contracts.
EAFREFICREMFH R,

It allows a user to record an event and establish the timeline.
ERFRAFIERREGEAIIE.

It allows a user to record the creation of software packages.
ERITFRRRIER ZTIIREIPFRIER.

It allows a user to send a transaction and receive IP ownership.

iR, SREAARIANAORSHZENAELSH. SeeaIREFMUEEEHIPTEATHIRIE.
Incorrect. A smart contract acts as an online contract between two or more parties. Smart
contracts are digital agreements or sets of rules governing the IP access.

IEffg, IPRUEMEATAIRS, "EEGARHRETHA" | F—MITESHNANENEEHEXIE
E’\Jf‘%ﬂkﬂ%ﬁo FIRXBRETLBER N EPEEEN ARAFE, F=ATLIHZESHTIRIE. (X
#k: A, 584E)

Correct. IP is grounded in a concept of fairness, “who did what when” and the first person
that did something should have the right to the commercial benefit for those efforts. Using
blockchain, it is possible to establish that something existed at a given point in time and third
parties can verify that information. (Literature: A, Chapter 8.4)

iR, KPRGERABTICRAXIPEIENEH

Incorrect. Blockchain technology is used to record an event regarding creation of an IP.

HiR, (NRERZ AR REHHALIPETEL,

Incorrect. It is not possible to establish ownership over an IP by simply sending a transaction.
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Bp—IE T B R X SRR FRRYZE?

What is an example of how a government is actively promoting the use of blockchain?

A)

B)

9]

A)

B)

9]

FEEET —MEEDE, AIHIETIEEX S RIS, HeESENINESD.

China has created a regulatory sandbox that allows them to closely monitor the experiments
in blockchain mining and create their own cryptocurrency.

Z VR FEEBIN (e-Residency) 4, HFAR HHABEEBERN LFIEREAEEE EAAIAER
BILAER.

Estonia offers e-Residency software, which is available to anyone in the world interested in
operating a business online and from within the European Union.

N ERMEERB(MAS) IEEER S UK A B (DLT) J9tRI TR BIiEh RIR TEF 51

Singapore’ s Monetary Authority (MAS) is creating central bank digital money for payments
between banks using distributed ledger technology (DLT).

tHix. PEIRABCHINEL

Incorrect. China does not have its own cryptocurrency.

Hix, BRI ATELRSHEL THFSMIE, HEAS—MEHEFREENNERREHR T 2RSMR
5. MENENET — M B, HFR HEEIENEEN _ EMEIREEE RV AIAERTLAER. 2AMm,
EFREENAARS IR, BOAMUNEERE XRERA.,

Incorrect. Estonia launched digital ID cards for online services and has offered citizenship as a
service by being the first country to offer e-Residency. They create a digital identity, available
to anyone in the world interested in operating a business online and through the European
Union. However, the e-Residency is not software that is distributed. It is also not solely
promoting blockchain technology.

IEffs, MASIEfEERS UK ARA IR P RIRITEHF M. ZIMBRNE—MRIGT20165, fiNiE
AT ER IR TRITHIERETHINEIT (SGD) RUBIEHITEIMIRITIASITAIEE]. (OI8k: A, 5%
9.2%)

Correct. The MAS are creating central bank digital money using DLT. The first phase of the
project started in 2016 where they proved the ability to conduct a domestic inter-bank
payment using a central bank-issued Singapore Dollar (SGD) equivalent token. (Literature: A,
Chapter 9.2)

#i2t#£% EXIN Blockchain Foundation (BLOCKCHAINF.CH) 56

EXIN Blockchain



=%IN

40/ 40
P 2B X SSERIA AN B B S EERRA?

Why is blockchain described as the technology that adds a layer of trust to the internet?

A)

B)

9]

D)

A)

B)
9]

D)

XRGERIFN ARG —E T, MAEEEESEEZE.

It allows individuals and groups to work together without having to trust each other or
establish authority.

XEREBCIEM S S Z BRI ERMNE (VPN) BB, LA T,

It creates a dedicated virtual private network (VPN) tunnel between two or more parties to
carry out online fund transfers.

XERFERM T —FE, EBURFETLARIE B CRIEESF IRMRAELY LM,

It provides mechanism for the government to create their own digital fiat currency as a
replacement of physical currency.

XEBRIM T ZERSHWIE, T LS ENERIIZEMRZZICR,

It provides multifactor authentication to create and update records of cryptocurrency
transactions securely.

IEff, XBGERIFDA. BURFIEW LA RIS N EE, ARELEMEE. FraFisE.
(3Z#k: A, 59.45)

Correct. It allows for individuals, governments, and businesses to work together in a fair and

open manner, without first establishing trust, ownership, and authority. (Literature: A, Chapter

9.4)

R, VPNARXKREER AN,

Incorrect. VPN is not an application of blockchain technology.

R, AEHFEMRERRERANNEZ—,

Incorrect. Digital fiat currency is one of the applications of blockchain technology.

HiR, KREERCKFIRIIZE R RETRM T AT BB,

Incorrect. Blockchain technology makes use of cryptographic hash functions to provide the

trait of immutability.
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A% BE [0 =F 3
1 C 21 C
2 C 22 B
3 C 23 B
4 C 24 D
5 D 25 C
6 B 26 B
7 D 27 C
8 A 28 C
9 D 29 C
10 A 30 A
11 C 31 D
12 H 32 B
13 C 33 D
14 D 34 D
15 D 35 C
16 C 36 A
17 A 37 B
18 C 38 B
19 C 39 C
20 A 40 A
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