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Introducao

Este é o exame simulado EXIN Privacy & Data Protection Foundation (PDPF.PR). As regras e
regulamentos do exame do EXIN se aplicam a esse exame.

Esse exame contém 40 questdes de multipla escolha. Cada questdo de multipla escolha possui
um certo ndmero de alternativas de resposta, entre as quais apenas uma resposta é a correta.

0 nimero maximo de pontos que pode ser obtido nesse exame é 40. Cada resposta correta vale 1
ponto. Vocé precisa de 26 pontos ou mais para passar no exame.

0 tempo permitido para esse exame é de 60 minutos.

Boa Sorte!
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Exame simulado

1/40
Qual é arelag@o entre privacidade e protegcao de dados?

A) Protecgdo de dados e privacidade sdo sinénimos e tém o mesmo significado.
B) Protecdo de dados é a parte da privacidade que protege a integridade fisica de um individuo.
C) Protecdo de dados refere-se as medidas necessdrias para proteger a privacidade de um individuo.

2/40

No sistema juridico da Unido Europeia (UE), diferentes ferramentas sao utilizadas para atingir
varios objetivos. Algumas dessas ferramentas sdo vinculativas, enquanto outras permitem que os
Estados-Membros da UE decidam como utiliza-las, oferecendo-lhes flexibilidade.

O GDPR permite essa flexibilidade?

A) Sim, porque se trata de uma diretiva que estabelece objetivos para os Estados-Membros da UE e
define medidas nacionais.

B) Sim, porque é uma recomendagado que da conselhos sem outras obrigagdes juridicas especificas.

C) Nao, porque é uma decisdo vinculativa apenas para partes especificas e ndo para todos os Estados-
Membros da UE.

D) Nao, porque é um regulamento que se aplica a todos os Estados-Membros da UE e é diretamente
aplicavel.

3/40
Como o GDPR define dados pessoais?

A) Qualquer informagéo relacionada a um residente do Espago Econémico Europeu (EEE)
B) Qualquer informacgao relativa a uma pessoa fisica identificada ou identificavel
C) Dados diretamente relacionados a uma pessoa fisica identificada ou identificavel

D) Dados que revelem as origens raciais ou étnicas de uma pessoa, suas crengas religiosas, condigbes
de saude, vida sexual ou orientacao sexual

4/40
De acordo com o GDPR, qual é a definicdo de tratamento de dados pessoais?

A) Qualquer operagdo que possa ser realizada com dados pessoais
B) Qualquer operacdo que possa ser realizada com dados pessoais, exceto exclusdo e destruigao

C) Apenas operagbes nas quais os dados pessoais sejam compartilhados ou transferidos de qualquer
modo

D) Apenas operacdes nas quais os dados pessoais sejam usados para as finalidades para as quais
foram coletados
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5/40
O GDPR define alguns dados pessoais como dados de categoria especial, por vezes
denominados "dados sensiveis”.

Qual é um exemplo desse tipo de dado?

A) Uma coleta de enderecos de e-mail profissionais de funciondrios
B) Um registro genealdgico dos ancestrais de uma pessoa

C) Uma lista de pagamentos efetuados com um cartao de crédito
D) Uma lista de enderegos dos membros de um partido politico

6/40
Uma das fungdes descritas no GDPR é definida como:

Uma pessoa fisica ou juridica, autoridade publica, agéncia ou outro érgdo que, isoladamente ou em
conjunto com outras partes, determina as finalidades e os meios de tratamento de dados pessoais.

Qual fungéo é definida aqui?

A) Controlador

B) Operador

C) Autoridade supervisora
D) Terceiro

7/40
0 tratamento de dados pessoais deve ser legal. Uma empresa coleta dados pessoais de seus
clientes.

0 que é sempre necessario para um tratamento legal ao se coletar dados pessoais?

A) Pedir permissdo a autoridade supervisora para o tratamento
B) Documentar uma base legal para o tratamento dos dados pessoais
C) Implementar um cédigo de conduta descrevendo a natureza do tratamento

8/40
De acordo com o GDPR, o controlador deve manter um registro de todas as atividades de
tratamento.

Qual registro nao é obrigatério de acordo com o GDPR?

A) Um registro de todas as medidas técnicas e organizacionais implementadas de todos os operadores

B) Um registro de todo o tratamento pretendido, juntamente com as finalidades do tratamento e as
justificativas legais

C) Um registro de violagdes de dados com todas as caracteristicas relevantes, incluindo notificagdes
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9/40
Um dos sete principios da protecdo de dados desde a concepgéo (by design) é a funcionalidade
total — soma positiva, ndo soma igual a zero.

Qual é a esséncia desse principio?

A) A protecdo de dados coexiste com a seguranga para criar uma situagao vantajosa para todos, que
acomoda legitimos interesses juntamente com a privacidade.

B) A protecdo de dados inclui informar os titulares dos dados sobre as formas como seus dados sédo
tratados, o que ajuda os titulares dos dados a manter o controle.

C) A protecdo de dados esta incorporada na arquitetura e no design dos sistemas, o que a torna uma
funcionalidade essencial.

10/ 40
Qual é uma descrigdo de prote¢édo de dados desde a concepgéo (by design) e por padréo (by
default)?

A) Uma abordagem que implementa a protecdo de dados desde o desenvolvimento
B) Uma indicagdo de prazos caso o tratamento esteja relacionado a apagamento
C) Os dados sé podem ser coletados para finalidades explicitas e legitimas

D) Nao manter mais dados do que o estritamente necessario para o tratamento

11/40

Para planejar o tamanho da area de estacionamento necessaria, um governo local monitora e
salva o nimero da placa de cada carro que entra e sai do centro da cidade. Pela comparagéo dos
hordrios de entrada e saida das placas, é calculado o nimero de carros presentes a cada
momento de cada dia.

Foi obtida uma permissao para coletar dados sobre o nimero de carros presentes no centro da
cidade. A cada més, é gerado um relatério detalhando o nimero médio de carros presentes no
centro da cidade em momentos especificos para cada dia da semana.

Em todas as entradas no centro da cidade, um cartaz explica com clareza quais dados sao
coletados por quem, a finalidade do tratamento e o fato de que os nimeros das placas serao
armazenados em seguranca por até dois anos, porque as medigdes serdo repetidas no ano
seguinte.

Qual principio basico do tratamento legal de dados pessoais é violado nesse cenario?

A) Os dados pessoais devem ser coletados para finalidades especificadas, explicitas e legais e nao
devem ser tratados adicionalmente.

B) Os dados pessoais devem ser mantidos de modo que permita a identificagdo dos titulares dos dados

por um periodo ndo maior do que o necessario.

C) Os dados pessoais devem ser tratados de modo que garanta a segurancga apropriada dos dados
pessoais.

D) Os dados pessoais devem ser tratados de modo transparente em relagéo ao titular dos dados.
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12/ 40

Apds o cumprimento do objetivo original, o tratamento adicional é permitido em alguns casos
especificos, desde que sejam adotadas salvaguardas apropriadas aos direitos e liberdades dos
titulares dos dados.

Para qual finalidade o tratamento adicional nao é permitido?

A) Para fins de arquivamento por interesse publico
B) Para fins comerciais e de marketing direto

C) Para fins estatisticos em geral

D) Para fins de pesquisa histérica ou cientifica

13/40

Uma organizagao fornece sua declaragéo de privacidade em varios idiomas e formatos, incluindo
online, impresso e em audio, para garantir que todos os titulares dos dados possam acessa-la e
compreendé-la.

Qual direito do GDPR essa pratica apoia mais diretamente?

A) O direito ao apagamento, porque os titulares dos dados sdo auxiliados a compreender que tém o
direito de excluir seus dados a qualquer momento.

B) O direito a oposicgao, pois os titulares dos dados podem se opor ao tratamento de forma melhor
quando compreendem totalmente a declaracao de privacidade.

C) O direito arestricdo, pois os titulares dos dados sdo informados sobre os objetivos da empresa e as
bases legais para o tratamento.

D) O direito a transparéncia das informacgdes, comunicagdes e modalidades, porque os titulares dos
dados sdo auxiliados a compreender o aviso de privacidade.

14/ 40
Qual direito do titular dos dados é definido explicitamente pelo GDPR?

A) Uma cépia dos dados pessoais deve ser fornecida no formato solicitado pelo titular dos dados.
B) O acesso aos dados pessoais deve ser fornecido sem custo para o titular dos dados.

C) Os dados pessoais sempre devem ser alterados mediante solicitagédo do titular dos dados.

D) Os dados pessoais devem ser apagados sempre que isso for solicitado pelo titular dos dados.

15/40

Um individuo compra um terno e fornece a loja o consentimento para utilizar seu endereco de e-
mail para publicidade. Quando chega em casa, ele pede que a loja apague todos os seus dados
pessoais e pare de lhe enviar e-mails.

De acordo com o GDPR, o que a loja deve fazer?

A) A loja ndo deve excluir nenhum dado pessoal desse individuo, pois as informacdes sobre as vendas
devem ser retidas.

B) A loja deve excluir todos os dados pessoais desse individuo para os quais a base legal é o
consentimento.

C) Alojadeve excluir os outros dados pessoais desse individuo, mas pode continuar a enviar e-mails.

EXIN
Privacy & Data
Protection

Certified by
=XIN

Exame simulado EXIN Privacy & Data Protection Foundation (PDPF.PR) 8



=%IN

16/ 40
Um individuo recebe regularmente ofertas de uma loja onde ele fez compras cinco anos atras. Ele
quer que a empresa pare de enviar ofertas e exclua seus dados pessoais.

Qual direito do titular dos dados esse individuo esta exercendo?

A) O direito ao acesso

B) O direito a objegdo

C) O direito aretificagédo

D) O direito a restricdo do tratamento

17/ 40
Uma empresa utiliza inteligéncia artificial (IA) para analisar cartas de candidatura a empregos e
decidir automaticamente se ira convidar os candidatos para uma entrevista.

Qual direito do GDPR é mais relevante para esse cenario?

A) O direito de ndo estar sujeito a uma decisdo baseada exclusivamente em tratamento automatizado
B) O direito de apresentar uma reclamagédo a uma autoridade supervisora

C) O direito arestrigdo do tratamento

D) O direito a transparéncia das informacgoes, comunicagdes e modalidades

18/40
Dados pessoais devem ser coletados para finalidades especificadas, explicitas e legais e ndo devem
ser tratados adicionalmente de um modo incompativel com essas finalidades.

Qual principio do tratamento de dados é descrito aqui?

A) Exatidao

B) Minimizagéo de dados

C) Legalidade, lealdade e transparéncia
D) Limitacéo de finalidade

19/40
O GDPR descreve o principio de minimizagéo de dados.

Como as organizagdes podem estar em conformidade com esse principio?

A) Aplicando o conceito de privilégio minimo aos dados pessoais coletados, armazenados ou de outro
modo tratados

B) Limitando os direitos de acesso aos funcionarios que precisarem dos dados pessoais para as
operagdes de tratamento pretendidas

C) Limitando os tamanhos dos arquivos, salvando todos os dados pessoais tratados no menor formato
possivel

D) Limitando os dados pessoais aquilo que for adequado, relevante e necessario para as finalidades do
tratamento
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20/40
O GDPR faz referéncia aos principios de proporcionalidade e subsidiariedade.

0 que subsidiariedade significa?

A) Os dados pessoais devem ser coletados para finalidades especificas, explicitas e legitimas e ndo
devem ser tratados adicionalmente.

B) Os dados pessoais devem ser mantidos de modo que permita a identificagdo dos titulares dos dados
por um periodo ndo maior do que o necessario.

C) Ao tratar dados pessoais, o controlador sé recolherd os dados necessarios para a finalidade.
D) Ao tratar dados pessoais, os meios utilizados devem infringir a privacidade o minimo possivel.

21/40
Qual é a finalidade da Gestéo do Ciclo de Vida dos Dados (GCVD)?

A) Avaliar se os dados devem ser tratados como dados pessoais ou dados normais

B) Assegurar que os dados pessoais sejam excluidos assim que ndo houver mais base legal para reté-
los

C) Gerenciar o fluxo de dados em uma empresa em conformidade com o GDPR

22/40
Qual é a principal utilizagdo de um cookie persistente?

A) Garantir que os dados pessoais do usudrio sejam armazenados com seguranga no servidor

B) Personalizar a experiéncia do usuério do site durante uma préxima visita

C) Registrar cada tecla pressionada por um usudrio de computador para descobrir senhas

D) Salvar as pdginas que um usudrio marcar como favoritas no histérico de navegacéo do usudrio

23/40

Uma instituicao de caridade de resgate de gatos possui muitos doadores. Eles processam os
dados pessoais desses doadores, a fim de manter registros tanto para fins fiscais quanto para
doadores recorrentes. Todos os doadores deram o consentimento para esse tratamento.

A instituicdo de resgate de gatos deseja utilizar um sistema de inteligéncia artificial (I1A) para
agradecer automaticamente aos doadores recorrentes, enviando-lhes videos de seus gatos
favoritos. O sistema de IA também enviard um e-mail aos doadores néo recorrentes, informando
que mais gatos precisam de ajuda e sugerindo doagbes mensais.

Qual principio do GDPR é especialmente importante para esse sistema de |A?

A) Exatidao, porque a organizagao de resgate de gatos deve garantir que o sistema de IA associe
adequadamente os videos de gatos aos doadores para obter os melhores resultados e aumentar as
doacgdes a longo prazo.

B) Anonimizagéo, porque a organizagao de resgate de gatos deve garantir que o sistema de |IA nédo
tenha acesso a dados pessoais em um formato que torne os doadores reconheciveis.

C) Legalidade, porque a organizacédo de resgate de gatos ndo é um negdécio, o que torna mais dificil
encontrar um legitimo interesse para que o tratamento seja necessario e legal.

D) Transparéncia, porque a organizagao de resgate de gatos deve informar claramente os doadores
sobre como seus dados sé@o usados e dar a eles a chance de se oporem caso a finalidade original
seja alterada.
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24/40

Uma empresa utiliza inteligéncia artificial (IA) para otimizar seu processo de aprovacao de
empréstimos. Os requerentes de empréstimo preenchem um formulario online. O sistema de 1A
analisa essas informacdes e decide automaticamente se uma pessoa se qualifica para um
empréstimo e quanto ela pode pegar emprestado. Esse processo é mais rapido e eficiente do que
os métodos tradicionais, permitindo que a empresa processe um nimero maior de solicitagdes
rapidamente, sem a necessidade de intervengdao humana.

De acordo com o GDPR, o que essa empresa deve fazer?

A) Anonimizar os dados pessoais que a IA utiliza para garantir que os requerentes de empréstimo ndo
possam ser identificados

B) Informar os requerentes de empréstimo sobre as decisdes automatizadas e oferecer-lhes uma
maneira facil de solicitar uma revisdo humana

C) Declarar claramente que os requerentes de empréstimo devem concordar com a IA tomando
decisdes automatizadas sem intervengcao humana

D) Deixar de utilizar decisdes automatizadas e voltar a utilizar decisdes humanas para garantir os
direitos dos requerentes de empréstimo

25/40
De acordo com o GDPR, quando contratos adicionais ndao sdo necessdrios para a transferéncia de
dados pessoais?

A) Quando tanto o remetente quanto o destinatario se encontram no Espago Econémico Europeu (EEE)
B) Quando o remetente criptografa os dados antes de envia-los para outra empresa

C) Quando os dados néo sdo considerados dados pessoais de categoria especial

D) Quando os dados sdo transferidos para fins jornalisticos ou artisticos

26/40
Uma empresa dentro do Espago Econémico Europeu (EEE) deve elaborar regras corporativas
vinculantes (BCR).

De acordo com o GDPR, qual é uma descrigao de BCR?

A) Uma decisdo sobre a seguranca da transferéncia de dados pessoais para um pais fora da EEE

B) Uma medida para compensar a auséncia de prote¢do de dados em um pais terceiro

C) Um conjunto de acordos abordando transferéncias de dados pessoais entre paises situados fora da
EEE

D) Um conjunto de regras aprovadas sobre a protecdo de dados pessoais usadas por um grupo de
empresas
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Um controlador deseja terceirizar o tratamento de dados pessoais para um operador.

0 que deve sempre ser realizado antes da terceirizagao?

A) O controlador e o operador devem redigir e assinar um contrato por escrito garantindo a
confidencialidade dos dados.

B) O controlador ou o operador deve pedir permissdo a autoridade supervisora para terceirizar o
tratamento dos dados.

C) O controlador deve perguntar a autoridade supervisora se o contrato por escrito acordado estad em
conformidade com os regulamentos.

D) O operador deve demonstrar ao controlador que todas as demandas acordadas no acordo de nivel de
servigo (ANS) sdo cumpridas.

28/40

Uma empresa multinacional esta planejando transferir dados pessoais entre suas filiais
localizadas em diferentes paises, incluindo aqueles fora do Espago Econémico Europeu (EEE). A
empresa decide implementar regras corporativas vinculantes (BCR) para facilitar essas
transferéncias.

Qual é um componente necessdario dessas BCR?

A) As BCR devem garantir uma compensacdao financeira aos titulares dos dados em caso de violagédo de
dados pessoais e especificar o montante.

B) As BCR devem incluir um mecanismo para garantir a conformidade com as regras por parte de todos
os funcionarios envolvidos no tratamento de dados.

C) As BCR devem descrever as medidas organizacionais e técnicas especificas utilizadas para proteger
os dados pessoais durante as transferéncias.

D) As BCR devem especificar que todos os titulares dos dados devem ser notificados sobre cada
transferéncia de dados pessoais de forma acessivel.

29/40
Uma empresa pretende transferir dados pessoais para fora do Espago Econdémico Europeu (EEE).

De acordo com o GDPR, quais transferéncias para fora do EEE sdo sempre legais?

A) Transferéncias baseadas nas leis do pais ndo pertencente ao EEE envolvido

B) Transferéncias sujeitas as regras da Organizagdo Mundial do Comércio (OMC)
C) Transferéncias governadas por regras corporativas vinculantes (BCR) aprovadas
D) Transferéncias dentro de uma corporagdo ou organizagao global
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30/40

Uma empresa na Franga possui regras corporativas vinculantes (BCR) para suas operagdes em
todo o mundo. A empresa deseja transferir dados de clientes para um provedor terceirizado
localizado nos Estados Unidos (EUA), com o qual ndo mantém uma operagdo conjunta. O provedor
dos EUA néo é certificado pelo Data Privacy Framework UE-EUA (DPF), mas assinou clausulas
contratuais padrdo (SCCs) aprovadas pela Comissé&o Europeia (CE). Essas SCCs fazem parte de
um contrato assinado com a empresa francesa.

Nos termos do GDPR, essa transferéncia de dados pessoais para o provedor dos EUA é legal?

A) Sim, porque o DPF foi declarado invalido.

B) Sim, porque o provedor dos EUA assinou as SCCs.

C) Nao, porque transferéncias de dados para os EUA s&o proibidas.
D) Nao, porque o provedor dos EUA deve assinar as BCR.

31/40

Uma cafeteria quer usar inteligéncia artificial (I1A) e vigilancia por video para monitorar quantas
xicaras de café os funciondrios servem. O objetivo é entender quais sdo os hordrios mais
movimentados da semana, monitorando a produtividade.

De acordo com o GDPR, uma Avaliagédo de Impacto sobre a Protecdo de Dados (DPIA) é
obrigatoria?

A) Sim, porque é provavel que o tratamento resulte em um risco elevado aos direitos dos titulares dos
dados.

B) Sim, porque o projeto inclui tecnologias de IA ou processos que utilizam dados pessoais.
C) Nao, porque dados pessoais de categoria especial ndo sdo coletados durante o monitoramento.
D) Nao, porque o objetivo ndo é avaliar diretamente a produtividade dos funciondrios.

32/40

Durante a Avaliagdo de Impacto sobre a Protecdo de Dados (DPIA), uma equipe que trabalha em
uma plataforma online para criangas explora se o uso de avatares em vez de nomes reais atende
as necessidades de funcionalidade.

Qual objetivo da DPIA é mais apoiado por essa agdo?

A) Avaliar a necessidade e a proporcionalidade

B) Descrever o tratamento

C) Envolver as partes interessadas relevantes

D) Identificar e avaliar os riscos para os titulares dos dados
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33/40
O GDPR estabelece os atributos minimos de uma Avaliagdo de Impacto sobre a Protegao de Dados
(DPIA).

Qual é um desses atributos minimos?

A) Um relatdrio detalhado sobre as responsabilidades e deveres do Data Protection Officer (DPO)
B) Uma revisdo dos acordos de compartilhamento de dados da organizagdo com terceiros

C) Uma avaliagdo das medidas de seguranca tomadas para proteger as transferéncias de dados
D) Medidas para lidar com os riscos identificados aos direitos e liberdades dos titulares dos dados

34/40

Durante a realizagdo de um backup, ocorreu uma falha no disco rigido do servidor de dados. Tanto
os dados quanto o backup sao perdidos. O disco continha dados pessoais de clientes e outros
dados sensiveis da empresa.

0 operador afirma que isso constitui uma violagdo de dados pessoais, de acordo com o GDPR.
A afirmagao do operador é verdadeira?

A) Sim, porque os dados pessoais no disco do servidor foram tratados de modo ilegal.
B) Sim, porque os dados sensiveis da empresa também estavam no mesmo disco do servidor.
C) Nao, porque os dados pessoais no disco ndo foram tratados, apenas destruidos.

D) Nao, porque isso se trata apenas de uma violagdo de dados comum e ndo de uma violagédo de dados
pessoais.

35/40

Uma empresa tem planos para tratar dados pessoais. O Data Protection Officer (DPO)
recentemente indicado executa uma Avaliagdo de Impacto sobre a Protegdo de Dados (DPIA). O
DPO descobre que todos os computadores tém uma configuragdo que faz os monitores exibirem
um protetor de tela apds cinco segundos de inatividade. Contudo, os computadores nao sao
bloqueados automaticamente. Quando os funcionarios deixam suas mesas, eles geralmente
também nao bloqueiam seus computadores.

Isso é um exemplo de qué?

A) Acesso a dados

B) Violagdo de dados pessoais
C) Incidente de seguranga

D) Vulnerabilidade da seguranca
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36/40

Um arquiteto esta saindo de uma construgéao. Ele coloca seu notebook no chao para atender o
telefone. Um caminhdo passa por cima do notebook. Todos os arquivos sobre o projeto da
construgao e os calculos em que ele estava trabalhando sé@o perdidos. Uma cépia de seguranga de
uma versao anterior dos arquivos esta disponivel na nuvem.

De acordo com o GDPR, isso constitui uma violagao de dados pessoais?

A) Sim, porque a destruigdo da ultima cépia de um arquivo faz com que os dados néo estejam
disponiveis.

B) Sim, porque os arquivos destruidos eram arquivos pessoais do arquiteto.

C) Nao, porque arquivos do projeto e calculos ndo sdo dados pessoais.

D) Na&o, porque os arquivos ainda estdo disponiveis na forma de uma cépia de seguranga.

37/40
Apds uma violagdo de dados pessoais, um controlador no Espago Econémico Europeu (EEE) deve
determinar quem deve ser informado:

- Ninguém
- Apenas a autoridade supervisora
- A autoridade supervisora e todos os titulares dos dados afetados

De acordo com o GDPR, em qual situagao os titulares dos dados devem ser notificados de uma
violagdo de dados pessoais?

A) Quando os dados pessoais forem tratados em uma unidade do operador que néo esteja localizada
dentro das fronteiras do EEE

B) Quando os dados pessoais forem tratados por uma parte que concordou com o contrato de
tratamento, mas ainda ndo o assinou

C) Quando o sistema no qual os dados pessoais sdo tratados for atacado, causando uma avaria em
seus dispositivos de armazenamento

D) Quando houver uma probabilidade consideravel de que a violagdo provoque um risco elevado a
privacidade dos titulares dos dados

38/40
Um sistema contendo dados pessoais foi invadido e foi constatado que pessoas nédo autorizadas
tiveram acesso aos dados pessoais.

De acordo com o GDPR, o que o controlador deve fazer antes de notificar a autoridade
supervisora?

A) Avaliar se dados pessoais de carater sensivel foram ou possam ter sido acessados

B) Conduzir uma Avaliagdo de Impacto sobre a Protecdo de Dados (DPIA) para determinar os riscos as
pessoas fisicas

C) Notificar os titulares dos dados envolvidos sobre a violagdo de dados pessoais e suas possiveis
consequéncias

D) Notificar a policia e relatar o acesso ndo autorizado ao(s) sistema(s)
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39/40
As autoridades supervisoras tém determinadas tarefas que visam garantir o cumprimento do
GDPR.

Qual é uma dessas tarefas?

A) Avaliar cédigos de conduta para setores especificos em relagdo ao tratamento de dados pessoais

B) Definir um conjunto minimo de medidas que devem ser adotadas para a protegdo de dados pessoais
e a privacidade

C) Redigir clausulas contratuais padrdo (SCCs) e regras corporativas vinculantes (BCR)
D) Investigar todas as violagdes de dados que tenham sido notificadas a autoridade supervisora

40/ 40

Um controlador tem sua sede no Espago Econémico Europeu (EEE). Ele terceirizou o tratamento de
dados pessoais sensiveis para um operador situado fora do EEE, sem consultar a autoridade
supervisora antes. Essa transgresséo foi descoberta e a empresa foi multada pela autoridade
supervisora. Seis meses depois, a autoridade supervisora descobre que o controlador é culpado da
mesma transgressdo, mas para uma operagao de tratamento diferente e com outro operador.

Qual é a multa maxima que a autoridade supervisora pode impor nesse caso?

A) Nada, porque a empresa ja foi multada por essa transgressao

B) Nada, mas poderd ser emitida uma adverténcia formal sem penalidades financeiras.
C) Uma multa de até € 10 milhdes ou 2% do faturamento da empresa, o que for maior
D) Uma multa de até € 20 milhdes ou 4% do faturamento da empresa, o que for maior
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Qual é arelag@o entre privacidade e protegcao de dados?

A) Protecgdo de dados e privacidade sdo sinénimos e tém o mesmo significado.
B) Protecdo de dados é a parte da privacidade que protege a integridade fisica de um individuo.
C) Protecdo de dados refere-se as medidas necessdrias para proteger a privacidade de um individuo.

A) Incorreto. A protecdo dos dados ajuda a proteger a privacidade de um individuo, mas os termos nao
sdo sinbnimos.
B) Incorreto. A protegao de dados néo esta relacionada a integridade fisica ou a privacidade fisica.

C) Correto. A protegdo de dados consiste em algumas medidas necessdrias para proteger a privacidade
de um individuo. (Literatura: A, Capitulo 1)

2/40

No sistema juridico da Unido Europeia (UE), diferentes ferramentas sao utilizadas para atingir
varios objetivos. Algumas dessas ferramentas sdo vinculativas, enquanto outras permitem que os
Estados-Membros da UE decidam como utiliza-las, oferecendo-lhes flexibilidade.

O GDPR permite essa flexibilidade?

A) Sim, porque se trata de uma diretiva que estabelece objetivos para os Estados-Membros da UE e
define medidas nacionais.

B) Sim, porque é uma recomendagado que da conselhos sem outras obrigagdes juridicas especificas.

C) Nao, porque é uma decisdo vinculativa apenas para partes especificas e ndo para todos os Estados-
Membros da UE.

D) Nao, porque é um regulamento que se aplica a todos os Estados-Membros da UE e é diretamente
aplicével.

A) Incorreto. Uma diretiva estabelece objetivos para os Estados-Membros da UE, que depois decidem
como inclui-los em sua legislagao nacional. No entanto, o GDPR é um regulamento.

B) Incorreto. Uma recomendacdo ndo é vinculativa e ndo exige quaisquer medidas juridicas por parte
dos Estados-Membros da UE. No entanto, o GDPR é um regulamento.

C) Incorreto. Uma decisdo é vinculativa apenas para as partes especificas a que se refere, ndo para
todos os Estados-Membros da UE, e ndo se aplica a todos. No entanto, o GDPR é um regulamento.

D) Correto. O GDPR é um regulamento totalmente vinculativo e diretamente aplicavel em toda a UE, sem
necessidade de medidas nacionais. (Literatura: A, Capitulo 1)
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Como o GDPR define dados pessoais?

A)
B)
C)
D)

A)
B)

C)

D)

Qualquer informacé&o relacionada a um residente do Espago Econémico Europeu (EEE)
Qualquer informacao relativa a uma pessoa fisica identificada ou identificavel
Dados diretamente relacionados a uma pessoa fisica identificada ou identificavel

Dados que revelem as origens raciais ou étnicas de uma pessoa, suas crengas religiosas, condigdes
de salde, vida sexual ou orientagao sexual

Incorreto. Informacgdes s6 sdo consideradas dados pessoais se estiverem relacionadas a uma
pessoa fisica identificada ou identificavel. O local de residéncia ndo é relevante para determinar se os
dados sao dados pessoais.

Correto. Essa ¢ a defini¢do oficial do GDPR. (Literatura: A, Capitulo 1; Artigo 4(1) do GDPR)

Incorreto. Dados também sdo dados pessoais se estiverem indiretamente relacionados a uma
pessoa fisica identificada ou identificavel.

Incorreto. Essa é a definicdo de dados pessoais especiais, ndo de dados pessoais.

4/40
De acordo com o GDPR, qual é a definicdo de tratamento de dados pessoais?

A)
B)
C)

D)

A)

B)
C)
D)

Qualquer operagao que possa ser realizada com dados pessoais
Qualquer operagao que possa ser realizada com dados pessoais, exceto exclusao e destruicao

Apenas operagdes nas quais os dados pessoais sejam compartilhados ou transferidos de qualquer
modo

Apenas operagdes nas quais os dados pessoais sejam usados para as finalidades para as quais
foram coletados

Correto. Tratamento significa qualquer operagao realizada com dados pessoais. (Literatura: A,
Capitulo 1; Artigo 4(2) do GDPR)

Incorreto. Exclusdo e destruicdo também sdo formas de tratamento de dados.
Incorreto. Qualquer operagao, incluindo a distribuigao, se enquadra no tratamento de dados.
Incorreto. Qualquer operacao realizada com dados pessoais é considerada tratamento.
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O GDPR define alguns dados pessoais como dados de categoria especial, por vezes
denominados "dados sensiveis”.

Qual é um exemplo desse tipo de dado?

A) Uma coleta de enderecos de e-mail profissionais de funciondrios
B) Um registro genealdgico dos ancestrais de uma pessoa

C) Uma lista de pagamentos efetuados com um cartao de crédito
D) Uma lista de enderegos dos membros de um partido politico

A) Incorreto. Enderecos de e-mail profissionais sdo considerados dados pessoais, mas ndo se
enquadram na categoria especial de dados pessoais.

B) Incorreto. Informacdes genealdgicas de pessoas vivas constituem dados pessoais, mas ndo dados
pessoais de categoria especial. 0 GDPR nao é aplicavel aos dados de pessoas falecidas.

C) Incorreto. Dados de cartdo de crédito sdo dados pessoais, mas ndo dados pessoais de categoria
especial.

D) Correto. Dados pessoais que revelem opinides politicas constituem dados pessoais de categoria
especial. (Literatura: A, Capitulo 4; Artigo 9(1) do GDPR)

6/40
Uma das fungdes descritas no GDPR ¢é definida como:

Uma pessoa fisica ou juridica, autoridade publica, agéncia ou outro érgdo que, isoladamente ou em
conjunto com outras partes, determina as finalidades e os meios de tratamento de dados pessoais.

Qual fungéo é definida aqui?

A) Controlador

B) Operador

C) Autoridade supervisora
D) Terceiro

A) Correto. O controlador determina a finalidade e os meios de tratamento. (Literatura: A, Capitulo 2;
Artigo 4(7) do GDPR)

B) Incorreto. O controlador determina a finalidade do tratamento, enquanto o operador trabalha de
acordo com as instrug¢des do controlador.

C) Incorreto. A autoridade supervisora monitora e garante a conformidade com os requisitos do GDPR.

D) Incorreto. Um terceiro ndo tem qualquer participagdo na determinacao da finalidade do tratamento.
Qualquer parte que determine a finalidade se tornaria um novo controlador.
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0 tratamento de dados pessoais deve ser legal. Uma empresa coleta dados pessoais de seus
clientes.

0 que é sempre necessario para um tratamento legal ao se coletar dados pessoais?

A) Pedir permissao a autoridade supervisora para o tratamento
B) Documentar uma base legal para o tratamento dos dados pessoais
C) Implementar um cédigo de conduta descrevendo a natureza do tratamento

A) Incorreto. Uma consulta prévia é obrigatéria somente quando uma Avaliagdo de Impacto sobre a
Protegdo de Dados (DPIA) indicar um alto risco. (Artigo 36 do GDPR)

B) Correto. O tratamento s6 é legal quando existir uma finalidade legitima. (Literatura: A, Capitulo 4;
Artigo 6 do GDPR)

C) Incorreto. Codigos de conduta podem ser um modo de harmonizar contratos entre o controlador e o
operador.

8/40
De acordo com o GDPR, o controlador deve manter um registro de todas as atividades de
tratamento.

Qual registro nao é obrigatério de acordo com o GDPR?

A) Um registro de todas as medidas técnicas e organizacionais implementadas de todos os operadores

B) Um registro de todo o tratamento pretendido, juntamente com as finalidades do tratamento e as
justificativas legais

C) Um registro de violagdes de dados com todas as caracteristicas relevantes, incluindo notificagdes

A) Correto. Embora o controlador deva verificar se os operadores utilizam medidas técnicas e
organizacionais adequadas, essas medidas n&o precisam ser registradas. (Literatura: A, Capitulo 2;
Artigo 28(1) do GDPR)

B) Incorreto. Deve ser mantido um registro de todo o tratamento pretendido, com a(s) finalidade(s) e
justificativas legais.

C) Incorreto. Deve ser mantido um registro de violagdes de dados.
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Um dos sete principios da protecdo de dados desde a concepgéo (by design) é a funcionalidade
total — soma positiva, ndo soma igual a zero.

Qual é a esséncia desse principio?

A) A protecdo de dados coexiste com a seguranga para criar uma situagao vantajosa para todos, que
acomoda legitimos interesses juntamente com a privacidade.

B) A protecdo de dados inclui informar os titulares dos dados sobre as formas como seus dados sédo
tratados, o que ajuda os titulares dos dados a manter o controle.

C) A protecdo de dados esta incorporada na arquitetura e no design dos sistemas, o que a torna uma
funcionalidade essencial.

A) Correto. Essa é a esséncia da funcionalidade total — soma positiva, ndo soma igual a zero. (Literatura:
A, Capitulo 2)

B) Incorreto. Essa é a esséncia da visibilidade e transparéncia — manter tudo aberto.

C) Incorreto. Essa é a esséncia da privacidade incorporada ao design.

10/ 40
Qual é uma descrigdo de protegédo de dados desde a concepgéo (by design) e por padréo (by
default)?

A) Uma abordagem que implementa a protecdo de dados desde o desenvolvimento
B) Uma indicagdo de prazos caso o tratamento esteja relacionado a apagamento
C) Os dados s6 podem ser coletados para finalidades explicitas e legitimas

D) N&o manter mais dados do que o estritamente necessario para o tratamento

A) Correto. Essa é uma descrigéo correta. (Literatura: A, Capitulo 2; Artigo 25 do GDPR)

B) Incorreto. Essa é a descrigdo de uma Avaliagdo de Impacto sobre a Protegédo de Dados (DPIA).

C) Incorreto. Essa é uma descrigdo de medidas adotadas para conformidade com o principio de
limitagéo de finalidade.

D) Incorreto. Essa é uma descricdo dos procedimentos usados para conformidade com o principio de
minimizagao de dados.

EXIN
Privacy & Data
Protection

Certified by
=XIN

Exame simulado EXIN Privacy & Data Protection Foundation (PDPF.PR) 21



=%IN

11/40

Para planejar o tamanho da area de estacionamento necessaria, um governo local monitora e
salva o nimero da placa de cada carro que entra e sai do centro da cidade. Pela comparagéo dos
hordrios de entrada e saida das placas, é calculado o nimero de carros presentes a cada
momento de cada dia.

Foi obtida uma permissao para coletar dados sobre o nimero de carros presentes no centro da
cidade. A cada més, é gerado um relatério detalhando o numero médio de carros presentes no
centro da cidade em momentos especificos para cada dia da semana.

Em todas as entradas no centro da cidade, um cartaz explica com clareza quais dados sao
coletados por quem, a finalidade do tratamento e o fato de que os nimeros das placas serao
armazenados em segurancga por até dois anos, porque as medigdes serdo repetidas no ano
seguinte.

Qual principio basico do tratamento legal de dados pessoais € violado nesse cenario?

A) Os dados pessoais devem ser coletados para finalidades especificadas, explicitas e legais e ndo
devem ser tratados adicionalmente.

B) Os dados pessoais devem ser mantidos de modo que permita a identificagdo dos titulares dos dados
por um periodo ndo maior do que o necessario.

C) Os dados pessoais devem ser tratados de modo que garanta a seguranga apropriada dos dados
pessoais.

D) Os dados pessoais devem ser tratados de modo transparente em relagdo ao titular dos dados.

A) Incorreto. O governo local especificou sua finalidade legal de coletar dados sobre o nimero de carros
presentes.

B) Correto. Nesse cendrio, ndo ha necessidade de reter os dados de um carro especifico, identificando o
proprietario, apos ele ter deixado a area. (Literatura: A, Capitulo 3; Artigo 5 do GDPR)

C) Incorreto. O cendrio ndo sugere uma seguranga inadequada.

D) Incorreto. O tratamento esta ocorrendo de um modo transparente, pois é comunicado
adequadamente aos titulares dos dados.

12/40

Ap6s o cumprimento do objetivo original, o tratamento adicional é permitido em alguns casos
especificos, desde que sejam adotadas salvaguardas apropriadas aos direitos e liberdades dos
titulares dos dados.

Para qual finalidade o tratamento adicional nao é permitido?

A) Para fins de arquivamento por interesse publico
B) Para fins comerciais e de marketing direto

C) Para fins estatisticos em geral

D) Para fins de pesquisa histérica ou cientifica

A) Incorreto. Com salvaguardas estabelecidas, o tratamento adicional para fins de arquivamento por
interesse publico é permitido.

B) Correto. Essa ndo é uma finalidade permitida, se ndo constituir a finalidade legal original do
tratamento. (Literatura: A, Capitulo 3)

C) Incorreto. Com salvaguardas estabelecidas, o tratamento adicional para fins estatisticos em geral é
permitido.

D) Incorreto. Com salvaguardas estabelecidas, o tratamento adicional para fins de pesquisa é permitido.
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Uma organizagao fornece sua declaracgédo de privacidade em varios idiomas e formatos, incluindo
online, impresso e em audio, para garantir que todos os titulares dos dados possam acessa-la e
compreendé-la.

Qual direito do GDPR essa pratica apoia mais diretamente?

A) O direito ao apagamento, porque os titulares dos dados sdo auxiliados a compreender que tém o
direito de excluir seus dados a qualquer momento.

B) O direito a oposicgao, pois os titulares dos dados podem se opor ao tratamento de forma melhor
quando compreendem totalmente a declaragao de privacidade.

C) O direito arestrigdo, pois os titulares dos dados sdo informados sobre os objetivos da empresa e as
bases legais para o tratamento.

D) O direito a transparéncia das informacgdes, comunicagdes e modalidades, porque os titulares dos
dados sao auxiliados a compreender o aviso de privacidade.

A) Incorreto. Embora seja importante compreender seus direitos, a pratica de fornecer avisos de
privacidade em vdrios formatos apoia principalmente a transparéncia, em vez de facilitar diretamente
o direito ao apagamento.

B) Incorreto. Compreender as declaragoes de privacidade pode ajudar os titulares dos dados a exercer
seus direitos, mas o foco principal dessa pratica é aumentar a transparéncia, em vez de apoiar
diretamente o direito a oposigao.

C) Incorreto. Embora seja necessdrio informar os titulares dos dados sobre o tratamento, o principal
objetivo de fornecer avisos de privacidade acessiveis é garantir a transparéncia, e ndo
especificamente apoiar o direito a restrigcéo.

D) Correto. Fornecer avisos de privacidade em vérios idiomas e formatos garante que todos os titulares
dos dados recebam informacgoes claras e acessiveis, apoiando seu direito a transparéncia.
(Literatura: A, Capitulo 5)

14/ 40
Qual direito do titular dos dados é definido explicitamente pelo GDPR?

A) Uma cépia dos dados pessoais deve ser fornecida no formato solicitado pelo titular dos dados.
B) O acesso aos dados pessoais deve ser fornecido sem custo para o titular dos dados.

C) Os dados pessoais sempre devem ser alterados mediante solicitagédo do titular dos dados.

D) Os dados pessoais devem ser apagados sempre que isso for solicitado pelo titular dos dados.

A) Incorreto. Os dados devem ser fornecidos em um formato estruturado, comumente usado e que
permita a leitura em um computador, mas nao necessariamente em qualquer formato especificado
pelo titular dos dados.

B) Correto. Os titulares dos dados tém direito a uma cépia de seus dados, sem custos. Contudo, apenas
a primeira cépia precisa ser gratuita. (Literatura: A, Capitulo 5)

C) Incorreto. Apenas os dados incorretos precisam ser retificados.

D) Incorreto. O direito ao apagamento apresenta varias excegoes, por exemplo, quando os dados forem
necessarios para o estabelecimento, exercicio ou defensa de reivindicagdes legais.
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Um individuo compra um terno e fornece a loja o consentimento para utilizar seu enderego de e-
mail para publicidade. Quando chega em casa, ele pede que a loja apague todos os seus dados
pessoais e pare de lhe enviar e-mails.

De acordo com o GDPR, o que a loja deve fazer?

A) A loja ndo deve excluir nenhum dado pessoal desse individuo, pois as informacdes sobre as vendas
devem ser retidas.

B) A loja deve excluir todos os dados pessoais desse individuo para os quais a base legal é o
consentimento.

C) A loja deve excluir os outros dados pessoais desse individuo, mas pode continuar a enviar e-mails.

A) Incorreto. A loja tem a obrigagao legal de reter os dados relativos a compra. O titular dos dados
retirou o consentimento, de modo que apenas o tratamento baseado numa base legal que nédo seja o
consentimento pode continuar, e a loja deve parar de enviar e-mails para fins publicitarios.

B) Correto. A loja tem a obrigagdo legal de reter os dados relativos a compra (que também séo dados
pessoais), mas os outros dados devem ser apagados. O titular dos dados retirou o consentimento, de
modo que a loja deve parar de enviar e-mails para fins publicitarios. (Literatura: A, Capitulo 5; Artigo
17 do GDPR)

C) Incorreto. O titular dos dados retirou o consentimento, portanto a loja deve parar de enviar e-mails.

16/ 40
Um individuo recebe regularmente ofertas de uma loja onde ele fez compras cinco anos atras. Ele
quer que a empresa pare de enviar ofertas e exclua seus dados pessoais.

Qual direito do titular dos dados esse individuo esta exercendo?

A) O direito ao acesso

B) O direito a objegdo

C) O direito a retificagéo

D) O direito a restrigdo do tratamento

A) Incorreto. O direito ao acesso envolve a obtengdo de informagdes sobre os dados pessoais de
alguém e como eles sao tratados, ndo parar comunicagdes ou solicitar a excluséao.

B) Correto. O direito a objecdo permite que o individuo solicite que a empresa pare de tratar seus dados
para fins de marketing, o que inclui parar as ofertas. (Literatura: A, Capitulo 5; Artigo 21 do GDPR)

C) Incorreto. O direito a retificacado refere-se a corregdo de dados imprecisos ou incompletos, ndo parar
comunicacgdes ou apagar os dados.

D) Incorreto. A restricdo consiste em bloguear dados incorretos ou tratados em contradigdo com as
regulamentagdes legais.

EXIN
Privacy & Data
Protection

Certified by
=XIN

Exame simulado EXIN Privacy & Data Protection Foundation (PDPF.PR) 24



=%IN

17/ 40
Uma empresa utiliza inteligéncia artificial (IA) para analisar cartas de candidatura a empregos e
decidir automaticamente se ird convidar os candidatos para uma entrevista.

Qual direito do GDPR é mais relevante para esse cenario?

A) O direito de ndo estar sujeito a uma decisdo baseada exclusivamente em tratamento automatizado
B) O direito de apresentar uma reclamacgéo a uma autoridade supervisora

C) O direito arestricdo do tratamento

D) O direito a transparéncia das informacgdes, comunicagdes e modalidades

A) Correto. Esse direito é o mais relevante, pois aborda especificamente as preocupagées sobre
decisdes tomadas sem intervengdo humana, como as tomadas pela |A nesse cenario. (Literatura: A,
Capitulo 5; Artigo 22 do GDPR)

B) Incorreto. Apresentar uma reclamacéao é um direito geral para qualquer violagdo do GDPR, mas nao
se refere especificamente a tomada de decisdes automatizadas.

C) Incorreto. A restricdo do tratamento envolve limitar o uso de dados pessoais, ndo abordar decisdes
tomadas pela IA.

D) Incorreto. Embora a transparéncia seja importante, ela ndo aborda diretamente a questdo da tomada
de decisdo automatizada nesse cenario.

18/40
Dados pessoais devem ser coletados para finalidades especificadas, explicitas e legais e ndo devem
ser tratados adicionalmente de um modo incompativel com essas finalidades.

Qual principio do tratamento de dados é descrito aqui?

A) Exatidao

B) Minimizagéo de dados

C) Legalidade, lealdade e transparéncia
D) Limitagéo de finalidade

A) Incorreto. A exatiddo diz respeito a garantir que os dados estejam corretos e atualizados, ndo a
especificar as finalidades da coleta de dados.

B) Incorreto. A minimizacgéo de dados diz respeito a coleta apenas dos dados necessdrios para uma
finalidade especifica, ndo a especificagao das finalidades em si.

C) Incorreto. A legalidade, lealdade e transparéncia envolvem ter uma base legal e ser claro sobre o
tratamento, mas nao abordam especificamente a especificagao da finalidade.

D) Correto. A limitagdo de finalidade exige que os dados pessoais sejam coletados para finalidades
especificas, explicitas e legais. (Literatura: A, Capitulo 3; Artigo 5 do GDPR)
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O GDPR descreve o principio de minimizagéo de dados.

Como as organizagdes podem estar em conformidade com esse principio?

A)
B)
C)

D)

A)
B)
C)

D)

Aplicando o conceito de privilégio minimo aos dados pessoais coletados, armazenados ou de outro
modo tratados

Limitando os direitos de acesso aos funciondrios que precisarem dos dados pessoais para as
operagdes de tratamento pretendidas

Limitando os tamanhos dos arquivos, salvando todos os dados pessoais tratados no menor formato
possivel

Limitando os dados pessoais aquilo que for adequado, relevante e necessario para as finalidades do
tratamento

Incorreto. A minimizagao de dados néo aborda o privilégio minimo, em que os usuarios recebem o
minimo possivel de direitos de acesso.

Incorreto. Isso descreve o conceito de limitagdo de autorizagéo, por exemplo, para estar em
conformidade com o principio de integridade e confidencialidade.

Incorreto. A minimizagao de dados nao envolve o tamanho do armazenamento, e sim a redugéo do
uso de dados pessoais ao que é absolutamente necessario.

Correto. Essa é a esséncia da descri¢ao do principio de minimizagao de dados de acordo com o
GDPR. (Literatura: A, Capitulo 3; Artigo 5(1)(c) do GDPR)

20/40
O GDPR faz referéncia aos principios de proporcionalidade e subsidiariedade.

O que subsidiariedade significa?

A)
B)

C)
D)

A)
B)
C)
D)

Os dados pessoais devem ser coletados para finalidades especificas, explicitas e legitimas e ndo
devem ser tratados adicionalmente.

Os dados pessoais devem ser mantidos de modo que permita a identificagdo dos titulares dos dados
por um periodo ndo maior do que o necessario.

Ao tratar dados pessoais, o controlador so recolherd os dados necessarios para a finalidade.
Ao tratar dados pessoais, os meios utilizados devem infringir a privacidade o minimo possivel.

Incorreto. Essa é uma definigao de limitagéo de finalidade.
Incorreto. Essa é uma definigdo de limitagdo de armazenamento.
Incorreto. Essa é uma definicao de minimizacao de dados.

Correto. Se a subsidiariedade for aplicada a protegao de dados, isso significa utilizar os meios menos
intrusivos para tratar os dados, minimizando o impacto sobre a privacidade. (Literatura: A, Capitulo 3;
Considerando 170 do GDPR)
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Qual é a finalidade da Gestdo do Ciclo de Vida dos Dados (GCVD)?

A)
B)

C)

A)

B)

C)

Avaliar se os dados devem ser tratados como dados pessoais ou dados normais
Assegurar que os dados pessoais sejam excluidos assim que ndo houver mais base legal para reté-
los

Gerenciar o fluxo de dados em uma empresa em conformidade com o GDPR

Incorreto. A finalidade da GCVD é gerenciar o fluxo de todos os dados em uma empresa e garantir
que os dados sejam tratados com seguranga e em conformidade com o GDPR. Ela néo diz respeito
apenas aos dados pessoais, mas a todos os dados.

Incorreto. Essa néo é a finalidade da GCVD. No entanto, a GCVD ajuda a rastrear dados que devem
ser excluidos se nao houver base legal para manté-los.
Correto. A GCVD é uma abordagem estruturada para gerenciar o fluxo de dados, determinar os

controles de seguranca necessarios e garantir a conformidade com o GDPR. (Literatura: A, Capitulo 6;
Artigo 5 do GDPR)

22/40
Qual é a principal utilizagdo de um cookie persistente?

A)
B)
C)
D)

A)
B)
C)

D)

Garantir que os dados pessoais do usuario sejam armazenados com seguranga no servidor
Personalizar a experiéncia do usuario do site durante uma proxima visita

Registrar cada tecla pressionada por um usuario de computador para descobrir senhas

Salvar as paginas que um usudrio marcar como favoritas no histérico de navegagao do usuario

Incorreto. Os cookies ndao sao usados para armazenar dados no servidor.
Correto. Essa ¢ a principal finalidade de um cookie persistente. (Literatura: A, Capitulo 7)

Incorreto. Os cookies ndo sdo maliciosos por natureza, mas o mecanismo pode ser explorado de
forma maliciosa.

Incorreto. Os favoritos e o histérico de navegagao séo salvos, mas ndo em um cookie.
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Uma instituigdo de caridade de resgate de gatos possui muitos doadores. Eles processam os
dados pessoais desses doadores, a fim de manter registros tanto para fins fiscais quanto para
doadores recorrentes. Todos os doadores deram o consentimento para esse tratamento.

A instituicdo de resgate de gatos deseja utilizar um sistema de inteligéncia artificial (IA) para
agradecer automaticamente aos doadores recorrentes, enviando-lhes videos de seus gatos
favoritos. O sistema de IA também enviara um e-mail aos doadores nao recorrentes, informando
gue mais gatos precisam de ajuda e sugerindo doagbes mensais.

Qual principio do GDPR é especialmente importante para esse sistema de IA?

A)

B)
C)

D)

A)

B)

C)

D)

Exatidao, porque a organizagao de resgate de gatos deve garantir que o sistema de IA associe
adequadamente os videos de gatos aos doadores para obter os melhores resultados e aumentar as
doagdes a longo prazo.

Anonimizacgao, porque a organizagao de resgate de gatos deve garantir que o sistema de IA nao
tenha acesso a dados pessoais em um formato que torne os doadores reconheciveis.

Legalidade, porque a organizacgéo de resgate de gatos ndo é um negécio, o que torna mais dificil
encontrar um legitimo interesse para que o tratamento seja necessario e legal.

Transparéncia, porque a organizagao de resgate de gatos deve informar claramente os doadores
sobre como seus dados sé@o usados e dar a eles a chance de se oporem caso a finalidade original
seja alterada.

Incorreto. No contexto do GDPR, a exatidao refere-se ao carater correto dos dados em si, ndo do
algoritmo. Exatidao, lealdade e imparcialidade sdo requisitos obrigatérios na Lei de IA.

Incorreto. A organizagao deve usar dados identificdveis para enviar mensagens personalizadas, de
modo que a anonimizagao nao seria relevante.

Incorreto. A organizagao de resgate de gatos deve ter uma base legal ou um legitimo interesse. No
entanto, encontrar um nao é mais dificil por se tratar de uma instituicdo de caridade. Os doadores ja
deram o consentimento ao tratamento (de dados pessoais). A Unica coisa que falta é informar os
doadores e permitir que eles se oponham ao tratamento adicional.

Correto. A transparéncia é muito importante para esse sistema de IA, porque o uso de um sistema de

IA é uma nova atividade de tratamento. E essencial informar os doadores caso a finalidade do
tratamento de dados mude. (Literatura: A, Capitulo 3 e 7.2)
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Uma empresa utiliza inteligéncia artificial (IA) para otimizar seu processo de aprovacao de
empréstimos. Os requerentes de empréstimo preenchem um formulario online. O sistema de 1A
analisa essas informacdes e decide automaticamente se uma pessoa se qualifica para um
empréstimo e quanto ela pode pegar emprestado. Esse processo é mais rapido e eficiente do que
os métodos tradicionais, permitindo que a empresa processe um nimero maior de solicitagdes
rapidamente, sem a necessidade de intervencdo humana.

De acordo com o GDPR, o que essa empresa deve fazer?

A) Anonimizar os dados pessoais que a IA utiliza para garantir que os requerentes de empréstimo ndo
possam ser identificados

B) Informar os requerentes de empréstimo sobre as decisdes automatizadas e oferecer-lhes uma
maneira facil de solicitar uma revisdo humana

C) Declarar claramente que os requerentes de empréstimo devem concordar com a IA tomando
decisdes automatizadas sem intervengcao humana

D) Deixar de utilizar decisdes automatizadas e voltar a utilizar decisdes humanas para garantir os
direitos dos requerentes de empréstimo

A) Incorreto. A anonimizagdo dos dados ndo permitird que a IA faga seu trabalho adequadamente. O
GDPR nao exige a anonimizagao, mas exige a oportunidade de uma revisdo humana.

B) Correto. Essa opgdo estd em conformidade com o GDPR, garantindo que os requerentes sejam
informados sobre as decisdes da |IA e possam solicitar uma revisdo humana se discordarem de uma
decisdo. (Literatura: A, Capitulo 7.2)

C) Incorreto. Declarar que os requerentes devem concordar com as decisdes automatizadas nao
cumpre os requisitos do GDPR. A empresa também deve oferecer opgdes para revisdo humana.

D) Incorreto. O GDPR ndo exige que as empresas parem de usar IA para tomar decisdes. Em vez disso, o
GDPR enfatiza a transparéncia e a possibilidade de solicitar uma intervengao humana.

25/40
De acordo com o GDPR, quando contratos adicionais nao sdo necessarios para a transferéncia de
dados pessoais?

A) Quando tanto o remetente quanto o destinatario se encontram no Espago Econémico Europeu (EEE)
B) Quando o remetente criptografa os dados antes de envia-los para outra empresa

C) Quando os dados ndo sdo considerados dados pessoais de categoria especial

D) Quando os dados sdo transferidos para fins jornalisticos ou artisticos

A) Correto. Contratos adicionais ndo sdo necessarios para transferéncias de dados dentro do EEE, uma
vez que todos os Estados-Membros devem aderir as normas de protecao de dados do GDPR.
(Literatura: A, Capitulo 8; Artigo 44 do GDPR)

B) Incorreto. Embora a criptografia seja uma boa pratica de seguranga, medidas adicionais ainda podem
ser necessarias se os dados forem transferidos para fora do EEE, dependendo das leis de protecédo
de dados do pais de destino.

C) Incorreto. A necessidade de medidas adicionais ndo depende apenas do fato de os dados serem de
categoria especial, mas também do destino da transferéncia de dados.

D) Incorreto. Mesmo para fins jornalisticos ou artisticos, as transferéncias de dados pessoais para fora
do EEE exigem medidas adicionais para garantir a conformidade com o GDPR.
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Uma empresa dentro do Espago Econémico Europeu (EEE) deve elaborar regras corporativas
vinculantes (BCR).

De acordo com o GDPR, qual é uma descrigao de BCR?

A) Uma decisdo sobre a seguranga da transferéncia de dados pessoais para um pais fora da EEE
B) Uma medida para compensar a auséncia de prote¢do de dados em um pais terceiro

C) Um conjunto de acordos abordando transferéncias de dados pessoais entre paises situados fora da
EEE

D) Um conjunto de regras aprovadas sobre a protecdo de dados pessoais usadas por um grupo de
empresas

A) Incorreto. Isso se refere as decisdes de adequacao.
B) Incorreto. Isso se refere as salvaguardas apropriadas.
C) Incorreto. O GDPR ndo abrange acordos entre paises ndo pertencentes a EEE.

D) Correto. BCR constituem um conjunto de regras aprovadas pelas autoridades supervisoras.
(Literatura: A, Capitulo 9; Artigo 47 do GDPR)

27740
Um controlador deseja terceirizar o tratamento de dados pessoais para um operador.

0 que deve sempre ser realizado antes da terceirizagao?

A) O controlador e o operador devem redigir e assinar um contrato por escrito garantindo a
confidencialidade dos dados.

B) O controlador ou o operador deve pedir permissao a autoridade supervisora para terceirizar o
tratamento dos dados.

C) O controlador deve perguntar a autoridade supervisora se o contrato por escrito acordado esta em
conformidade com os regulamentos.

D) O operador deve demonstrar ao controlador que todas as demandas acordadas no acordo de nivel de
servigo (ANS) sdo cumpridas.

A) Correto. Deve existir um contrato por escrito que garanta a confidencialidade dos dados, listando as
finalidades e os meios de tratamento definidos pelo controlador e especificando que o operador
apenas tratara os dados sob instrugdes do controlador. Ambas as partes devem assinar esse
contrato. (Literatura: A, Capitulo 2; Artigo 28(3) do GDPR)

B) Incorreto. O controlador ndo precisa solicitar autorizagdo a autoridade supervisora para cada
terceirizagdo. O operador nunca precisa solicitar autorizagao.

C) Incorreto. A autoridade supervisora ndo é um conselho juridico e ndo verifica a conformidade de
contratos.

D) Incorreto. Um ANS nao é suficiente porque ele focard as operagdes, ndo necessariamente as
finalidades.
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Uma empresa multinacional esta planejando transferir dados pessoais entre suas filiais
localizadas em diferentes paises, incluindo aqueles fora do Espago Econémico Europeu (EEE). A
empresa decide implementar regras corporativas vinculantes (BCR) para facilitar essas
transferéncias.

Qual é um componente necessario dessas BCR?

A) As BCR devem garantir uma compensacao financeira aos titulares dos dados em caso de violagdo de
dados pessoais e especificar o montante.

B) As BCR devem incluir um mecanismo para garantir a conformidade com as regras por parte de todos
os funcionarios envolvidos no tratamento de dados.

C) As BCR devem descrever as medidas organizacionais e técnicas especificas utilizadas para proteger
os dados pessoais durante as transferéncias.

D) As BCR devem especificar que todos os titulares dos dados devem ser notificados sobre cada
transferéncia de dados pessoais de forma acessivel.

A) Incorreto. As BCR ndo garantem compensacao financeira em caso de violagdo de dados pessoais.
Elas focam a conformidade com as normas de protegao de dados.

B) Correto. As BCR devem incluir mecanismos para garantir a conformidade por parte de todos os
funcionarios, pois as BCR devem ser vinculativas e sujeitas a aplicagdo dentro do grupo corporativo.
(Literatura: A, Capitulo 9)

C) Incorreto. Embora as BCR devam garantir a protecao de dados, elas ndo precisam especificar as
tecnologias utilizadas. As BCR focam a conformidade e a aplicabilidade.

D) Incorreto. As BCR sdo regras internas para a transferéncia de dados dentro de um grupo corporativo.
Os titulares dos dados devem saber como seus dados pessoais sdo tratados, mas ndo é necessario
notifica-los sobre cada transferéncia.

29/40
Uma empresa pretende transferir dados pessoais para fora do Espago Econdmico Europeu (EEE).

De acordo com o GDPR, quais transferéncias para fora do EEE sdo sempre legais?

A) Transferéncias baseadas nas leis do pais ndo pertencente ao EEE envolvido

B) Transferéncias sujeitas as regras da Organizagdo Mundial do Comércio (OMC)
C) Transferéncias governadas por regras corporativas vinculantes (BCR) aprovadas
D) Transferéncias dentro de uma corporagdo ou organizagao global

A) Incorreto. Isso também exigiria um parecer de adequacdo confirmando que essas leis sdo
suficientes.

B) Incorreto. A OMC abrange apenas o livre comércio de bens e servigos.

C) Correto. BCR aprovadas pela autoridade supervisora envolvida tornam a transferéncia legal.
(Literatura: A, Capitulo 9; Artigo 47 do GDPR)

D) Incorreto. Isso também exigiria a adogao de BCR oficiais.
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Uma empresa na Franga possui regras corporativas vinculantes (BCR) para suas operagdes em
todo o mundo. A empresa deseja transferir dados de clientes para um provedor terceirizado
localizado nos Estados Unidos (EUA), com o qual ndo mantém uma operagdo conjunta. O provedor
dos EUA néo é certificado pelo Data Privacy Framework UE-EUA (DPF), mas assinou clausulas
contratuais padrdo (SCCs) aprovadas pela Comissé&o Europeia (CE). Essas SCCs fazem parte de
um contrato assinado com a empresa francesa.

Nos termos do GDPR, essa transferéncia de dados pessoais para o provedor dos EUA é legal?

A) Sim, porque o DPF foi declarado invalido.

B) Sim, porque o provedor dos EUA assinou as SCCs.

C) Nao, porque transferéncias de dados para os EUA s&o proibidas.
D) Nao, porque o provedor dos EUA deve assinar as BCR.

A) Incorreto. O DPF é considerado adequado. No entanto, a validade do DPF n&o é relevante nesse caso,
uma vez que as SCCs ja fornecem uma base juridica independente para a transferéncia de dados.

B) Correto. O uso de SCCs aprovadas pela CE é um mecanismo juridico valido para transferéncias
internacionais de dados nos termos do GDPR, tornando a transferéncia legal. (Literatura: A, Capitulo
9; Artigo 46(2)(c) do GDPR)

C) Incorreto. As transferéncias de dados para os EUA ndo sdo categoricamente proibidas. Elas podem
ser legais se salvaguardas apropriadas, como SCCs ou o DPF, estiverem em vigor.

D) Incorreto. As BCR destinam-se a transferéncias de dados dentro de um grupo e ndo se aplicam a
provedores terceirizados, como o provedor de nuvem dos EUA. As SCC servem como mecanismo
adequado para essa transferéncia.

31/40

Uma cafeteria quer usar inteligéncia artificial (I1A) e vigilancia por video para monitorar quantas
xicaras de café os funciondrios servem. O objetivo é entender quais sdo os hordrios mais
movimentados da semana, monitorando a produtividade.

De acordo com o GDPR, uma Avaliagdo de Impacto sobre a Protegdo de Dados (DPIA) é
obrigatoria?

A) Sim, porque é provavel que o tratamento resulte em um risco elevado aos direitos dos titulares dos
dados.

B) Sim, porque o projeto inclui tecnologias de IA ou processos que utilizam dados pessoais.

C) Nao, porque dados pessoais de categoria especial ndo sdo coletados durante o monitoramento.

D) Nao, porque o objetivo ndo é avaliar diretamente a produtividade dos funciondrios.

A) Correto. A vigilancia por video pode afetar significativamente a privacidade e os direitos dos
funcionarios, exigindo, portanto, uma DPIA para avaliar e mitigar potenciais riscos elevados aos seus
direitos e liberdades. (Literatura: A, Capitulo 10; Artigo 35 do GDPR)

B) Incorreto. Embora seja necessdria uma DPIA, isso ndo se deve ao uso de dados pessoais ou a
utilizagao de IA. O que torna a DPIA obrigatéria € o risco elevado que o monitoramento do
desempenho representa para a privacidade e os direitos dos funcionarios.

C) Incorreto. Mesmo que ndo sejam coletados dados pessoais de categoria especial, uma DPIA ainda é
necessaria se houver um risco elevado para os direitos dos individuos, como no caso da vigilancia
por video.

D) Incorreto. O motivo da coleta de dados néo altera a necessidade de uma DPIA se houver um risco
elevado para os direitos dos individuos.
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Durante a Avaliagdo de Impacto sobre a Protegdo de Dados (DPIA), uma equipe que trabalha em
uma plataforma online para criangas explora se o uso de avatares em vez de nomes reais atende
as necessidades de funcionalidade.

Qual objetivo da DPIA é mais apoiado por essa agao?

A) Avaliar a necessidade e a proporcionalidade

B) Descrever o tratamento

C) Envolver as partes interessadas relevantes

D) Identificar e avaliar os riscos para os titulares dos dados

A) Correto. Ao explorar se o uso de avatares em vez de nomes reais atende as necessidades de
funcionalidade, a equipe esta avaliando se o tratamento de dados é necessario e proporcional para
atingir os objetivos da plataforma. (Literatura: A, Capitulo 10)

B) Incorreto. A avaliagdo do avatar ndo descreve as atividades de tratamento, mas avalia alternativas
para atender as necessidades de funcionalidade.

C) Incorreto. A avaliagdo do avatar ndo envolve o envolvimento das partes interessadas, mas avalia se
menos dados pessoais podem ser usados para atender as necessidades de funcionalidade.

D) Incorreto. A avaliagdo do avatar ndo identifica ou avalia diretamente os riscos. Seu objetivo é avaliar a
necessidade e a proporcionalidade do uso de dados pessoais (nomes reais) em comparagdo com a
ndo necessidade deles (avatares).

33/40
O GDPR estabelece os atributos minimos de uma Avaliagdo de Impacto sobre a Protegao de Dados
(DPIA).

Qual é um desses atributos minimos?

A) Um relatério detalhado sobre as responsabilidades e deveres do Data Protection Officer (DPO)
B) Uma revisdo dos acordos de compartilhamento de dados da organizagdo com terceiros

C) Uma avaliagdo das medidas de seguranga tomadas para proteger as transferéncias de dados
D) Medidas para lidar com os riscos identificados aos direitos e liberdades dos titulares dos dados

A) Incorreto. Embora a fungdo do DPO seja importante nos termos do GDPR, a DPIA ndo exige
especificamente um relatério sobre suas responsabilidades e deveres como um de seus atributos
minimos.

B) Incorreto. Embora a revisdo dos acordos de compartilhamento de dados seja importante para a
conformidade geral com a protecao de dados, ela ndo esta especificamente listada como um atributo
minimo de uma DPIA nos termos do GDPR.

C) Incorreto. Embora a avaliagdo das medidas de seguranca faga parte da garantia da protecao de
dados, uma DPIA foca especificamente a avaliagdo dos riscos aos direitos e liberdades dos titulares
dos dados e as medidas para mitigar esses riscos, em vez de apenas avaliar as medidas de
segurancga para transferéncias de dados.

D) Correto. O GDPR estabelece os atributos minimos de uma DPIA: uma descrigdo das operagdes de
tratamento previstas e das finalidades do tratamento; uma avaliagéo da necessidade e
proporcionalidade do tratamento; uma avaliagdo dos riscos aos direitos e liberdades dos titulares dos
dados; as medidas previstas para abordar os riscos e demonstrar conformidade com o GDPR.
(Literatura: A, Capitulo 10; Artigo 35(7), Considerando 84 e Considerando 90 do GDPR)
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Durante a realizagdo de um backup, ocorreu uma falha no disco rigido do servidor de dados. Tanto
os dados quanto o backup sao perdidos. O disco continha dados pessoais de clientes e outros
dados sensiveis da empresa.

O operador afirma que isso constitui uma violagdo de dados pessoais, de acordo com o GDPR.
A afirmacao do operador é verdadeira?

A) Sim, porque os dados pessoais no disco do servidor foram tratados de modo ilegal.
B) Sim, porque os dados sensiveis da empresa também estavam no mesmo disco do servidor.
C) Nao, porque os dados pessoais no disco ndo foram tratados, apenas destruidos.

D) Na&o, porque isso se trata apenas de uma violagdo de dados comum e ndo de uma violagédo de dados
pessoais.

A) Correto. A perda irrecuperavel de dados pessoais é considerada como "uma violagédo de seguranga
que provoca a destruigdo ilegal de dados pessoais”, o que também faz com que represente uma
violagdo de dados pessoais. (Literatura: A, Capitulo 11; Artigo 4(12) do GDPR)

B) Incorreto. Os dados sensiveis da empresa ndo sdo importantes para determinar se houve uma
violagdo de dados pessoais.

C) Incorreto. O GDPR considera a perda acidental de dados pessoais como tratamento ilegal, porque nao
é por instrugdo do controlador ou operador. Isso a torna uma violagao de dados pessoais.

D) Incorreto. Perder dados da empresa seria uma perda de dados, ndo uma violagdo de dados. Perder
dados pessoais é remover o0 acesso aos dados pessoais, o0 que é considerado uma violagao de dados
pessoais (violagdo de disponibilidade) nos termos do GDPR.

35/40

Uma empresa tem planos para tratar dados pessoais. O Data Protection Officer (DPO)
recentemente indicado executa uma Avaliagdo de Impacto sobre a Protecdo de Dados (DPIA). O
DPO descobre que todos os computadores tém uma configuragdo que faz os monitores exibirem
um protetor de tela apds cinco segundos de inatividade. Contudo, os computadores nao sao
bloqueados automaticamente. Quando os funcionarios deixam suas mesas, eles geralmente
também nao bloqueiam seus computadores.

Isso é um exemplo de qué?

A) Acesso a dados

B) Violagdo de dados pessoais
C) Incidente de seguranca

D) Vulnerabilidade da seguranca

A) Incorreto. Os dados ndo foram acessados.

B) Incorreto. Nenhum dado pessoal foi processado sem autorizagdo até o momento. Sendo assim, isso
nao é uma violagéo.

C) Incorreto. O tratamento ainda vai ser iniciado. Ndo ha motivos para supor que um incidente tenha
ocorrido.

D) Correto. A confidencialidade dos dados ndo pode ser garantida se os funciondrios deixarem suas
estacdes de trabalho sem bloquear o computador. (Literatura: A, Capitulo 11; Artigo 5(1)(f) do GDPR)
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Um arquiteto esta saindo de uma construgéao. Ele coloca seu notebook no chao para atender o
telefone. Um caminhdo passa por cima do notebook. Todos os arquivos sobre o projeto da
construgao e os calculos em que ele estava trabalhando sé@o perdidos. Uma cépia de seguranga de
uma versao anterior dos arquivos esta disponivel na nuvem.

De acordo com o GDPR, isso constitui uma violagao de dados pessoais?

A) Sim, porque a destruigdo da ultima cépia de um arquivo faz com que os dados néo estejam
disponiveis.

B) Sim, porque os arquivos destruidos eram arquivos pessoais do arquiteto.

C) Nao, porque arquivos do projeto e calculos ndo sdo dados pessoais.

D) Na&o, porque os arquivos ainda estdo disponiveis na forma de uma cépia de seguranga.

A) Incorreto. Nenhum dado pessoal foi destruido.

B) Incorreto. Um arquivo pessoal ndo é sindnimo de dados pessoais.

C) Correto. Nenhum dado pessoal foi destruido, portanto, isso ndo se trata de uma violagdo de dados
pessoais. (Literatura: A, Capitulo 11; Artigo 4(12) do GDPR)

D) Incorreto. Nao houve violagdo de dados pessoais, mas nédo por esse motivo. Nenhum dado pessoal
foi destruido.

37/40
Apos uma violagdo de dados pessoais, um controlador no Espago Econémico Europeu (EEE) deve
determinar quem deve ser informado:

- Ninguém
- Apenas a autoridade supervisora
- A autoridade supervisora e todos os titulares dos dados afetados

De acordo com o GDPR, em qual situagao os titulares dos dados devem ser notificados de uma
violagdo de dados pessoais?

A) Quando os dados pessoais forem tratados em uma unidade do operador que ndo esteja localizada
dentro das fronteiras do EEE

B) Quando os dados pessoais forem tratados por uma parte que concordou com o contrato de
tratamento, mas ainda nao o assinou

C) Quando o sistema no qual os dados pessoais sdo tratados for atacado, causando uma avaria em
seus dispositivos de armazenamento

D) Quando houver uma probabilidade consideravel de que a violagdo provoque um risco elevado a
privacidade dos titulares dos dados

A) Incorreto. O local onde os dados sdo tratados ndo tem importancia para a obrigacao de notificar os
titulares dos dados sobre violagdes de dados pessoais.

B) Incorreto. O tratamento de dados pessoais por outra parte diferente do controlador sem um contrato
por escrito valido é considerado como uma violagdo de dados. Nessa situagéo, porém,
consequéncias negativas para os titulares dos dados sé@o improvaveis. A notificagdo dos titulares dos
dados nao é obrigatéria nesse caso.

C) Incorreto. Uma avaria de dispositivos de armazenamento dificulta ou até mesmo impossibilita o
acesso aos dados, mas nao implica um tratamento ilegal.

D) Correto. Se houver uma probabilidade significativa de impacto negativo para os titulares dos dados, o
controlador é obrigado a notifica-los sobre a violag&o. (Literatura: A, Capitulo 11)
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Um sistema contendo dados pessoais foi invadido e foi constatado que pessoas nédo autorizadas
tiveram acesso aos dados pessoais.

De acordo com o GDPR, o que o controlador deve fazer antes de notificar a autoridade
supervisora?

A) Avaliar se dados pessoais de carater sensivel foram ou possam ter sido acessados

B) Conduzir uma Avaliagdo de Impacto sobre a Protecdo de Dados (DPIA) para determinar os riscos as
pessoas fisicas

C) Notificar os titulares dos dados envolvidos sobre a violagdo de dados pessoais e suas possiveis
consequéncias

D) Notificar a policia e relatar o acesso ndo autorizado ao(s) sistema(s)

A) Correto. De acordo com o artigo 33(1) do GDPR, néo é necessaria qualquer notificagdo se “a violagdo
de dados pessoais ndo for suscetivel de resultar em um risco para os direitos e liberdades de
pessoas naturais”. O controlador deve verificar esse fato antes de proceder a notificagdo. (Literatura:
A, Capitulo 11; Artigo 33(1) do GDPR)

B) Incorreto. Uma DPIA é realizada antes do tratamento propriamente dito para determinar como o
tratamento sera organizado e quais riscos precisam ser mitigados.

C) Incorreto. A notificagdo do titular dos dados sé é necessdria se a violagdo de dados pessoais puder
resultar em um risco elevado para os direitos e liberdades dos titulares dos dados.

D) Incorreto. De acordo com o GDPR, informar a policia ndo é obrigatério, apesar de ser sensato.

39/40
As autoridades supervisoras tém determinadas tarefas que visam garantir o cumprimento do
GDPR.

Qual é uma dessas tarefas?

A) Avaliar cédigos de conduta para setores especificos em relagdo ao tratamento de dados pessoais

B) Definir um conjunto minimo de medidas que devem ser adotadas para a prote¢do de dados pessoais
e a privacidade

C) Redigir cldusulas contratuais padrdo (SCCs) e regras corporativas vinculantes (BCR)
D) Investigar todas as violagdes de dados que tenham sido notificadas a autoridade supervisora

A) Correto. Uma das responsabilidades das autoridades supervisoras é fornecer orientagdes gerais
sobre como estar em conformidade com os regulamentos. (Literatura: A, Capitulo 12)

B) Incorreto. Uma autoridade supervisora dard orientagdes gerais sobre o que é um nivel adequado de
seguranga. Ela ndo prescreve medidas especificas.

C) Incorreto. As SCCs sédo criadas pela Comissdo Europeia (CE). As autoridades supervisoras podem
aprovar as BCR para transferéncias de dados, mas sé@o as empresas que as redigem.

D) Incorreto. Uma autoridade supervisora ndo tem a obrigacdo nem a capacidade de investigar todas as
violagdes de dados pessoais que Ihe tenham sido notificadas.
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Um controlador tem sua sede no Espago Econémico Europeu (EEE). Ele terceirizou o tratamento de
dados pessoais sensiveis para um operador situado fora do EEE, sem consultar a autoridade
supervisora antes. Essa transgressao foi descoberta e a empresa foi multada pela autoridade
supervisora. Seis meses depois, a autoridade supervisora descobre que o controlador é culpado da
mesma transgressao, mas para uma operagao de tratamento diferente e com outro operador.

Qual é a multa maxima que a autoridade supervisora pode impor nesse caso?

A)
B)
C)
D)

A)

B)

C)

D)

Nada, porque a empresa ja foi multada por essa transgressao

Nada, mas podera ser emitida uma adverténcia formal sem penalidades financeiras.
Uma multa de até € 10 milhdes ou 2% do faturamento da empresa, o que for maior
Uma multa de até € 20 milhdes ou 4% do faturamento da empresa, o que for maior

Incorreto. Cada violagdo do GDPR pode ser multada separadamente, especialmente se envolver
diferentes operagdes de tratamento ou operadores. Portanto, multas anteriores ndo isentam a
empresa de novas penalidades.

Incorreto. Dado que se trata de uma violagao repetida das regras do GDPR, é improvavel que apenas
seja emitida uma adverténcia, uma vez que normalmente sado aplicadas multas por descumprimento
continuado.

Incorreto. A terceirizagao do tratamento de dados sensiveis sem a devida consulta é uma violagédo
grave, e infragdes repetidas podem resultar em multas mais elevadas nos termos do GDPR.

Correto. Essa é a multa maxima para uma violagao repetida dessa natureza. As transferéncias de
dados pessoais para um destinatario num pais terceiro ou para uma organizagao internacional s@o
puniveis com a multa mais elevada. (Literatura: A, Capitulo 12; Artigo 33 do GDPR)
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A tabela a seguir mostra as respostas corretas as questdes apresentadas neste exame simulado.

Questao | Resposta Questao Resposta
1 C 21 C
2 D 22 B
3 B 23 D
4 A 24 B
5 D 25 A
6 A 26 D
7 B 27 A
8 A 28 B
9 A 29 C
10 A 30 B
11 B 31 A
12 B 32 A
13 D 33 D
14 B 34 A
15 B 35 D
16 B 36 C
17 A 37 D
18 D 38 A
19 D 39 A
20 D 40 D

EXIN
Privacy & Data
Protection

Exame simulado EXIN Privacy & Data Protection Foundation (PDPF.PR)



=%IN

EXIN
Privacy & Data
Protection

Certified by
=XIN

Exame simulado EXIN Privacy & Data Protection Foundation (PDPF.PR)



b

D

D

Driving Professional Growth

Contato EXIN

WWW.exin.com



https://www.exin.com/

	Introdução
	Exame simulado
	Gabarito de respostas
	Avaliação

