
  

Guia de preparação 

Edição 202601 



Guia de preparação EXIN Privacy & Data Protection Foundation (PDPF.PR) 
 

 

 
 
 

2 

  

Copyright © EXIN Holding B.V. 2026. All rights reserved. 
EXIN® is a registered trademark. 
 
No part of this publication may be reproduced, stored, utilized or transmitted in any form or by any means, electronic, 
mechanical, or otherwise, without the prior written permission from EXIN. 

 



Guia de preparação EXIN Privacy & Data Protection Foundation (PDPF.PR) 
 

 

 
 
 

3 

Conteúdo 

1. Visão geral 4 
2. Requisitos do exame 7 
3. Lista de conceitos básicos 10 
4. Literatura 14 
5. Career Path 17 

 



Guia de preparação EXIN Privacy & Data Protection Foundation (PDPF.PR) 
 

 

 
 
 

4 

1. Visão geral 

EXIN Privacy & Data Protection Foundation (PDPF.PR) 
 

Escopo 

A certificação EXIN Privacy & Data Protection Foundation confirma que o profissional compreende 
os conceitos básicos e princípios da proteção de dados no contexto do Regulamento Geral de 
Proteção de Dados (GDPR). 
 
Essa certificação inclui os seguintes tópicos: 

• Escopo do GDPR 
• Princípios de tratamento de dados 
• Práticas de tratamento de dados 
• Transferências internacionais de dados pessoais 
• Avaliação e mitigação de riscos 

 

Resumo 

Sempre que dados pessoais são coletados, armazenados, usados e, finalmente, excluídos ou 
destruídos, surgem preocupações sobre privacidade. Com o Regulamento Geral de Proteção de 
Dados (GDPR) da União Europeia (UE), o Conselho da União Europeia tem por objetivo reforçar e 
unificar a proteção de dados para todos os indivíduos da UE. Esse regulamento afeta todas as 
organizações que tratam dados pessoais de cidadãos da UE. A certificação EXIN Privacy & Data 
Protection Foundation abrange os principais assuntos relacionados ao GDPR.  
 
Com o grande aumento do uso da inteligência artificial (IA) por organizações dos setores público e 
privado, bem como no dia a dia pessoal, há mais demanda pelo uso de dados pessoais para treinar 
os algoritmos. Isso representa novos desafios para a proteção de dados, os quais devem ser 
tratados adequadamente a fim de garantir a conformidade com o GDPR. 
 
Ao adotar a norma da série ISO/IEC 27000: ISO/IEC 27701:2025 — Segurança da informação, 
cibersegurança e proteção da privacidade — Sistemas de gestão de informações de privacidade — 
Requisitos e orientações, a organização passa a contar com uma estrutura internacionalmente 
reconhecida para organizar o tratamento de dados pessoais, definir responsabilidades, gerenciar 
riscos de privacidade e demonstrar, com evidências, como realiza esse tratamento. Esse modelo 
de gestão apoia o atendimento a requisitos legais e regulatórios sobre proteção de dados 
pessoais, como o GDPR e a LGPD, fortalece a confiança de titulares, clientes, reguladores e demais 
partes interessadas e promove a melhoria contínua das práticas de privacidade da organização. 
 
Nem o GDPR nem a norma ISO fazem parte da literatura do exame. Contudo, a matriz de literatura 
no capítulo 4 é projetada para mostrar a ligação entre os requisitos do exame, a literatura do 
exame, o GDPR e a norma ISO/IEC 27701:2025, de modo a fornecer um contexto mais amplo no 
preparo para a obtenção da certificação. 
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Contexto 

A certificação EXIN Privacy & Data Protection Foundation faz parte do programa de qualificação 
EXIN Privacy & Data Protection.  

 

Público-alvo 

Todos os profissionais que precisam ter conhecimento sobre proteção de dados e os requisitos 
legais europeus, conforme definido no GDPR. 
 
Essa certificação é destinada a: 

• Data Protection Officers (DPOs) 
• Compliance Officers 
• Security Officers 
• Funcionários de RH 
• Gerentes de processos e de projetos 
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Requisitos para a certificação 

• Conclusão bem-sucedida do exame EXIN Privacy & Data Protection Foundation. 
 

Detalhes do exame 

Tipo do exame: Questões de múltipla escolha 
Número de questões: 40 
Mínimo para aprovação: 65% (26/40 questões) 
Com consulta: Não 
Anotações: Não 
Equipamentos eletrônicos permitidos: Não 
Tempo designado para o exame: 60 minutos 

 
As Regras e Regulamentos dos exames EXIN aplicam-se a este exame. 
 

Nível Bloom 

A certificação EXIN Privacy & Data Protection Foundation testa os candidatos nos Níveis Bloom 1 e 
2 de acordo com a Taxonomia Revisada de Bloom: 

• Nível Bloom 1: Lembrança – depende da recuperação de informações. Os candidatos 
precisarão absorver, lembrar, reconhecer e recordar. Este é o alicerce da aprendizagem, 
antes que possam avançar para níveis superiores. 

• Nível Bloom 2: Compreensão – um passo além da lembrança. O entendimento mostra que 
os candidatos compreendem o que é apresentado e podem avaliar como o material de 
aprendizagem pode ser aplicado em seu próprio ambiente. Esse tipo de pergunta busca 
demonstrar que o candidato é capaz de organizar, comparar, interpretar e escolher a 
descrição correta de fatos e ideias. 

 

Treinamento 
Horas de contato 

A carga horária recomendada para este treinamento é de 14 horas. Isso inclui trabalhos em grupo, 
preparação para o exame e pausas curtas. Essa carga horária não inclui pausas para almoço, 
trabalhos extra aula e o exame. 
 

Indicação de tempo de estudo 

56 horas (2 ECTS), dependendo do conhecimento preexistente. 
 

Provedor de treinamento 

Você encontrará uma lista de nossos provedores de treinamento credenciados em  www.exin.com. 
  

http://www.exin.com/
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2. Requisitos do exame 

Os requisitos do exame são definidos nas especificações do exame. A tabela a seguir lista os 
tópicos (requisitos do exame) e subtópicos (especificações do exame) do módulo. 
 

Requisitos do exame Especificações do exame Peso 
1. Escopo do GDPR 12,5% 
 1.1 Privacidade e proteção de dados 5% 

 1.2 Escopo do GDPR 7,5% 
2. Princípios do tratamento de dados 37,5% 
 2.1 Funções, direitos e obrigações das partes interessadas 7,5% 
 2.2 Proteção de dados desde a concepção (by design) e por 

padrão (by default) 
5% 

 2.3 Bases legais para o tratamento 5% 

 2.4 Direitos dos titulares dos dados 12,5% 

 2.5 Princípios do tratamento de dados pessoais 7,5% 
3. Práticas de tratamento de dados 10% 
 3.1 Governança de dados 2,5% 

 3.2 Tratamento de dados online 2,5% 
 3.3 Uso de inteligência artificial (IA) 5% 
4. Transferências internacionais de dados pessoais 15% 

 4.1 Transferências transfronteiriças dentro do Espaço 
Econômico Europeu (EEE) 

10% 

 4.2 Transferências transfronteiriças fora do Espaço 
Econômico Europeu (EEE) 

5% 

5. Avaliação e mitigação de riscos 25% 
 5.1 Avaliação de Impacto sobre a Proteção de Dados (DPIA) 

e consulta prévia 
7,5% 

 5.2 Violações de dados pessoais e procedimentos 
relacionados 

12,5% 

 5.3 Autoridades supervisoras 5% 
Total 100% 
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Especificações do exame 
1 Escopo do GDPR 
 1.1 Privacidade e proteção de dados 
  O candidato é capaz de… 
  1.1.1 definir privacidade. 
  1.1.2 relacionar privacidade a dados pessoais e à proteção dos dados. 
  1.1.3 descrever o contexto da legislação da União Europeia (UE) e dos Estados-

Membros da UE.  
 1.2 Escopo do GDPR 
  O candidato é capaz de… 
  1.2.1 definir dados pessoais de acordo com o GDPR. 
  1.2.2 definir o tratamento de dados pessoais que se enquadre no escopo do GDPR. 
  1.2.3 distinguir dados pessoais e categorias especiais de dados. 
   
2 Princípios de tratamento de dados 
 2.1 Funções, direitos e obrigações das partes interessadas 
  O candidato é capaz de… 
  2.1.1 listar as funções, responsabilidades e partes interessadas no GDPR. 
  2.1.2 descrever as atividades e o processo necessário para estar em conformidade 

com o GDPR. 
  2.1.3 listar os diferentes tipos de administração (artigos 28 e 30 do GDPR). 
 2.2 Proteção de dados desde a concepção (by design) e por padrão (by default) 
  O candidato é capaz de… 
  2.2.1 descrever os sete princípios da proteção de dados desde a concepção. 
  2.2.2 descrever os benefícios da proteção de dados desde a concepção e por 

padrão. 
 2.3 Bases legais para o tratamento 
  O candidato é capaz de… 
  2.3.1 listar as seis bases legais para o tratamento. 
  2.3.2 descrever os requisitos para o tratamento lícito de dados. 
 2.4 Direitos dos titulares dos dados 
  O candidato é capaz de… 
  2.4.1 descrever o direito a informações, comunicação e modalidades transparentes. 
  2.4.2 descrever o direito de acesso. 
  2.4.3 descrever o direito à portabilidade dos dados. 
  2.4.4 descrever o direito à retificação. 
  2.4.5 descrever o direito ao apagamento. 
  2.4.6 descrever o direito à restrição do tratamento. 
  2.4.7 descrever o direito de se opor e o direito de apresentar uma reclamação à 

autoridade supervisora. 
  2.4.8 descrever os direitos relativos à tomada de decisões automatizada. 
 2.5 Princípios do tratamento de dados pessoais 
  O candidato é capaz de… 
  2.5.1 descrever legalidade, equidade e transparência. 
  2.5.2 descrever a especificação da finalidade e a limitação da finalidade. 
  2.5.3 descrever minimização dos dados e limitação do armazenamento. 
  2.5.4 descrever exatidão, integridade e confidencialidade dos dados pessoais. 
  2.5.5 descrever proporcionalidade e subsidiariedade. 
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3 Práticas de tratamento de dados 
 3.1 Governança de dados 
  O candidato é capaz de… 
  3.1.1 descrever a finalidade da Gestão do Ciclo de Vida dos Dados (GCVD). 
 3.2 Tratamento de dados online 
  O candidato é capaz de… 
  3.2.1 descrever a definição, funcionalidade e finalidade de um cookie. 
  3.2.2 descrever o direito de se opor ao tratamento de dados pessoais para fins de 

marketing direto, incluindo a definição de perfis. 
 3.3 Uso de inteligência artificial (IA) 
  O candidato é capaz de… 
  3.3.1 identificar os desafios para a conformidade com o GDPR ao se utilizar IA. 
  3.3.2 descrever as condições para a conformidade com o GDPR ao se utilizar IA. 
    
4 Transferências internacionais de dados pessoais 
 4.1 Transferências transfronteiriças dentro do Espaço Econômico Europeu (EEE) 
  O candidato é capaz de… 
  4.1.1 descrever as regulamentações aplicáveis às transferências de dados dentro do 

EEE. 
  4.1.2 descrever o conceito de regras corporativas vinculantes (BCR). 
  4.1.3 descrever como a proteção de dados é formalizada nas BCR entre o 

controlador e o operador. 
  4.1.4 descrever as cláusulas das BCR. 
 4.2 Transferências transfronteiriças fora do Espaço Econômico Europeu (EEE) 
  O candidato é capaz de… 
  4.2.1 descrever os regulamentos aplicáveis às transferências de dados para fora do 

EEE. 
  4.2.2 descrever as regulamentações aplicáveis às transferências de dados entre o 

EEE e os Estados Unidos da América (EUA). 
  
5 Avaliação e mitigação de riscos 
 5.1 Avaliação de Impacto sobre a Proteção de Dados (DPIA) e consulta prévia 
  O candidato é capaz de… 
  5.1.1 delinear o que uma DPIA abrange e quando realizar uma DPIA. 
  5.1.2 listar os oito objetivos de uma DPIA. 
  5.1.3 listar os tópicos de um relatório de DPIA. 
 5.2 Violações de dados pessoais e procedimentos relacionados 
  O candidato é capaz de… 
  5.2.1 definir uma violação de dados pessoais. 
  5.2.2 descrever a diferença entre uma violação de dados (incidente) e uma violação 

de dados pessoais. 
  5.2.3 dar exemplos de violações de dados pessoais. 
  5.2.4 listar as partes interessadas relevantes que devem ser informadas em caso de 

violação de dados pessoais. 
  5.2.5 descrever a obrigação de notificação de violação de dados pessoais, 

conforme estabelecido no GDPR. 
 5.3 Autoridades supervisoras 
  O candidato é capaz de… 
  5.3.1 descrever as responsabilidades gerais de uma autoridade supervisora. 
  5.3.2 descrever a aplicação das regras por meio da imposição de sanções, incluindo 

multas administrativas. 
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3. Lista de conceitos básicos 

Este capítulo contém os termos e abreviaturas com os quais os candidatos devem se familiarizar.  
 
Por favor, note que o conhecimento desses termos de maneira independente não é suficiente para 
o exame. O candidato deve compreender os conceitos e estar apto a fornecer exemplos. 
 
Inglês Português 
appropriate technical and organizational 
measures 

medidas técnicas e organizacionais 
apropriadas 

artificial intelligence (AI) inteligência artificial (IA) 
awareness conscientização 
certification certificação 
codes of conduct códigos de conduta 
complaint reclamação 
compliance audit auditoria de conformidade  
consent consentimento 

• child's consent • consentimento da criança / do menor 
de idade 

• conditions for consent • condições para o consentimento 
• explicit consent • consentimento explícito 

constitution constituição 
cross-border processing tratamento transfronteiriço 
data breach violação de dados 
data lifecycle management (DLM) Gestão do Ciclo de Vida dos Dados (GCVD) 
data protection proteção de dados 
data protection authority (DPA)  Autoridade de Proteção de Dados (DPA) 
data protection by default proteção de dados por padrão (by default) 
data protection by design proteção de dados desde a concepção (by 

design) 
data protection impact assessment (DPIA) Avaliação de Impacto sobre a Proteção de 

Dados (DPIA) 
data protection officer (DPO) Data Protection Officer (DPO) (ou Encarregado 

pelo Tratamento de Dados Pessoais) 
derogation revogação 
documentation obligation obrigação de documentar 
enforcement aplicação / execução / cumprimento 

• administrative fines • multas administrativas 
• criminal sanctions • sanções criminais 
• dissuasive sanctions • sanções dissuasivas 

• effective sanctions • sanções efetivas 
• proportionate sanctions • sanções proporcionais 

European Union (EU) types of legal act tipos de atos legais da União Europeia (UE) 
• decision • decisão 
• directive • diretiva 
• opinion • opinião 
• recommendation • recomendação 
• regulation • regulamento 

European Data Protection Board (EDPB) Comitê Europeu para Proteção de Dados 
(CEPD) 

European Data Protection Supervisor (EDPS) Autoridade Europeia para a Proteção de Dados 
(AEPD) 

European Economic Area (EEA) Espaço Econômico Europeu (EEE) 
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exemption isenção 
General Data Protection Regulation (GDPR) Regulamento Geral de Proteção de Dados 

(GDPR) 
information security (InfoSec) segurança da informação (InfoSec) 

• availability • disponibilidade 
• confidenciality • confidencialidade 
• integrity • integridade 

international organization organização internacional 
lead data protection authority Autoridade de Proteção de Dados (DPA) 

principal 

lead supervisory authority autoridade supervisora principal 
legitimate basis (GDPR recital 40) fundamento legítimo (considerando 40 do 

GDPR) 
legitimate ground (GDPR Article 17(1c), Article 
18(1d), Article 21(1)) 

base legal (artigo 17(1c), artigo 18(1d), artigo 
21(1) do GDPR) 

legitimate interest legítimo interesse 
non-repudiation não repúdio 
personal data dados pessoais 
personal data breach violação de dados pessoais 
principles relating to processing of personal 
data (GDPR, Article 5) 

princípios relacionados ao tratamento de dados 
pessoais (artigo 5º do GDPR) 

• accountability • responsabilidade 
• accuracy • exatidão 
• confidentiality • confidencialidade 

• data minimization • minimização de dados 
• fairness • lealdade 
• integrity • integridade 
• lawfulness • legalidade/licitude 
• purpose limitation • limitação de finalidade 
• storage limitation • limitação de 

armazenamento/conservação 

• transparency • transparência 
prior consultation consulta prévia 
privacy privacidade 
privacy by design (and by default) privacidade desde a concepção (by design) (e 

por padrão (by default)) 
processing (of personal data) tratamento (de dados pessoais) 

• collection • coleta 

• storage • armazenamento 
• erasure • apagamento 

• destruction • destruição 
processing situations situações de tratamento 

• data protection rules of churches and 
religious associations 

• regras de proteção de dados de igrejas 
e associações religiosas 

• employment • emprego 
• for archiving purposes in the public 

interest 
• para fins de arquivamento por interesse 

público 
• for scientific or historical research 

purposes 
• para fins de pesquisa histórica ou 

científica 
• for statistical purposes • para fins estatísticos 
• freedom of expression and information • liberdade de expressão e informação 

• National Identification Number • Número de Identificação Nacional 
• obligations of secrecy • obrigações de sigilo 

• public access to official documents • acesso público a documentos oficiais 
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profiling formação de perfil / perfilamento 
proportionality, the principle of proporcionalidade, princípio da 
pseudonymization pseudonimização 
retention period período de retenção 
rights of the data subject direitos do titular dos dados 

• ‘right to be forgotten' • ‘direito ao esquecimento’ 
• automated individual decision-making • tomada de decisão individual 

automatizada 
• data portability • portabilidade de dados 
• information and access • informação e acesso 

• modalities • modalidades 
• notification obligation • obrigação de notificação 
• rectification and erasure • retificação e apagamento 
• restriction of processing • limitação do tratamento 
• right to compensation • direito à compensação 
• right to objection • direito à oposição 

• transparency • transparência 

roles, responsibilities, and stakeholders funções, responsabilidades e partes 
interessadas 

• controller • controlador 
• data subject • titular dos dados 
• joint controllers • controladores conjuntos 
• processor • operador 
• recipient • destinatário 
• representative • representante 
• supervisory authority • autoridade supervisora 
• third party • terceiro 

security breach  violação de segurança  
security incident incidente de segurança 
special categories of personal data categorias especiais de dados pessoais1 

• biometric data • dados biométricos 
• data concerning health • dados relativos à saúde 
• genetic data • dados genéticos 
• political opinions • opiniões políticas 
• racial or ethnic origin • origem racial ou étnica 

• religious or philosophical beliefs • crenças religiosas ou convicções 
filosóficas 

• sex life or sexual orientation • vida sexual ou orientação sexual 
• trade union membership • associação sindical 
• personal data relating to criminal 

convictions and offences 
• dados pessoais relativos a 

condenações penais e infrações 
subsidiarity, the principle of subsidiariedade, princípio da 
threat ameaça 

  

 
1 No Brasil, a Lei Geral de Proteção de Dados Pessoais (LGPD) reconhece as categorias especiais 
de dados pessoais (GDPR, art. 9º) como dados pessoais sensíveis (LGPD, art. 5º, II). Por questões 
de clareza, os materiais de exame do EXIN utilizam a terminologia adotada pelo GDPR. 
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transfer of personal data to third countries and 
to international organizations 

transferência de dados pessoais para países 
terceiros e para organizações internacionais 

• adequacy decision • decisão de adequação 

• appropriate safeguards • salvaguardas apropriadas 
• binding corporate rules (BCR) • regras corporativas vinculantes (BCR) 
• derogations • exceções 
• disclosures • divulgações 
• international protection of personal 

data 
• proteção internacional de dados 

pessoais 
 

Comentário 

A tabela abaixo apresenta a tradução de alguns termos utilizados no GDPR, que se encontra 
escrito em português de Portugal, para português do Brasil. Por favor, note que os materiais de 
exame do EXIN estão todos escritos em português do Brasil. 
 

Portugal Brasil 

responsável pelo tratamento controlador 
subcontratante operador  
encarregado da proteção de dados Data Protection Officer (DPO) (ou Encarregado 

pelo Tratamento de Dados Pessoais) 
autoridade de controlo autoridade supervisora2 
coima multa 
derrogação revogação 

ficheiro arquivo 
medidas técnicas e organizativas medidas de segurança, técnicas e 

administrativas 
sistemas de gerenciamento de informações 
pessoais (PIMS) 

sistema de gestão de privacidade da 
informação (SGPI) 

por defeito por padrão (by default) 
pessoa singular pessoa física (ou pessoa natural) 

pessoa coletiva pessoa jurídica 
cláusulas-tipo cláusulas-padrão contratuais 
vinculativo vinculante 

  

 
2 No Brasil, a Agência Nacional de Proteção de Dados (ANPD) é reconhecida como a autarquia 
reguladora da proteção de dados (LGPD, art. 55-A; Medida Provisória nº 1.317/2025). Por questões 
de clareza com o GDPR, os materiais de exame do EXIN não fazem referência à ANPD. 
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4. Literatura 

Literatura do exame 
O conhecimento necessário para o exame é coberto na seguinte literatura: 
 

A. L. Besemer  
Privacy and Data Protection based on the GDPR 
Leo Besemer, segunda edição (2025) 
ISBN: 9789403795751 
Cópia física: https://publishnl.bookmundo.com/leobesemer  
E-book: https://www.kobo.com/nl/en/ebook/privacy-and-data-protection-based-on-the-
gdpr-3 

 

Literatura adicional 
B. Comissão Europeia 

Regulamento Geral sobre a Proteção de Dados (GDPR) Regulamento UE 2016/679 
Regulamento do Parlamento Europeu e do Conselho da União Europeia 
Bruxelas, 6 de abril de 2016 
Download gratuito disponível em: https://eur-lex.europa.eu/eli/reg/2016/679 
 

C. A. Cavoukian 
Privacy by Design - The 7 Foundational Principles 
Information & Privacy Commissioner, Ontario, Canadá 
https://bit.ly/pdpf_additional_literature  

 

Comentário 

A literatura adicional destina-se exclusivamente à referência e ao aprofundamento do 
conhecimento. 
 
O GDPR (literatura B) não é uma literatura primária de exame porque a literatura do exame fornece 
conteúdo suficiente sobre o GDPR. Os candidatos devem estar familiarizados com o GDPR na 
extensão das referências feitas na literatura do exame. 

  

https://publishnl.bookmundo.com/leobesemer
https://www.kobo.com/nl/en/ebook/privacy-and-data-protection-based-on-the-gdpr-3
https://www.kobo.com/nl/en/ebook/privacy-and-data-protection-based-on-the-gdpr-3
https://eur-lex.europa.eu/eli/reg/2016/679
https://bit.ly/pdpf_additional_literature
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Matriz da literatura 

Requisitos do exame Referências 
 Especificações do exame Literatura GDPR ISO/IEC 27701 

1. Escopo do GDPR 
 1.1 Privacidade e proteção de 

dados 
A, Capítulo 1 Preâmbulo 1, 

2, Artigo 96-99 
Cláusula 6.2 

 1.2 Escopo do GDPR A, Capítulo 1 Artigo 4.1(a), 
Artigo 9.1, 
Artigo 17, 
Artigo 4.10 

sem referência 

2. Princípios do tratamento de dados 
 2.1 Funções, direitos e obrigações 

das partes interessadas 
A, Capítulo 2 Artigo 7, Artigo 

8, Artigo 13, 
Artigo 25(1), 
Artigo 30, 
Artigo 83 

Controle A.3.4, 
Seção B.1, 
Seção B.2, 
Cláusula 5.3 

 2.2 Proteção de dados desde a 
concepção (by design) e por 
padrão (by default) 

A, Capítulo 2 Artigo 25 Controle A.3.16, 
Controle A.3.28, 
Subcláusula B.2.4, 
Subcláusula B.3.27, 
Subcláusula B.3.29 

 2.3 Bases legais para o 
tratamento 

A, Capítulo 4 Artigo 6.1 Controle A.3.13, 
Subcláusula B.1.2.3 

 2.4 Direitos dos titulares dos 
dados 

A, Capítulo 5 Artigo 15, 
Artigo 16, 
Artigo 17, 
Artigo 18, 
Artigo 20, 
Artigo 21, 
Artigo 22 

Subcláusula B.1.3.3, 
Subcláusula B.1.3.4, 
Subcláusula B.1.3.5, 
Subcláusula B.1.3.6, 
Subcláusula B.1.3.7, 
Subcláusula B.1.3.8, 
Subcláusula B.1.3.9, 
Subcláusula B.1.3.10 

 2.5 Princípios do tratamento de 
dados pessoais 

A, Capítulo 3 Artigo 25, 
Artigo 27-32, 
Artigo 5 

Subcláusula B.1.4.1, 
Subcláusula B.1.4.2, 
Subcláusula B.1.4.3, 
Subcláusula B.1.4.4, 
Subcláusula B.1.4.5, 
Subcláusula B.1.4.6, 
Anexo C 

3. Práticas de tratamento de dados 
 3.1 Governança de dados A, Capítulo 6 sem referência Subcláusula B.1.4.4 

 3.2 Tratamento de dados online A, Capítulo 7 sem referência sem referência 
 3.3 Uso de inteligência artificial 

(IA) 
A, Capítulo 7 sem referência Subcláusula B.1.3.11 

4. Transferências internacionais de dados pessoais 

 4.1 Transferências 
transfronteiriças dentro do 
Espaço Econômico Europeu 
(EEE) 

A, Capítulo 8 Artigo 29, 
Artigo 30, 
Artigo 24, 
Artigo 28, 
Artigo 47 

Subcláusula B.1.5.2, 
Subcláusula B.1.5.3 

 4.2 Transferências 
transfronteiriças fora do 
Espaço Econômico Europeu 
(EEE) 

A, Capítulo 9 Artigo 45 Subcláusula B.1.5.2, 
Subcláusula B.1.5.3 
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5. Avaliação e mitigação de riscos 
 5.1 Avaliação de Impacto sobre a 

Proteção de Dados (DPIA) e 
consulta prévia 

A, Capítulo 10 Artigo 35 Subcláusula B.1.2.6 

 5.2 Violações de dados pessoais 
e procedimentos relacionados 

A, Capítulo 11 Artigo 4(12), 
Artigo 33, 
Artigo 34 

Controle A.3.11, 
Controle A.3.12, 
Subcláusula B.3.11, 
Subcláusula B.3.12 

 5.3 Autoridades supervisoras A, Capítulo 12 Artigo 33, 
Artigo 34, 
Artigo 36 

sem referência 
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5. Career Path 

O EXIN acredita no valor do aprendizado contínuo e na importância de combinar diversas 
habilidades para prosperar no atual mundo dinâmico e em evolução. Com os EXIN Career Paths, os 
candidatos podem se preparar para funções específicas e continuar crescendo e avançando em 
sua jornada profissional. Para obter mais informações sobre os EXIN Career Paths, consulte 
https://www.exin.com/career-paths/. 
 
A certificação EXIN Privacy & Data Protection Foundation faz parte dos seguintes EXIN Career 
Paths. 
 

EXIN Data Protection Officer 
EXIN Data Protection Officer capacita os profissionais a implementar medidas para o 
gerenciamento da segurança da informação que visam à conformidade com as regulamentações 
de proteção de dados. 

EXIN Information Security Officer 
EXIN Information Security Officer equipa os profissionais com conhecimento e habilidades para 
implementar medidas eficazes de segurança da informação e gerenciamento de riscos, mantendo 
o foco na privacidade e proteção dos dados. 

https://www.exin.com/career-paths/
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EXIN Artificial Intelligence Compliance Officer 
EXIN Artificial Intelligence Compliance Officer prepara os profissionais para estar em 
conformidade com as regulamentações mais relevantes de inteligência artificial (IA) e proteção de 
dados e com normas robustas de segurança da informação para garantir o uso ético e responsável 
da IA. 
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